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Foreword
This Technical Specification (TS) has been produced by the 3 Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

The present document specifies the radio network layer signalling protocol called Radio Access Network Application
Part (RANAP) for the lu interface. RANAP supports the functions of 1u interface by signalling procedures defined in
this document. RANAP is devel oped in accordance to the general principles stated in [1], [2] and [3].

2 References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present
document.

* References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

e For a specific reference, subsequent revisions do not apply.
« For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including

aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 23.930 (version.4.0.0, 2001-04): "lu Principles".

[2] 3GPP TS 25.410: "UTRAN lu Interface: General Aspects and Principles’.

[3] 3GPP TS 25.401: "UTRAN Overall Description”.

[4] 3GPP TR 25.931: "UTRAN Functions, Examples on Signalling Procedures’.

[5] 3GPP TS 25.412: "UTRAN lu interface signalling transport".

[6] 3GPP TS 25.415: "UTRAN lu interface user plane protocols®.

[7] 3GPP TS 23.107: "Quality of Service (QoS) concept and architecture”.

[8] 3GPP TS 24.008: "Mobile radio interface layer 3 specification; Core network protocols; Stage 3".

[9] 3GPP TS 25.414: "UTRAN lu interface data transport and transport signalling”.

[10] 3GPP TS 25.331: Radio Resource Control (RRC) protocol specification”.

[11] 3GPP TS 48.008: "Mobile Switching Centre — Base Station System (MSC - BSS) interface; Layer
3 specification”.

[12] GSM TS 12.08: "Subscriber and equipment trace”.

[13] ITU-T Recommendation X.691 (1997): "Information technology - ASN.1 encoding rules:
Specification of Packed Encoding Rules (PER)".

[14] ITU-T Recommendation X.680 (1997): "Information technology - Abstract Syntax Notation One
(ASN.1): Specification of basic notation".

[15] ITU-T Recommendation X.681 (1997): "Information technology - Abstract Syntax Notation One
(ASN.1): Information object specification”.

[16] 3GPP TS 23.110: "UMTS Access Stratum, Services and Functions'.

[17] 3GPP TS 25.323: "Packet Data Convergence Protocol (PDCP) specification”.

[18] 3GPP TR 25.921: "Guidelines and principles for protocol description and error handling".

[19] 3GPP TS 23.003: "Numbering, addressing and identification".

[20] 3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
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[21] 3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[22] 3GPP TS 24.080: "Mobile radio Layer 3 supplementary services specification; Formats and
coding".

[23] 3GPP TS 29.108: "Application of the Radio Access Network Application Part (RANAP) on the
E-interface”.

[24] 3GPP TS 29.002: "Mobile Application Part (MAP) specification".

[25] GSM TS 12.20: "Base Station System (BSS) management information”.

[26] 3GPP TS 23.236: "Intra-domain connection of Radio Access Network (RAN) nodes to multiple
Core Network (CN) nodes”.

[27] 3GPP TS 43.051: "3rd Generation Partnership Project; Technical Specification Group
GSM/EDGE Radio Access Network; Overall description - Stage 2.

[28] 3GPP TS 25.305: "Stage 2 Functional Specification of Location Services (LCS) in UTRAN".

[29] 3GPP TS 43.059: "Functional stage 2 description of Location Services (LCS) in GERAN".

[30] 3GPP TS 22.071: "Location Services (LCS); Service description - Stage 1".

[31] 3GPP TR 25.994: "M easures employed by the UMTS Radio Access Network (UTRAN) to
overcome early User Equipment (UE) implementation faults”.

[32] 3GPP TR 25.995: "Measures employed by the UMTS Radio Access Network (UTRAN) to cater
for legacy User Equipment (UE) which conforms to superseded versions of the RAN interface
specification”.

[33] 3GPP TS 23.195: "Provision of UE Specific Behaviour Information to Network Entities".

[34] 3GPP TS 49.031: "Location Services (LCS) — Base Station System Application Part LCS
Extension — (BSSAP-LE)".

[35] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[36] 3GPP TS 48.018: "General Packet Radio Service (GPRS); BSS GPRS Protocol (BSSGP)".

[37] 3GPP TS 32.421: " Subscriber and equipment trace: Trace concepts and requirements’.

[38] 3GPP TS 32.422: " Subscriber and equipment trace: Trace control and Configuration Management”

3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the following terms and definitions below apply. Terms and definitions not
defined below can be found in [35].

Cell Load-Based I nter-System Handover: This mechanism, which is contained within a UTRAN RNC, consists of
three primary functions:

1. The RNC has the capahility to generate and send Cell Load Information towards the target/source system.

2. The RNC hasthe capahility to receive Cell Load Information from the target/source system, and is able to
interpret this information.

3. The ability of the RNC to make a handover decision by comparing the Cell Load Information that it has received
from the target system with the Cell Load Information it has about its own cells.
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Ciphering Alternative: defines both the Ciphering Status (started/not started) together with the Ciphering Algorithm
considered altogether.

Default CN node: An RNC with an inactive or not implemented NAS Node Selection Function [26] has one single
permanent default CN node per CN domain. It aways initiates the Initial UE Message procedure towards its default CN
node. If the NAS Node Selection Function is active, then no Default CN node exists.

Directed retry: Directed retry isthe process of assigning a User Equipment to aradio resource that does not belong to
the serving RNC e.g. in situations of congestion. It istriggered by the RAB Assignment procedure and employs
relocation procedures.

Elementary Procedure: RANAP protocol consists of Elementary Procedures (EPs). An Elementary Procedure is a unit
of interaction between the RNS and the CN. These Elementary Procedures are defined separately and are intended to be
used to build up complete sequences in a flexible manner. If the independence between some EPs is restricted, it is
described under the relevant EP description. Unless otherwise stated by the restrictions, the EPs may be invoked
independently of each other as stand alone procedures, which can be active in parallel. Examples on using several
RANAP EPs together with each other and EPs from other interfaces can be found in reference [4].

An EP consists of an initiating message and possibly a response message. Three kinds of EPs are used:
- Class 1: Elementary Procedures with response (success and/or failure).
- Class 2: Elementary Procedures without response.
- Class 3: Elementary Procedures with possibility of multiple responses.
For Class 1 EPs, the types of responses can be as follows:
Successful:

- A signalling message explicitly indicates that the elementary procedure successfully completed with the
receipt of the response.

Unsuccessful:

- A signalling message explicitly indicates that the EP failed.

- Ontime supervision expiry (i.e. absence of expected response).
Successful and Unsuccessful:

- One signalling message reports both successful and unsuccessful outcome for the different included requests.
The response message used is the one defined for successful outcome.

Class 2 EPs are considered always successful.

Class 3 EPs have one or several response messages reporting both successful, unsuccessful outcome of the requests and
temporary status information about the requests. This type of EP only terminates through response(s) or EP timer
expiry.

GERAN BSC in lu mode: In the context of this specification no distinction between an UTRAN RNC and a GERAN
BSC in lu modeis made. The GERAN BSC in lu mode will behave as a RNC unless explicitely stated (see [27]).

Integrity Protection Alternative: defines both the Integrity Protection Status (started/not started) together with the
Integrity Protection Algorithm considered altogether.

Management Based Activation: asdefined in[37].
PUESBINE feature: asdefinedin [33].

Relocation of SRNS: relocation of SRNSisaUMTS functionality used to relocate the serving RNS role from one RNS
to another RNS. ThisUMTS functionality isrealised by several elementary procedures executed in several interfaces
and by several protocols and it may involve a change in the radio resources used between UTRAN and UE

It is also possible to relocate the serving RNS role from:

- one RNSwithin UMTS to another relocation target external to UMTS;
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- functionality equivalent to the serving RNS role from another relocation source external to UM TS to another
RNS.

RAN Information M anagement: as defined in [36].

Trace Recording Session: asdefined in [37].

Trace Recording Session Reference: asdefined in [37].

Trace Reference: as defined in [37].

Trace Session: asdefinedin [37].

Serving RNC: SRNC isthe RNC belonging to SRNS

Serving RNS: role an RNS can take with respect to a specific connection between an UE and UTRAN. There is one
serving RNS for each UE that has a connection to UTRAN. The serving RNSisin charge of the radio connection
between a UE and the UTRAN. The serving RN S terminates the lu for this UE

Signalling Based Activation: as defined in [37].
Source RNC: source RNC is the RNC belonging to source RNS

Sour ce RNS: role, with respect to a specific connection between UTRAN and CN, that RNS takes when it decidesto
initiate arelocation of SRNS

Target RNC: target RNC isthe RNC belonging to target RNS

Target RNS: role an RNS gets with respect to a specific connection between UTRAN and CN when it isbeing a
subject of arelocation of SRNS which is being made towards that RNS

UE Specific Behaviour Information —lu: as defined in [33].

3.2 Symbols

Void.

3.3 Abbreviations

Applicable abbreviations can be found in [35]. For the purposes of the present document, the following abbreviations
apply:

AAL2 ATM Adaptation Layer type 2
ALCAP Access Link Control Application Part
AS Access Stratum

ASN.1 Abstract Syntax Notation One
ATM Asynchronous Transfer Mode

BSC Base Station Controller

CcC Call Control

CN Core Network

CRNC Controlling RNC

CS Circuit Switched

DCH Dedicated Channel

DL Downlink

DRNC Drift RNC

DRNS Drift RNS

DSCH Downlink Shared Channel

EP Elementary Procedure

GERAN GSM/EDGE Radio Access Network
GPRS General Packet Radio System

GSM Global System for Mobile communications
GTP GPRS Tunnelling Protocol

IE Information Element
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IMEI International Mobile Equipment Identity
IMSI International Mobile Subscriber Identity
IPv4 Internet Protocol (version 4)
IPv6 Internet Protocol (version 6)
MM Mobility Management
MSC M obile services Switching Center
NACC Network Assisted Cell Change
NAS Non Access Stratum
NNSF NAS Node Selection Function
NRT Non-Rea Time
N-PDU Network — Protocol Data Unit
OSP:IHOSS Octet Stream Protocol: Internet-Hosted Octet Stream Service
P-TMSI Packet TMSI
PDCP Packet Data Convergence Protocol
PDP Packet Data Protocol
PDU Protocol Data Unit
PLMN Public Land Mobile Network
PPP Point-to-Point Protocol
PS Packet Switched
PUESBINE Provision of UE Specific Behaviour Information to Network Entities
QoS Quiality of Service
RAB Radio Access Bearer
RANAP Radio Access Network Application Part
RIM RAN Information Management
RNC Radio Network Controller
RNS Radio Network Subsystem
RRC Radio Resource Control
RT Real Time
SAI Service Area ldentifier
SAP Service Access Point
Sbu Service Data Unit
SGSN Serving GPRS Support Node
SNA Shared Network Area
SNAC Shared Network Area Code
SRNC Serving RNC
SRNS Serving RNS
TEID Tunnel Endpoint Identifier
TMSI Temporary Mobile Subscriber Identity
UE User Equipment
UEA UMTS Encryption Algorithm
UESBI-lu UE Specific Behaviour Information - [u
UIA UMTS Integrity Algorithm
UL Uplink
UMTS Universal Mobile Telecommunications System
USCH Uplink Shared Channel
UTRAN UMTS Terrestrial Radio Access Network
4 General
4.1 Procedure Specification Principles

The principle for specifying the procedure logic is to specify the functional behaviour of the RNC exactly and
completely. The CN functional behaviour is left unspecified. The EPs Relocation Preparation, Reset, Reset Resource
and Overload Control are exceptions from this principle.

The following specification principles have been applied for the procedure text in clause 8:

- The procedure text discriminates between:
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1) Functionality which "shall" be executed

The procedure text indicates that the receiving node "shall" perform a certain function Y under a certain
condition. If the receiving node supports procedure X but cannot perform functionality Y requested in the
REQUEST message of a Class 1 of Class 3 EP, the receiving node shall respond with the message used to
report unsuccessful outcome for this procedure, containing an appropriate cause value.

2) Functionality which "shall, if supported” be executed

The procedure text indicates that the receiving node "shall, if supported,” perform acertain function Y under
acertain condition. If the receiving node supports procedure X, but does not support functionality Y, the
receiving node shall proceed with the execution of the EP, possibly informing the requesting node about the
not supported functionality.

- Any required inclusion of an optional |1E in aresponse message is explicitly indicated in the procedure text. If the
procedure text does not explicitly indicate that an optional |E shall be included in a response message, the
optional |E shall not be included. For requirements on including Criticality Diagnostics I E, see section 10. For
examples on how to use the Criticality Diagnostics |E, see Annex A.2.

4.2 Forwards and Backwards Compatibility

The forwards and backwards compatibility of the protocol is assured by mechanism where al current and future
messages, and |Es or groups of related IEs, include ID and criticality fields that are coded in a standard format that will
not be changed in the future. These parts can always be decoded regardless of the standard version.

4.3 Specification Notations

For the purposes of the present document, the following notations apply:

Procedure When referring to an elementary procedure in the specification the Procedure Name is written with
thefirst lettersin each word in upper case characters followed by the word "procedure”, e.g. RAB
Assignment procedure.

Message When referring to a message in the specification the MESSAGE NAME is written with al letters
in upper case characters followed by the word "message”, e.g. RAB ASSIGNMENT REQUEST
message.

IE When referring to an information element (IE) in the specification the Information Element Name

iswritten with the first letters in each word in upper case characters and all lettersin Italic font
followed by the abbreviation "IE", e.g. User Plane Mode |E.

Valueof anIE  When referring to the value of an information element (1E) in the specification the "Value" is
written asit is specified in subclause 9.2 enclosed by quotation marks, e.g. " Abstract Syntax Error
(Reject)" or "Geographical Coordinates’.

5 RANAP Services

RANAP provides the signalling service between UTRAN or GERAN (in lu mode) and CN that is required to fulfil the
RANAP functions described in clause 7. RANAP services are divided into three groups based on Service Access Points
(SAP) defined in [16]:

1. Genera control services. They are related to the whole lu interface instance between RNC and logical CN
domain, and are accessed in CN through the General Control SAP. They utilise connectionless signalling
transport provided by the lu signalling bearer.

2. Notification services. They are related to specified UEs or al UEs in specified area, and are accessed in CN

through the Notification SAP. They utilise connectionless signalling transport provided by the lu signalling
bearer.
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3. Dedicated control services. They are related to one UE, and are accessed in CN through the Dedicated Control

SAP. RANAP functions that provide these services are associated with [u signalling connection that is
maintained for the UE in question. The lu signalling connection is realised with connection oriented signalling
transport provided by the lu signalling bearer.

6

Services Expected from Signalling Transport

Signalling transport (See [5]) shall provide two different service modes for the RANAP.

1. Connection oriented data transfer service. This service is supported by a signalling connection between RNC and

CN domain. It shall be possible to dynamically establish and release signalling connections based on the need.
Each active UE shall have its own signalling connection. The signalling connection shall provide in sequence
delivery of RANAP messages. RANAP shall be notified if the signalling connection breaks.

Connectionless data transfer service. RANAP shall be notified in case a RANAP message did not reach the
intended peer RANAP entity.

2

Functions of RANAP

RANAP protocol has the following functions:

Relocating serving RNC. This function enables to change the serving RNC functionality as well astherelated lu
resources (RAB(s) and Signalling connection) from one RNC to another.

Overall RAB management. This function is responsible for setting up, modifying and releasing RABs.

Queuing the setup of RAB. The purpose of this function isto allow placing some requested RABs into a queue,
and indicate the peer entity about the queuing.

Requesting RAB release. While the overall RAB management is a function of the CN, the RNC has the
capability to request the release of RAB.

Release of all lu connection resources. This function is used to explicitly release al resources related to one lu
connection.

Requesting the release of all 1u connection resources. While the lu release is managed from the CN, the RNC has
the capability to request the release of all 1u connection resources from the corresponding lu connection.

SRNS context forwarding function. This function is responsible for transferring SRNS context from the RNC to
the CN for intersystem change in case of packet forwarding.

Controlling overload in the lu interface. This function allows adjusting the load in the control plane of the lu
interface.

Resetting the lu. Thisfunction is used for resetting an lu interface.

Sending the UE Common ID (permanent NAS UE identity) to the RNC. This function makes the RNC aware of
the UE's Common ID.

Paging the user. This function provides the CN for capability to page the UE.

Controlling the tracing of the subscriber or user equipment activity. This function allows setting the trace mode
for a given subscriber or user equipment. This function also allows the deactivation of a previously established
trace.

Transport of NAS information between UE and CN (see [8]). This function has two sub-classes:

1. Transport of theinitial NAS signalling message from the UE to CN. This function transfers transparently the
NAS information. As a consequence also the lu signalling connection is set up.
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2. Transport of NAS signalling messages between UE and CN, This function transfers transparently the NAS
signalling messages on the existing lu signalling connection. It aso includes a specific service to handle
signalling messages differently.

- Controlling the security mode in the UTRAN. This function is used to send the security keys (ciphering and
integrity protection) to the UTRAN, and setting the operation mode for security functions.

- Controlling location reporting. This function allows the CN to operate the mode in which the UTRAN reports
the location of the UE.

- Location reporting. This function is used for transferring the actual location information from RNC to the CN.

- Datavolume reporting function. This function is responsible for reporting unsuccessfully transmitted DL data
volume over UTRAN for specific RABs.

- Reporting general error situations. This function allows reporting of general error situations, for which function
specific error messages have not been defined.

- Location related data. This function alows the CN to either retrieve from the RNC deciphering keys (to be
forwarded to the UE) for the broadcast assistance data, or request the RNC to deliver dedicated assistance data to
the UE.

- Information Transfer. This function allows the CN to transfer information to the RNC.
- Uplink Information Transfer. This function alows the RNC to transfer information to the CN.

These functions are implemented by one or several RANAP elementary procedures described in the following clause.

8 RANAP Procedures

8.1 Elementary Procedures

In the following tables, all EPs are divided into Class 1, Class 2 and Class 3 EPs (see subclause 3.1 for explanation of
the different classes):
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Elementary Initiating Successful Outcome Unsuccessful Outcome
Procedure Message Response message Response message
lu Release IU RELEASE IU RELEASE COMPLETE
COMMAND
Relocation RELOCATION RELOCATION COMMAND RELOCATION
Preparation REQUIRED PREPARATION FAILURE
Relocation RELOCATION RELOCATION REQUEST RELOCATION FAILURE
Resource REQUEST ACKNOWLEDGE
Allocation
Relocation RELOCATION RELOCATION CANCEL
Cancel CANCEL ACKNOWLEDGE
SRNS Context SRNS CONTEXT | SRNS CONTEXT
Transfer REQUEST RESPONSE
Security Mode SECURITY SECURITY MODE SECURITY MODE REJECT
Control MODE COMPLETE
COMMAND
Data Volume DATA VOLUME DATA VOLUME REPORT
Report REPORT
REQUEST
Reset RESET RESET ACKNOWLEDGE
Reset Resource RESET RESET RESOURCE
RESOURCE ACKNOWLEDGE
Location related LOCATION LOCATION RELATED LOCATION RELATED DATA
Data RELATED DATA DATA RESPONSE FAILURE
REQUEST
Information INFORMATION INFORMATION TRANSFER | INFORMATION TRANSFER
Transfer TRANSFER CONFIRMATION FAILURE
INDICATION
Uplink Information | UPLINK UPLINK INFORMATION UPLINK INFORMATION
Transfer INFORMATION TRANSFER TRANSFER FAILURE
TRANSFER CONFIRMATION
INDICATION

Table 2: Class 2

Elementary Procedure

Message

RAB Modification Request

RAB MODIFY REQUEST

RAB Release Request

RAB RELEASE REQUEST

lu Release Request

IU RELEASE REQUEST

Relocation Detect

RELOCATION DETECT

Relocation Complete

RELOCATION COMPLETE

SRNS Data Forwarding Initiation

SRNS DATA FORWARD COMMAND

SRNS Context Forwarding from
Source RNC to CN

FORWARD SRNS CONTEXT

SRNS Context Forwarding to
Target RNC from CN

FORWARD SRNS CONTEXT

Paging

PAGING

Common ID

COMMON ID

CN Invoke Trace

CN INVOKE TRACE

CN Deactivate Trace

CN DEACTIVATE TRACE

Location Reporting Control

LOCATION REPORTING CONTROL

Location Report

LOCATION REPORT

Initial UE Message

INITIAL UE MESSAGE

Direct Transfer

DIRECT TRANSFER

Overload Control

OVERLOAD

Error Indication

ERROR INDICATION

UE Specific Information

UE SPECIFIC INFORMATION
INDICATION

Direct Information Transfer

DIRECT INFORMATION TRANSFER
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Table 3: Class 3

Elementary Procedure Initiating Message Response Message
RAB Assignment RAB ASSIGNMENT RAB ASSIGNMENT
REQUEST RESPONSE x N (N>=1)

The following applies concerning interference between Elementary Procedures:
- The Reset procedure takes precedence over all other EPs.
- The Reset Resource procedure takes precedence over all other EPs except the Reset procedure.

- Thelu Release procedure takes precedence over al other EPs except the Reset procedure and the Reset Resource
procedure.

8.2 RAB Assignment

8.2.1 General

The purpose of the RAB Assignment procedure is to establish new RABs and/or to enable modifications and/or releases
of already established RABs for a given UE. The procedure uses connection oriented signalling.

8.2.2 Successful Operation

RN CN

RAB ASSIGNMENT
REQUEST

RAB ASSIGNMENT
RESPONSE

* it can be several responses

Figure 1: RAB Assignment procedure. Successful operation.

The CN initiates the procedure by sending a RAB ASSIGNMENT REQUEST message. When sending the RAB
ASSIGNMENT REQUEST message, the CN shall start the T rapassy: timer.

The CN may request the UTRAN to:
- establish,
- modify,
- release
one or several RABs with one RAB ASSIGNMENT REQUEST message.

The CN shall includein the RAB ASSIGNMENT REQUEST message at |east one request to either establish/modify or
release a RAB.

The message shall contain the information required by the UTRAN to build the new RAB configuration, such as:

ETSI



3GPP TS 25.413 version 6.2.0 Release 6 21 ETSI TS 125 413 V6.2.0 (2004-06)

- list of RABsto establish or modify with their bearer characteristics;
- list of RABsto release.
For each RAB requested to be established, the message shall contain:
- RABID;
- NAS Synchronisation Indicator (only when available);
- RAB parameters (including e.g. Allocation/Retention Priority);
- User Plane Information (i.e. required User Plane Mode and required UP Mode Versions);
- Transport Layer Information;
- PDP Type Information (only for PS);
- DataVolume Reporting Indication (only for PS);

- DL GTP-PDU sequence number (only when GTP-PDU sequence number is available in cases of intersystem
change from GPRS to UMTS or when establishing a RAB for an existing PDP context or in some further cases
described in [21]);

- UL GTP-PDU sequence number (only when GTP-PDU sequence number is available in cases of intersystem
change from GPRS to UMTS or when establishing a RAB for an existing PDP context or in some further cases
described in [21]);

- DL N-PDU sequence number (only when N-PDU sequence number is available in case of intersystem change
from GPRS to UMTS or in some further cases described in [21]);

- UL N-PDU sequence number (only when N-PDU sequence number is available in case of intersystem change
from GPRS to UMTS or in some further cases described in [21]).

For each RAB requested to be modified, the message may contain:
- RAB ID (mandatory);
- NAS Synchronisation Indicator;
- RAB parameters;
- Transport Layer Information;
- User Plane Information.

The Transport Layer Information |E may be present at a RAB modification except in the case when the only other
present |E, besidesthe RAB ID IE, isthe NAS Synchronisation Indicator IE.

At a RAB modification that does not include transfer of the NAS Synchronisation Indicator |E, the RAB Parameters |E
shall be present in the RAB ASSIGNMENT REQUEST message only when any previously set value for thislE is
requested to be modified.

At a RAB modification, the User Plane Information IE shall be present in the RAB ASSIGNMENT REQUEST
message only when any previously set value for this|E is requested to be modified.

For a RAB setup, the SDU Format Information Parameter |E in the RAB Parameters | E shall be present only if the
User Plane Mode I E is set to 'support mode for pre-defined SDU sizes' and the Traffic Class |E is set to either
‘Conversational’ or 'Streaming'.

For a RAB setup, the RAB Parameters |IE may contain the Sgnalling Indication |E. The Signalling Indication |E shall
not be present if the Traffic Class |E is not set to "Interactive" or if the CN Domain Indicator |E is not set to "PS
domain".

If the RAB Parameters |E is present for a RAB modification, the SDU Format Information Parameter |1E in the RAB
Parameters | E shall be present only if the Traffic Class |E is set to either ‘Conversational’ or 'Streaming' and if
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- either the User Plane mode is currently 'support mode for pre-defined SDU sizes and the User Plane Mode IE is
not contained in the RAB ASSIGNMENT REQUEST message

- orif the User Plane Mode | E optionally contained within the RAB ASSIGNMENT REQUEST messageis set to
‘support mode for pre-defined SDU sizes.

If, for aRAB requested to be modified, one (or more) of these IEs except RAB ID IE are not present in the RAB
ASSIGNMENT REQUEST message the RNC shall continue to use the value(s) currently in use for the not present IEs.

For each RAB requested to be released, the message shall contain:
- RABID;
- Cause.

Upon reception of the RAB ASSIGNMENT REQUEST message, the UTRAN shall execute the requested RAB
configuration. The CN may indicate that RAB QoS negotiation is allowed for certain RAB parameters and in some
cases also which alternative values to be used in the negotiation.

The same RAB D shall only be present once in the whole RAB ASSIGNMENT REQUEST message.

The RAB 1D shall uniquely identify the RAB for the specific CN domain and for the particular UE, which makes the
RAB ID unique over the lu connection on which the RAB ASSIGNMENT REQUEST message is received. When a
RAB ID aready in use over that particular lu instance is used, the procedure is considered as modification of that RAB.

The RNC shall pass the contents of the RAB ID | E to the radio interface protocol for each RAB requested to be
established or modified.

The RNC shall establish or modify the resources according to the values of the Allocation/Retention Priority |E
(priority level, pre-emption indicators, queuing) and the resource situation as follows:

- The RNC shall consider the priority level of the requested RAB, when deciding on the resource allocation.

- If therequested RAB is allowed for queuing and the resource situation requires so, the RNC may place the RAB
in the establishment queue.

- Thepriority levels and the pre-emption indicators may (singularly or in combination) be used to determine
whether the RAB assignment has to be performed unconditionally and immediately. If the requested RAB is
marked as "may trigger pre-emption” and the resource situation requires so, the RNC may trigger the pre-
emption procedure which may then cause the forced release of alower priority RAB which is marked as "pre-
emptable”. Whilst the process and the extent of the pre-emption procedure is operator-dependent, the pre-
emption indicators, if givenin the RAB ASSIGNMENT REQUEST message, shall be treated as follows:

1. Thevalues of the last received Pre-emption Vulnerability |IE and Priority Level |E shall prevail.

2. |If the Pre-emption Capability |E is set to "may trigger pre-emption", then this all ocation request may trigger
the pre-emption procedure.

3. If the Pre-emption Capability IE is set to "shall not trigger pre-emption”, then this allocation request shall not
trigger the pre-emption procedure.

4. If the Pre-emption Vulnerability |E is set to "pre-emptable”, then this connection shall be included in the pre-
emption process.

5. If the Pre-emption Vulnerability |E is set to "not pre-emptable”, then this connection shall not be included in
the pre-emption process.

6. If the Priority Level |E is set to "no priority" the given values for the Pre-emption Capability |E and Pre-
emption Vulnerability |E shall not be considered. Instead the values "shall not trigger pre-emption” and "not
pre-emptable" shall prevail.

- If the Allocation/Retention Priority |E is not given in the RAB ASSIGNMENT REQUEST message, the
allocation request shall not trigger the pre-emption process and the connection may be pre-empted and
considered to have the value "lowest" as priority level. Moreover, queuing shall not be allowed.

- The UTRAN pre-emption process shall keep the following rules:
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1. UTRAN shall only pre-empt RABs with lower priority, in ascending order of priority.
2. The pre-emption may be done for RABs belonging to the same UE or to other UEs.

If the NAS Synchronisation Indicator |E is contained in the RAB ASSIGNMENT REQUEST message, the RNC shall
passit to the radio interface protocol for transfer to the UE.

If the RAB ASSIGNMENT REQUEST message includes the PDP Type Information IE, the UTRAN may useit to
configure any compression a gorithms.

If included, the Service Handover |E tellsif the RAB

- should be handed over to GSM, i.e. from a NAS point of view, the RAB should be handed over to GSM as soon as
possible although the final decision whether to perform a handover to GSM is still made in the UTRAN.

- should not be handed over to GSM, i.e. from a NAS point of view, the RAB should remainin UMTS aslong as
possible although the final decision whether to perform a handover to GSM is still made in the UTRAN.

- shall not be handed over to GSM, i.e. the RAB shall never be handed over to GSM. This means that the UTRAN
shall not initiate handover to GSM for the UE unless the RABs with this indication have first been released with the
normal release procedures.

The value of the Service Handover |E is valid throughout the lifetime of the RAB or until changed by a RAB
modification.

The Service Handover |E shall only influence decisions made regarding UTRAN-initiated inter-system handovers.

If the Service Handover |E is not included, the decision whether to perform an inter-system handover to GSM isonly an
internal UTRAN matter.

The UTRAN shall report to the CN, in the first RAB ASSIGNMENT RESPONSE message, the result for al the
requested RABS, such as.

- List of RABs successfully established or modified.
- List of RABsreleased.
- List of RABs queued.
- List of RABsfailed to establish or modify.
- List of RABsfailed to release.
The same RAB 1D shall only be present once in the whole RAB ASSIGNMENT RESPONSE message.

For each RAB successfully established towards the PS domain or towards the CS domain when an ALCAP is not used,
the RNC shall include the Transport Layer Address |E and the lu Transport Association |E in the RAB ASSIGNMENT
RESPONSE message.

For each RAB successfully released towards the PS domain, for which data volume reporting had been requested when
the RAB was established, the RNC shall include the DL Data Volumes |E in the RAB ASSIGNMENT RESPONSE

message.

For each RAB successfully released towards the PS domain, the RNC shall include in the RAB ASSIGNMENT
RESPONSE message the DL GTP-PDU Sequence Number |E and the UL GTP-PDU Sequence Number IE, if available
and if the release was initiated by the UTRAN.

The RNC shall report in the RAB ASSIGNMENT RESPONSE message at |east one RAB:
- setup/modified or

- released or

- Queued or

- failed to setup/modify or

ETSI



3GPP TS 25.413 version 6.2.0 Release 6 24 ETSI TS 125 413 V6.2.0 (2004-06)

- falled torelease.

If any alternative RAB parameter values have been used when establishing or modifying a RAB, these RAB parameter
values shall beincluded in the RAB ASSIGNMENT RESPONSE message within the Assigned RAB Parameter Values
IE.

For the CS domain, when an ALCAP is used, UTRAN shall report the successful outcome of a specific RAB to
establish or modify only after the lu user plane at RNL level isready to be used in UL and DL. At aRAB

establishment, the transport network control plane signalling required to set up the transport bearer shall use the
Transport Layer Address |E and lu Transport Association IE. At a RAB modification when Transport Layer Address
(IE) and lu Transport Association |Es are included, the RNC shall establish a new transport bearer. The transport
network control plane signalling shall then use the included Transport Layer Address |E and lu Transport Association
|E. Then the switch over to this new transport bearer shall be done immediately after transport bearer establishment and
initialisation of the user plane mode. If Transport Layer Address (IE) and lu Transport Association |Es are not included,
then the RNC may modify the already existing transport bearer.

For the PS domain or for the CS domain when an ALCAP isnot used, for each RAB successfully modified, if the RNC
has changed the Transport Layer Address |E and/or the lu Transport Association IE, it shall include the new value(s) in
the RAB ASSIGNMENT RESPONSE message.

Before reporting the successful outcome of a specific RAB to establish or modify, the RNC shall have executed the
initialisation of the user plane, if necessary.

Re-initialisation of the user plane shall not be performed if:
- the RAB Parameters |E is not included, for example during transfer of NAS Synchronisation Indicator |E;

- the RAB Parameters |E isincluded but the SDU Format Information Parameter 1E is not changed for the existing
RAB and the NAS Synchronisation Indicator |E is not included.

Re-initialisation of the user plane shall be performed if the RAB Parameters |E and NAS Synchronisation Indicator |E
are included.

If the RNC can not initialise the requested user plane mode for any of the user plane mode versions in the UP Mode
Versions | E according to the rules for initialisation of the respective user plane mode versions, as described in [6], the
RAB Assignment shall fail with the cause value "RNC unable to establish al RFCs".

In case of establishment of a RAB for the PS domain, the CN must be prepared to receive user data before the RAB
ASSIGNMENT RESPONSE message has been received.

If none of the RABs have been queued, the CN shall stop timer T gagass and the RAB Assignment procedure
terminates. In that case, the procedure shall also be terminated in the UTRAN.

When the request to establish or modify one or several RABsis put in a queue, the UTRAN shall start the timer
Toueuing. This timer specifies the maximum time for queuing of the request for establishment or modification. The
same timer Tqueuing SUpervises all RABs of the request being queued.

For each RAB that is queued the following outcomes are possible:
- successfully established or modified;
- failed to establish or modify;
- failed dueto expiry of the timer Toueuine.

For RABsindicated as queued in the first RAB ASSIGNMENT RESPONSE message, the UTRAN shall report the
outcome of the queuing for every RAB individually or for several RABsin subsequent RAB ASSIGNMENT
RESPONSE message(s). Thisis|eft to implementation. The UTRAN shall stop Toueuing When all RABs have been
either successfully established or modified or failed to establish or modify. The RAB Assignment procedure isthen
terminated both in the CN and the UTRAN when all RABs have been responded to.

When the CN receives the response that one or several RABs are queued, it shall expect the UTRAN to provide the
outcome of the queuing function for each RAB before expiry of the T rapassgt timer. In case the timer T gapassgt EXPITES,
the CN shall consider the RAB Assignment procedure terminated and the RABs not reported shall be considered as
failed.
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In case the timer Tqoueuin €Xpires, the RAB Assignment procedure terminatesin the UTRAN for all queued RABS, and
the UTRAN shall respond for all of them in one RAB ASSIGNMENT RESPONSE message. The RAB Assignment
procedure shall aso be terminated in the CN.

In case arequest to modify or release a RAB contains the RAB ID of a RAB being queued, the RAB shall be taken out
of the queue and treated according to the second request. The first request shall be responded to asa RAB failed to
setup or modify with the cause value "Request superseded".

If the UTRAN failed to modify a RAB, it shall keep the RAB as it was configured prior to the modification request.

When UTRAN reports unsuccessful establishment/modification of a RAB, the cause value should be precise enough to
enabl e the core network to know the reason for unsuccessful establishment/modification. Typical cause values are:
"Requested Traffic Class not Available”, "Invalid RAB Parameters Vaue', "Requested Maximum Bit Rate not
Available", "Regquested Maximum Bit Rate for DL not Available”, "Requested Maximum Bit Rate for UL not
Available", "Requested Guaranteed Bit Rate not Available", "Reguested Guaranteed Bit Rate for DL not Available",
"Reguested Guaranteed Bit Rate for UL not Available", "Requested Transfer Delay not Achievable”, "Invalid RAB
Parameters Combination", "Condition Violation for SDU Parameters', "Condition Violation for Traffic Handling
Priority", "Condition Violation for Guaranteed Bit Rate", "User Plane Versions not Supported", "lu UP Failure", "lu
Transport Connection Failed to Establish”, "Tqueuing EXpiry".

If the RAB ID of a RAB requested to be released is unknown in the RNC, this shall be reported asa RAB failed to
release with the cause value "Invalid RAB ID".

The RNC may indicate an impending directed retry attempt to GSM by sending a RAB ASSIGNMENT RESPONSE
message with a RAB ID included in the list of RABs failed to setup and a cause value of "Directed Retry”.

The RNC shall be prepared to receive aRAB ASSIGNMENT REQUEST message containing a RABs To Be Released
|E at any time and shall alwaysreply to it. If there is an ongoing RAB Assignment procedure for a RAB indicated
within the RABs To Be Released | E, the RNC shall discard the preceding RAB Assignment procedure for that specific
RAB, release any related resources and report the released RAB within the RAB ASSIGNMENT RESPONSE message.

After sending aRAB ASSIGNMENT RESPONSE message containing RAB D within the RABs Released | E, the RNC
shall be prepared to receive a new establishment request for a RAB identified by the same RAB ID.
8.2.2.1 Successful Operation for GERAN lu-mode

For GERAN lu-mode the following shall apply in addition for the successful operation of the RAB Assignment
procedure:

- Incase of GERAN lu-mode, for a RAB requested to be setup or modified from the CS domain, the RAB
ASSIGNMENT REQUEST message may contain the GERAN BSC Container |1E in order to provide GERAN-
specific information to GERAN (see[27]).

- Incase of GERAN lu-mode (only for CS), if the BSC cannot provide an appropriate RAB corresponding to the
content of the GERAN BSC Container |E (if received), the BSC shall report unsuccessful RAB
establishment/modification indicating the cause value 'GERAN |u-mode Failure' and the GERAN Classmark |E
in the GERAN Iu mode specific RABs Failed To Setup Or Modify List I|E within the RAB ASSIGNMENT
RESPONSE message.

8.2.3 Unsuccessful Operation

The unsuccessful operation for this Class 3 Elementary procedure is described under the Successful Operation chapter.

8.2.4 Abnormal Conditions

For a RAB requested to be modified, if only the RAB ID IE, the NAS Synchronisation Indicator |1E and the Transport
Layer Information |E areincluded in the First Setup or Modify Item | E, the RAB shall not be modified, and the
corresponding RAB ID IE and Cause |E shall be included in the "RABs Failed To Setup Or Modify List" inthe RAB
ASSIGNMENT RESPONSE message.

If, for aRAB requested to be setup towards the PS domain, any of the following IEs:

- PDP Type Information.
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- Data Volume Reporting Indication.
is not present, the RNC shall continue with the procedure.
Interactions with Relocation Preparation procedure;

If the rel ocation becomes necessary during the RAB Assignment procedure, the RNC may interrupt the ongoing RAB
Assignment procedure and initiate the Relocation Preparation procedure as follows:

1. The RNC shall terminate the RAB Assignment procedure indicating unsuccessful RAB configuration
modification:

- for al queued RABS;
- for RABsnot already established or modified, and
- for RABsnot aready released;
with the cause "Relocation triggered”.
2. The RNC shal terminate the RAB Assignment procedure indicating successful RAB configuration modification:
- for RABs aready established or modified but not yet reported to the CN, and
- for RABsalready released but not yet reported to the CN.
3. The RNC shall report the outcome of the procedure in one RAB ASSIGNMENT RESPONSE message.
4. The RNC shall invoke relocation by sending a RELOCATION REQUIRED message to the active CN node(s).

5. The CN shall terminate the RAB Assignment procedure at reception of the RAB ASSIGNMENT RESPONSE
message.

Directed retry from UMTSto GSM (CS domain only):

In the case where the RNC has no RAB configuration for a particular UE in the CS domain, and the RNC receives a
RAB ASSIGNMENT REQUEST message for that UE requesting the establishment of one RAB only, a directed retry
to perform inter-system handover to GSM may be initiated. In this case the RNC may interrupt the ongoing RAB
Assignment procedure and initiate the Relocation Preparation procedure as follows:

1. TheRNC shall terminate the RAB Assignment procedure indicating unsuccessful RAB configuration
modification of that RAB with the cause "Directed retry".

2. The RNC shall report the outcome of the procedure in one RAB ASSIGNMENT RESPONSE message.

3. TheRNC shal invoke relocation by sending a RELOCATION REQUIRED message to the active CN node,
with the cause "Directed Retry"”.

4. TheCN shall terminate the RAB Assignment procedure at reception of the RAB ASSIGNMENT RESPONSE
message.

8.3 RAB Release Request

8.3.1 General

The purpose of the RAB Release Request procedure is to enable the UTRAN to request the release of one or severa
radio access bearers. The procedure uses connection oriented signalling.
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8.3.2 Successful Operation

RN CN

RAB
RELEASE REQUES'L

I
Figure 2: RAB Release Request procedure. Successful operation.

The RNC initiates the procedure by generating a RAB RELEASE REQUEST message towards the CN. The RABs To
Be Released |E shall indicate the list of RABSs requested to release and the Cause | E associated to each RAB shall
indicate the reason for the release, e.g. "RAB pre-empted"”, "Release dueto UTRAN Generated Reason”, "Radio
Connection With UE Lost".

Upon reception of the RAB RELEASE REQUEST message, the CN should normally initiate the appropriate release
procedure for the RABsidentified in the RAB RELEASE REQUEST message as defined below. It is up to the CN to
decide how to react to the request.

Interaction with lu Release Command:

If no RABs will remain according to the RAB RELEASE REQUEST message, the CN should initiate the lu Release
procedure if it does not want to keep the lu signalling connection. The cause value to use is "No Remaining RAB".

Interaction with RAB Assignment (release RAB):

If the CN decides to release some or all indicated RABS, the CN should invoke the RAB Assignment procedure (release
RAB) to this effect.

8.3.3 Abnormal Conditions
Not applicable.

8.4 lu Release Request

8.4.1 General

The purpose of the lu Release Request procedure is to enable the UTRAN to request the CN to release the lu connection
for aparticular UE due to some UTRAN generated reason (e.g. "O&M Intervention", "Unspecified Failure", "User
Inactivity", "Repeated Integrity Checking Failure" , "Release due to UE generated signalling connection release”,
"Radio Connection With UE Logt", "Access Restricted Due to Shared Networks'). The procedure uses connection
oriented signalling.

8.4.2 Successful Operation

RNC CN

IU RELEASE REQUEST
L >

Figure 3: lu Release Request procedure. Successful operation.

ETSI



3GPP TS 25.413 version 6.2.0 Release 6 28 ETSI TS 125 413 V6.2.0 (2004-06)

The RNS controlling the lu connection(s) of that particular UE initiates the procedure by generating an |lU RELEASE
REQUEST message towards the affected CN domain(s). The procedure may be initiated for instance when the contact
with aparticular UE islost or due to user inactivity.

The U RELEASE REQUEST message shall indicate the appropriate cause value for the requested 1u connection
release. It is up to the CN to decide how to react to the request.

Interactionswith lu Release procedure:

The lu Release procedure should be initiated upon reception of an IlU RELEASE REQUEST message when the causeis
different than 'User Inactivity'. When the cause is set to 'User Inactivity', it is optional to initiate the lu Release
procedure.

8.4.3 Abnormal Conditions
Not applicable.

8.5 lu Release

85.1 General

The purpose of the lu Release procedure is to enable the CN to release an lu connection and all UTRAN resources
related only to that u connection. The procedure uses connection oriented signalling.

The lu Release procedure can be initiated for at least the following reasons:
- Completion of transaction between the UE and the CN.
- UTRAN-generated reasons, e.g. reception of an IlU RELEASE REQUEST message.
- Completion of successful relocation of SRNS.
- Cancellation of relocation after successful completion of a Relocation Resource Allocation procedure.

The lu release procedure should also be initiated when there is a period of Iu signalling inactivity with no existing RAB.

8.5.2 Successful Operation

IU RELEASE COMMAND
47
IU RELEASE COMPLETE>

Figure 4: lu Release procedure. Successful operation.

The CN initiates the procedure by sending an IlU RELEASE COMMAND message to the UTRAN.

After the lU RELEASE COMMAND message has been sent, the CN shall not send further RANAP connection-
oriented messages on this particular connection.

The lU RELEASE COMMAND message shall include a Cause | E indicating the reason for the release (e.g. " Successful
Relocation", "Normal Release”, "Release due to UTRAN Generated Reason”, "Relocation Cancelled”, "No Remaining
RAB").

When the RNC receives the lU RELEASE COMMAND message:

1. Clearing of the related UTRAN resourcesisinitiated. However, the UTRAN shall not clear resources related to
other lu signalling connections the UE might have. The lu transport bearers for RABSs subject to data forwarding
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and other UTRAN resources used for the GTP-PDU forwarding process, are released by the RNC only when the
timer Tpatamwd EXPIres.

2. The RNC returns any assigned u user plane resourcesto idlei.e. neither uplink user data nor downlink user data
can be transferred over the lu interface anymore. Then the RNC sends an |U RELEASE COMPLETE message
to the CN. (The RNC does not need to wait for the release of UTRAN radio resources or for the transport
network layer signalling to be completed before returning the IlU RELEASE COMPLETE message.) When an
IU RELEASE COMPLETE message is sent, the procedure is terminated in the UTRAN.

The |lU RELEASE COMPLETE message shall include within the RABs Data Volume Report List |E for each RAB
towards the PS domain successfully addressed and for which data volume reporting was requested during RAB
establishment, the amount of unsuccessfully transmitted DL data.

If the release was initiated by the UTRAN, for each RAB towards the PS domain for which the DL GTP-PDU Sequence
Number |E and/or the UL GTP-PDU Sequence Number |E are (is) available, the RNC shall include the available
sequence number(s) in the RABs Released Item |E (within the RAB Released List IE) in the lU RELEASE COMPLETE

message.
The RAB Release Item | E shall not be present if there is no sequence number to be reported for that RAB.
Reception of an |lU RELEASE COMPLETE message terminates the procedure in the CN.

Interaction with Trace:

In case of simultaneous lu signalling connections for both CS and PS domains, if atrace session was activated by both
domains, the successful release of one of the connections should not close this trace session. If the trace session was
activated by only one domain and the lu connection for this domain is successfully released, this trace session shall be
stopped in UTRAN.

85.3 Abnormal Conditions

If the lu Release procedure is not initiated towards the source RNC from the CN before the expiry of timer TreLocoverals
the source RNC should initiate the lu Release Request procedure towards the CN with a cause value " Trg ocoveral
expiry”.

8.6 Relocation Preparation

8.6.1 General

The purpose of the Relocation Preparation procedure is to prepare relocation of SRNS either with involving the UE or
without involving the UE. The relocation procedure shall be co-ordinated over al lu signalling connections existing for
the UE in order to allow Relocation co-ordination in the target RNC. The procedure uses connection oriented signalling.

The source RNC shall not initiate the Rel ocation Preparation procedure for an lu signalling connection if a Prepared
Relocation existsin the RNC for that 1u signalling connection or if a Relocation Preparation procedure is ongoing for
that lu signalling connection.
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8.6.2 Successful Operation

Source RNC CN

RELOCATION REQUIRED

>

RELOCATION COMMAND

4

Figure 5: Relocation Preparation procedure. Successful operation.

The source RNC initiates the procedure by sending a RELOCATION REQUIRED message. The source RNC shall
decide whether to initiate an intra-system Relocation or an inter-system handover. In case of intra-system Relocation,
the source RNC shall indicate in the Source ID |E the RNC-ID of the source RNC and in the Target ID |E the RNC-ID
of the target RNC. In case of inter-system handover, the source RNC shall indicate in the Source ID |E the Service Area
Identifier and in the Target ID IE the cell global identity of the cell in the target system. The source RNC shall indicate
the appropriate cause value for the Relocation in the Cause |E. Typical cause values are " Time critical Relocation”,
"Resource optimisation relocation”, "Relocation desirable for radio reasons’ , "Directed Retry”, "Reduce Load in
Serving Cell", " Access Restricted Due to Shared Networks'.

The source RNC shall determine whether the relocation of SRNS shall be executed with or without involvement of the
UE. The source RNC shall set accordingly the Relocation Type | E to "UE involved in relocation of SRNS' or "UE not
involved in relocation of SRNS'.

In case of intra-system Relocation, the source RNC shall include in the RELOCATION REQUIRED message the
Source RNC to Target RNC Transparent Container |E. This container shall include the Relocation Type |E and the
Number of lu Instances |E containing the number of lu signalling connections existing for the UE .

Only in case of intra-system relocation, the Source RNC to Target RNC Transparent Container 1E shall include the
Integrity Protection Key |E from the last received domain on which the Security Mode Control procedure has been
successfully performed, and the associated Chosen Integrity Protection Algorithm | E that has been selected for this
domain.

Only in case of intra-system relocation, the Source RNC to Target RNC Transparent Container |1E shall include the
Ciphering Key |IE for the signalling data from the last received domain on which the Security Mode Control procedure
has been successfully performed, and the associated Chosen Encryption Algorithm IE that has been selected for this
domain.

Only in case of intra-system relocation, for each domain where the Security Mode Control procedure has been
successfully performed in the source RNC, the Source RNC to Target RNC Transparent Container 1E shall include the
Chosen Encryption Algorithm |E of CS (PS respectively) user data corresponding to the ciphering alternative that has
been selected for this domain. If the Security Mode Control procedure had not been successful or performed for one
domain or had proposed no ciphering alternative, the Chosen Encryption Algorithm I E for the user data of this domain
shall not be included. When both the CS and the PS user data Chosen Encryption Algorithm | Es are provided, they shall
be the same.

This Source RNC to Target RNC Transparent Container |1E shall include the RRC Container IE. If the Relocation Type
IE isset to "UE not involved in relocation of SRNS* and the UE is using DCH(s), DSCH(s), USCH(s) or HS-DSCH,
the Source RNC to Target RNC Transparent Container |E shall:

for each RAB include the RAB ID, the CN Domain Indicator |E and the mapping between each RAB subflow
and transport channel identifier(s) over Iur, i.e. if the RAB is carried on a DCH(s), the DCH ID(s) shall be
included, and when it is carried on DSCH(s), USCH(s) or HS-DSCH, the DSCH ID(s), USCH ID(s) or HS-
DSCH MAC-d Flow ID respectively shall be included,

only in the case the active SRBsin SRNC are not all mapped onto the same DCH, include the SRB TrCH
Mapping |E containing for each SRB the SRB ID and the associated transport channel identifier over lur, i.e.
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if the SRB is carried on aDCH, the DCH ID shall be included, and when it is carried on DSCH or USCH, the
DSCH ID or USCH ID respectively shall be included.

If the Relocation Type |IE is set to "UE not involved in relocation of SRNS", the d-RNTI |E shall beincluded in the
Source RNC to Target RNC Transparent Container |E. If the Relocation Type IE is set to "UE involved in relocation of
SRNS", the Target Cell ID IE shall be included in the Source RNC to Target RNC Transparent Container |E.

In case a Trace Recording Session is active in the Source RNC due to a Signalling Based Activation (see ref [37]), the
Trace Recording Session Information | E containing information identifying the Trace Record being generated may be
included in the Source RNC to Target RNC Transparent Container |E.

In case of inter-system handover to GSM the RNC:

shall include the MS Classmark 2 and MS Classmark 3 |Es received from the UE in the RELOCATION
REQUIRED message to the CN.

shall include the Old BSSto New BSS Information | E within the RELOCATION REQUIRED message only if
the information is available. Thisinformation shall include, if available, the current traffic load in the source
cell, i.e. prior to the inter-system handover attempt. Thisinformation shall aso include the source cell
identifier the included traffic load values correspond to. In the case the UE isusing, prior to the inter-system
handover attempt, radio resources of more than one cell, it isimplementation specific for which cell the source
RNC should report the current traffic load and the cell identifier.

When the source RNC sends the RELOCATION REQUIRED message, it shall start the timer Tre ocprep.

When the preparation including resource allocation in the target system is ready and the CN has decided to continue the
relocation of SRNS, the CN shall send a RELOCATION COMMAND message to the source RNC and the CN shall
start the timer TreLoccomplete:

If the Target RNC To Source RNC Transparent Container |E or the L3 information |E is received by the CN from the
relocation target, it shall be included in the RELOCATION COMMAND message.

The RELOCATION COMMAND message may also contain the Inter-System Information Transparent Container |E.

For each RAB successfully established in the target system and originating from the PS domain, the RELOCATION
COMMAND message shall contain at least one pair of lu transport address and lu transport association to be used for
the forwarding of the DL N-PDU duplicates towards the relocation target. If more than one pair of lu transport address
and lu transport association is included, the source RNC shall select one of the pairs to be used for the forwarding of the
DL N-PDU duplicates towards the rel ocation target. Upon reception of the RELOCATION COMMAND message from
the PS domain, the source RNC shall start the timer Tpatafwd,

The Relocation Preparation procedure is terminated in the CN by transmission of the RELOCATION COMMAND
message.

If the target system (including target CN) does not support al existing RABs, the RELOCATION COMMAND
message shall contain alist of RABsindicating all the RABsthat are not supported by the target system. Thislistis
contained in the RABs to Be Released |E. The source RNC shall use thisinformation to avoid transferring associated
contexts where applicable and may use thisinformation e.g. to decide if to cancel the relocation or not. The resources
associated with these not supported RABs shall not be released until the relocation is completed. Thisisin order to
make areturn to the old configuration possible in case of afailed or cancelled relocation.

Upon reception of the RELOCATION COMMAND message the source RNC shall stop the timer Treocprep, Start the
timer TreLocoveras @1d  terminate the Relocation Preparation procedure. The source RNC is then defined to have a
Prepared Relocation for that lu signalling connection.

When the Relocation Preparation procedure is successfully terminated and when the source RNC is ready, the source
RNC should trigger the execution of relocation of SRNS.

Interactionswith other procedures:

If, after aRELOCATION REQUIRED message is sent and before the Rel ocation Preparation procedure is terminated,
the source RNC receives a RANAP message initiating another connection oriented RANAP class 1 or class 3 procedure
(except IU RELEASE COMMAND message, which shall be handled normally) viathe same lu signalling connection,
the source RNC shall either:
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1. cancel the Relocation Preparation procedure i.e. execute the Relocation Cancel procedure with an appropriate
value for the Cause IE, e.g. "Interaction with other procedure”, and after successful completion of the Relocation
Cancel procedure, the source RNC shall continue the initiated RANAP procedure;

or

2. terminate the initiated RANAP procedure without any changesin UTRAN by sending the appropriate response
message with the cause value 'Relocation Triggered' to the CN. The source RNC shall then continue the
relocation of SRNS.

If during the Relocation Preparation procedure the source RNC receives aDIRECT TRANSFER message it shall be
handled normally.

If during the Relocation Preparation procedure the source RNC receives connection oriented RANARP class 2 messages
(with the exception of DIRECT TRANSFER message) it shall decide to either execute the procedure immediately or
suspend it. In case the relocation is cancelled, the RNC shall resume any suspended procedures (if any).

After the Relocation Preparation procedure is successfully terminated, all RANAP messages (except |U RELEASE
COMMAND message, which shall be handled normally) received viathe same lu signalling bearer shall be ignored by
the source RNC.

8.6.2.1 Successful Operation for GERAN lu-mode

The relocation between UTRAN and GERAN Iu-mode shall be considered in the Relocation Preparation procedure as
intra-system relocation from RANAP point of view.

For GERAN lu-mode and to support Relocation towards a GERAN BSC in lu mode the following shall apply in
addition for the successful operation of the Relocation Preparation procedure:

- Incase of aRelocation to GERAN lu-mode (only for CS), the RNC shall include, if available, the GERAN
Classmark |E within the RELOCATION REQUIRED message in those cases where the transmission of the
GERAN Classmark |E isrequired, as defined in [27].

8.6.3 Unsuccessful Operation

Source RNC CN

RELOCATION REQUIRED

RELOCATION PREPARATION
4FAILURE

Figure 6: Relocation Preparation procedure. Unsuccessful operation.

If the CN or target system is not able to even partially accept the relocation of SRNS, or afailure occurs during the
Relocation Preparation procedure in the CN, or the CN decides not to continue the relocation of SRNS, the CN shall
send aRELOCATION PREPARATION FAILURE message to the source RNC.

The RELOCATION PREPARATION FAILURE message shall contain the appropriate value for the Cause IE, e.g.
"TRreLocaloc EXPITY", "Relocation Failure in Target CN/RNC or Target System", "Relocation not supported in Target
RNC or Target System”, "Relocation Target not allowed" or "No Radio Resources Available in Target Cell”.

Transmission of the RELOCATION PREPARATION FAILURE message terminates the procedure in the CN.
Reception of the RELOCATION PREPARATION FAILURE message terminates the procedure in UTRAN.

When the Relocation Preparation procedure is unsuccessfully terminated, the existing lu signalling connection can be
used normally.
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If the Relocation Preparation procedure is unsuccessfully terminated, the CN shall release the possibly existing lu
signalling connection for the same UE and related to the same relocation of SRNS towards the target RNC by initiating
the lu Release procedure towards the target RNC with an appropriate value for the Cause |E, e.g. "Relocation
Cancelled".

The RELOCATION PREPARATION FAILURE message may contain the Inter-System Information Transparent
Container IE.

Interactions with Relocation Cancel procedure:

If there is no response from the CN to the RELOCATION REQUIRED message before timer Treiocprep €XPiresin the
source RNC, the source RNC shall cancel the Relocation Preparation procedure by initiating the Relocation Cancel
procedure with the appropriate value for the Cause IE, €.9. "TreLocprep EXPITY".

8.6.4  Abnormal Conditions
If the target RNC indicated in the RELOCATION REQUIRED message is not known to the CN:

1. TheCN shall reject the relocation of SRNS by sending a RELOCATION PREPARATION FAILURE message
to the source RNC with Cause |E set to "Unknown target RNC".

2. The CN shall continue to use the existing lu connection towards the source RNC.

NOTE: Incasetwo CN domains areinvolved in the SRNS Relocation Preparation procedure and the Source RNC
receives the Target RNC to Source RNC Transparent Container 1E viatwo CN domains, it may check
whether the content of the two Target RNC to Source RNC Transparent Container IE isthe same. In case
the Source RNC receives two different Target RNC to Source RNC Transparent Container 1Es, the RNC
behaviour isleft implementation-specific.

8.6.5  Co-ordination of Two lu Signalling Connections

If the RNC decides to initiate the Relocation Preparation procedure for a UTRAN to UTRAN relocation, the RNC shall
initiate simultaneously a Relocation Preparation procedure on all lu signalling connections existing for the UE. The
source RNC shall also include the same Source RNC to Target RNC Transparent Container |E, Relocation Type |E,
Source ID |E and Cause |E in the RELOCATION REQUIRED message towards the two domains.

For intersystem handover to GSM, the Relocation Preparation procedure shall be initiated only towards the circuit-
switched CN.

The source RNC shall not trigger the execution of relocation of SRNS unlessit has received aRELOCATION
COMMAND message from all lu signalling connections for which the Relocation Preparation procedure has been
initiated.

If the source RNC receives a RELOCATION PREPARATION FAILURE message from the CN, the RNC shall initiate
the Relocation Cancel procedure on the other lu signalling connection for the UE if the other 1u signalling connection

exists and if the Relocation Preparation procedure is still ongoing or the procedure has terminated successfully in that 1u
signalling connection.

8.7 Relocation Resource Allocation

8.7.1 General

The purpose of the Relocation Resource Allocation procedure is to allocate resources from atarget RNS for arelocation
of SRNS. The procedure shall be co-ordinated over all lu signalling connections existing for the UE. The procedure
uses connection oriented signalling.
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8.7.2 Successful Operation

Target RNC CN

RELOCATION REQUEST

RELOCATION REQUEST
ACKNOWLEDGE

Figure 7: Relocation Resource Allocation procedure. Successful operation.

The CN initiates the procedure by generating a RELOCATION REQUEST message. InaUTRAN to UTRAN
relocation, the message shall contain the information (if any) required by the UTRAN to build the same set of RABs as
existing for the UE before the relocation. The CN may indicate that RAB QoS negotiation is allowed for certain RAB
parameters and in some cases also which aternative values to be used in the negotiation.

When the CN transmits the RELOCATION REQUEST message, it shall start the timer Tre ocaloc,

When a RELOCATION REQUEST message is sent from a CN node towards an RNC for which the sending CN node
is not the default CN node, the Global CN-1D |E shall be included.

Upon reception of the RELOCATION REQUEST message, the target RNC shall initiate allocation of requested
resources.

The RELOCATION REQUEST message shall contain the following | Es:

Permanent NAS UE Identity |E (if available);

Cause |E;

CN Domain Indicator IE;

Source RNC To Target RNC Transparent Container |E;
lu Sgnalling Connection Identifier |E;

Integrity Protection Information IE (if available);

SNA Access Information | E (if available);

UESBI-lu IE (if available).

For each RAB requested to relocate (or to be created e.g. in the case of inter-system handover), the message shall
contain the following I Es:

RAB-ID IE;

NAS Synchronisation Indicator |E (if the relevant NAS information is provided by the CN);
RAB parameters | E;

User Plane Information | E;

Transport Layer Address IE;

lu Transport Association IE;
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- Data Volume Reporting Indication I1E (only for PS);

- PDP Type Information IE (only for PS).
The RELOCATION REQUEST message may include the following IE:

- Encryption Information |E (shall not be included if the Integrity Protection Information |E is not included).
For each RAB requested to relocate the message may include the following IEs:

- Service Handover |E;

- Alternative RAB Parameter Values|E.

The following information elements received in RELOCATION REQUEST message require the same specia actionsin
the RNC as specified for the same IEs in the RAB Assignment procedure:

- RAB-ID IE;

- User plane Information IE (i.e. required User Plane Mode and required User Plane Versions);

- Priority level 1E, Queuing Allowed IE, Pre-emption Capability |E and Pre-emption Vulnerability IE;
- Service Handover |E.

The SDU Format Information Parameter |1E in the RAB Parameters |E shall be present only if the User Plane Mode |IE
is set to 'support mode for pre-defined SDU sizes and the Traffic Class IE is set to either ‘Conversational’ or
'Streaming'.

For a RAB setup, the RAB Parameters |E may contain the Sgnalling Indication IE. The Signalling Indication | E shall
not be present if the Traffic Class |E is not set to "Interactive” or if the CN Domain Indicator I1E isnot set to "PS
domain".

If the RELOCATION REQUEST message includes the Permanent NAS UE identity (i.e. IMSI), the RNC shall
associate the permanent identity to the RRC Connection of that user and shall saveit for the duration of the RRC
connection.

If the RELOCATION REQUEST message includes the PDP Type Information IE, the UTRAN may use this IE to
configure any compression algorithms.

The Cause |E shall contain the same value as the one received in the related RELOCATION REQUIRED message.

The lu Sgnalling Connection Identifier IE contains an lu signalling connection identifier which is allocated by the CN.
The value for the lu Signalling Connection Identifier 1E shall be allocated so asto uniquely identify an lu signalling
connection for the involved CN node. The RNC shall store and remember thisidentifier for the duration of the lu
connection.

The RNC shall, if supported, use the UESBI-Iu IE when included in the RELOCATION REQUEST message.

The algorithms within the Integrity Protection Information | E and the Encryption Information |E shall be ordered in
preferred order with the most preferred first in the list.

The Permitted Encryption Algorithms | E within the Encryption Information |E may contain 'no encryption’ within an
element of itslist in order to allow the RNC not to cipher the respective connection. This can be done either by not
starting ciphering or by using the UEAOQ algorithm. In the absence of the Encryption Information |E, the RNC shall not
start ciphering.

In case of intra-system relocation, if no Integrity Protection Key |E (Ciphering Key |E respectively) is provided within
the Source RNC to Target RNC Transparent Container |E, the target RNC shall not start integrity protection (ciphering

respectively).

In case of intra-system relocation, when an Ciphering Key |E is provided within the Source RNC to Target RNC
Transparent Container |E, the target RNC may select to use a ciphering alternative where an algorithm is used. It shall
in this case make use of this key to cipher its signalling data whatever the selected algorithm. The Encryption Key |1E
that is contained within the Encryption Information |E of the RELOCATION REQUEST message shall never be
considered for ciphering of signalling data.
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In case of intra-system relocation, when an Integrity Protection Key | E is provided within the Source RNC to Target
RNC Transparent Container IE, the target RNC shall select one integrity algorithm to start integrity and shall in this
case make use of this key whatever the selected algorithm. The integrity protection key that is contained within the
Integrity Protection Information |1E of the RELOCATION REQUEST message shall never be considered.

In case of intra-system relocation, when a Trace Recording Session Information | E is provided within the Source RNC
to Target RNC Transparent Container |E, the Target RNC should store that information to include it in a potential
future Trace Record for that UE.

In case of inter-system relocation, the integrity protection and ciphering information to be considered shall be the ones
received in the Integrity Protection Information | E and Encryption Information | E of the RELOCATION REQUEST
message.

The Global CN-1D IE contains the identity of the CN node that sent the RELOCATION REQUEST message, and it
shall, if included, be stored together with the lu signalling connection identifier. If the Global CN-ID IE is not included,
the RELOCATION REQUEST message shall be considered as coming from the default CN node for the indicated CN
domain.

The following additional actions shall be executed in the target RNC during the Relocation Resource Allocation
procedure:

If the Relocation Type |IE is set to "UE involved in relocation of SRNS':
- Thetarget RNC may accept arequested RAB only if the RAB can be supported by the target RNC.

- Other RABs shall be rgjected by the target RNC in the RELOCATION REQUEST ACKNOWLEDGE message
with an appropriate value in the Cause |E, e.g. "Unable to Establish During Relocation”.

- Thetarget RNC shall include information adapted to the resulting RAB configuration in the target to source
RNC transparent container to be included in the RELOCATION REQUEST ACKNOWLEDGE message sent to
the CN. If the target RNC supports triggering of the Relocation Detect procedure viathe lur interface, the RNC
shall assign ad-RNTI for the context of the relocation and include it in the container. If two CNs are involved in
the relocation of SRNS, the target RNC may, however, decide to send the container to only one CN.

- If any aternative RAB parameter values have been used when allocating the resources, these RAB parameter
values shall beincluded in the RELOCATION REQUEST ACKNOWLEDGE message within the Assigned RAB
Parameter Values |E.

If the Relocation Type |E is set to "UE not involved in relocation of SRNS':

- Thetarget RNC may accept a RAB only if the radio bearer(s) for the RAB either exist(s) already and can be used
for the RAB by the target RNC, or do(es) not exist before the relocation but can be established in order to
support the RAB in the target RNC.

- If existing radio bearers are not related to any RAB that is accepted by the target RNC, the radio bearers shall be
ignored during the relocation of SRNS and the radio bearers shall be released by the radio interface protocols
after completion of relocation of SRNS.

- If any alternative RAB parameter values have been used when allocating the resources, these RAB parameter
values shall beincluded in the RELOCATION REQUEST ACKNOWLEDGE message within the Assigned RAB
Parameter Values |E. It should be noted that the usage of alternative RAB parameter valuesis not applicable to
the UTRAN initiated relocation of type "UE not involved in relocation of SRNS".

After all necessary resources for accepted RABs including the initialised lu user plane, are successfully allocated, the
target RNC shall send aRELOCATION REQUEST ACKNOWLEDGE message to the CN.

For each RAB successfully setup the RNC shall include the following | Es:
- RABID
- Transport Layer Address (when no ALCAP has been used)
- lu Transport Association (when no ALCAP has been used)

Two pairs of Transport Layer Address |E and lu Transport Association |E may be included for RABs established
towards the PS domain.
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For each RAB the RNC is not able to setup during the Relocation Resource Allocation procedure, the RNC shall
include the RAB ID | E and the Cause | E within the RABs Failed To Setup |E. The resources associated with the RABs
indicated as failed to set up shall not be released in the CN until the relocation is completed. Thisisin order to make a
return to the old configuration possible in case of afailed or cancelled relocation.

The RELOCATION REQUEST ACKNOWLEDGE message sent to the CN shall, if applicable and if not sent viathe
other CN domain, include the Target RNC To Source RNC Transparent Container |E. This container shall be
transferred by the CN to the source RNC or the external relocation source while completing the Relocation Preparation
procedure.

If the target RNC supports cell 1oad-based inter-system handover, then in the case of inter-system handover, the New
BSSto Old BSS Information |E may be included in the RELOCATION REQUEST ACKNOWLEDGE message. This
information shall include, if available, the current traffic load in the target cell assuming a successful completion of the
handover in progress.

In case of inter-system relocation, the RNC shall include the Chosen Integrity Protection Algorithm |E (Chosen
Encryption Algorithm | E respectively) within the RELOCATION REQUEST ACKNOWLEDGE message, if, and only
if the Integrity Protection Information | E (Encryption Information | E respectively) was included in the RELOCATION
REQUEST message.

In case of intra-system relocation, the RNC shall include the Chosen Integrity Protection Algorithm IE (Chosen
Encryption Algorithm | E respectively) within the RELOCATION REQUEST ACKNOWLEDGE message, if, and only
if the Integrity Protection Key IE (Ciphering Key | E respectively) was included within the Source RNC-to-Target RNC
transparent container |E.

If one or more of the RABs that the target RNC has decided to support can not be supported by the CN, then these
failed RABs shall not be released towards the target RNC until the relocation is completed.

If the NAS Synchronisation Indicator |E is contained in the RELOCATION REQUEST message, the target RNC shall
passit to the UE.

If the SNA Access Information |E is contained in the RELOCATION REQUEST message, the target RNC shall store
this information and use it to determine whether the UE has access to radio resourcesin the UTRAN. The target RNC
shall consider that the UE is authorised to access only the PLMNs identified by the PLMN identity IE in the SNA Access
Information IE. If the Authorised SNAs |E isincluded for agiven PLMN (identified by the PLMN identity IE), then the
target RNC shall consider that the access to radio resources for the concerned UE is restricted to the LAs contained in
the SNAs identified by the SNAC IEs.

If the SNA Access Information |E is not contained in the RELOCATION REQUEST message, the target RNC shall
consider that no access restriction applies to the UE in the UTRAN.

Transmission and reception of aRELOCATION REQUEST ACKNOWLEDGE message terminate the procedure in the
UTRAN and in the CN respectively.

Before reporting the successful outcome of the Relocation Resource allocation procedure, the RNC shall have executed
the initialisation of the user plane mode as requested by the CN in the User Plane Mode IE. If the RNC can not initialise
the requested user plane mode for any of the user plane mode versionsin the UP Maode Versions | E according to the
rules for initialisation of the respective user plane mode versions, as described in [6], the RAB Relocation shall fail with
the cause value "RNC unable to establish all RFCs".

8.7.2.1 Successful Operation for GERAN lu-mode

The relocation between UTRAN and GERAN |u-mode shall be considered in the Relocation Resource Allocation
procedure as intra-system rel ocation from RANAP point of view.

For GERAN lu-mode and to support Relocation towards a GERAN BSC in lu mode the following shall apply in
addition for the successful operation of the Relocation Resource Allocation procedure:

- Incase of GERAN lu-mode, for RAB requested to be relocated from the the CS domain, the RELOCATION
REQUEST message may contain the GERAN BSC Container |E in order to provide GERAN specific
information to the target BSC (see [27]).
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8.7.3 Unsuccessful Operation

Target RNC CN

RELOCATION REQUEST

RELOCATION FAILURE

Figure 8: Relocation Resource Allocation procedure: Unsuccessful operation.

If the target RNC can not even partially accept the relocation of SRNS or afailure occurs during the Relocation
Resource Allocation procedure in the target RNC, the target RNC shall send a RELOCATION FAILURE message to
the CN. The RELOCATION FAILURE message shall contain the Cause |E with an appropriate value.

If the target RNC cannot support any of the integrity protection (ciphering respectively) aternatives provided in the
Integrity Protection Information |1E or Encryption Information IE, it shall return aRELOCATION FAILURE message
with the cause 'Requested Ciphering and/or Integrity Protection algorithms not supported'.

If the target RNC cannot support the relocation due to PUESBINE feature, it shall return a RELOCATION FAILURE
message with the cause 'Incoming Relocation Not Supported Due To PUESBINE Feature'.

Transmission and reception of a RELOCATION FAILURE message terminate the procedure in the UTRAN and in the
CN respectively.

When the CN receives a RELOCATION FAILURE message from the target RNC, it shall stop timer Tre ocaloc @and
shall assume possibly allocated resources within the target RNC compl etely released.

In case of inter-system handover, and if the target RNC supports cell load-based inter-system handover, then

- the NewBSSto Old BSS Information IE may be included in the RELOCATION FAILURE message. This
information shall include, if available, the current traffic load in the target cell.

- the RELOCATION FAILURE message shall contain the Cause IE with an appropriate value, e.g. "No Radio
Resources Available in Target Cell”.
8.7.3.1 Unsuccessful Operation for GERAN lu-mode

For GERAN lu-mode and to support Relocation towards a GERAN BSC in lu mode the following shall apply in
addition for the unsuccessful operation of the Relocation Resource Allocation procedure:

- Incase aRelocation to GERAN lu-mode fails (only for CS), because the Target BSC cannot provide an
appropriate RAB corresponding to the content of the GERAN BSC Container |E (if received), the Target BSC
shall report the unsuccessful Relocation Resource Allocation by indicating the cause value 'GERAN lu-mode
Failure' within the RELOCATION FAILURE message and shall include the GERAN Classmark | E.

8.7.4  Abnormal Conditions
If after reception of the RELOCATION REQUEST message, the target RNC receives another RELOCATION

REQUEST message on the same lu connection, then the target RNC shall discard the latter message and the original
Relocation Resource Allocation procedure shall continue normally.
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If the target RNC receives a Source RNC to Target RNC Transparent Container 1E containing Chosen Integrity
Protection (Encryption respectively) Algorithm IE without Integrity Protection (Ciphering respectively) Key IE, it shall
return a RELOCATION FAILURE message with the cause 'Conflict with aready existing Integrity protection and/or
Ciphering information'.

Interactions with lu Release procedure:

If the CN decides to not continue the Relocation Resource Allocation procedure (e.g. due to Tre ocaioc €XPIrY) before
the Relocation Resource Allocation procedure is completed, the CN shall stop timer Treocaloc (if timer Trerocaloc NS
not already expired) and the CN shall, if the lu signalling connection has been established or later becomes established,
initiate the lu Release procedure towards the target RNC with an appropriate value for the Cause |E, e.g. "Relocation
Cancelled".

NOTE: Incasetwo CN domains areinvolved in the Relocation Resource Allocation procedure, the target RNC
may check whether the content of the two Source RNC to Target RNC Transparent Container 1Es or the
two SNA Access Information IEsis the same. In case the target RNC receives two different Source RNC
to Target RNC Transparent Container 1Es or two different SNA Access Information IES, the RNC
behaviour isleft implementation specific.

8.7.5 Co-ordination of Two lu Signalling Connections

Co-ordination of two lu signalling connections during Rel ocation Resource Allocation procedure shall be executed by
the target RNC when the Number of lu Instances | E received in the Source RNC to Target RNC Transparent Container
IE in the RELOCATION REQUEST message indicates that two CN domains are involved in relocation of SRNS.

When both the CS and PS user data Chosen Encryption Algorithm |E are received within the Source RNC to Target
RNC Transparent Container |E and if these two received Chosen Encryption Algorithm | E are not the same, the target
RNC shall fail the Relocation Resource Allocation procedure by sending back a RELOCATION FAILURE message.

The integrity protection (ciphering respectively) alternatives provided in the Integrity Protection Information |E
(Encryption Information | E respectively) of the RELOCATION REQUEST messages received from both CN domains
shall have at least one common alternative, otherwise the Relocation Resource Allocation shall be failed by sending
back a RELOCATION FAILURE message.

If two CN domains are involved, the following actions shall be taken by the target RNC:

- Thetarget RNC shall utilise the Permanent NAS UE Identity | E, received explicitly from each CN domain within
the RELOCATION REQUEST messages, to co-ordinate both lu signalling connections.

- Thetarget RNC shall generate and send RELOCATION REQUEST ACKNOWLEDGE messages only after all
expected RELOCATION REQUEST messages are received and analysed.

- If thetarget RNC decides to send the Target RNC to Source RNC Transparent Container 1E viathe two CN
domains, the target RNC shall ensure that the same Target RNC to Source RNC Transparent Container IE is
included in RELOCATION REQUEST ACKNOWLEDGE messages transmitted via the two CN domains and
related to the same relocation of SRNS.

If the target RNC receives the UESBI-Iu | E on the |u-CS but not on the 1u-PS interface (or vice versa), the RNC shall, if
supported, use the UESBI-Iu |E for both domains.

8.8 Relocation Detect

8.8.1 General

The purpose of the Relocation Detect procedure isto indicate to the CN the detection by the RNC of an SRNS
rel ocation execution. The procedure shall be co-ordinated over al lu signalling connections existing for the UE. The
procedure uses connection-oriented signalling.
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8.8.2 Successful Operation

Target RNC CN

RELOCATION DETECT

Figure 9: Relocation Detect procedure: Successful operation.

The target RNC shall send a RELOCATION DETECT message to the CN when arelocation execution trigger is
received.

If the type of relocation of SRNSis"UE involved in relocation of SRNS", the rel ocation execution trigger may be
received either from the Uu interface or as an implementation option from the lur interface. If the type of relocation of
SRNSis"UE not involved in relocation of SRNS', the relocation execution trigger is received from the lur interface.

When the RELOCATION DETECT message is sent, the target RNC shall start SRNC operation.

Upon reception of the RELOCATION DETECT message, the CN may switch the user plane from the source RNC to
the target RNC.

8.8.3 Abnormal Conditions
Interactionswith Relocation Complete procedure:

If the RELOCATION COMPLETE message isreceived by the CN before the reception of the RELOCATION
DETECT message, the CN shall handle the RELOCATION COMPLETE message normally.

8.8.4 Co-ordination of Two lu Signalling Connections

When the Relocation Detect procedureis to be initiated by the target RNC, the target RNC shall initiate the Relocation
Detect procedure on al lu signalling connections existing for the UE between the target RNC and the CN.

8.9 Relocation Complete

89.1 General

The purpose of the Relocation Complete procedure is to indicate to the CN the completion by the target RNC of the
relocation of SRNS . The procedure shall be co-ordinated over all lu signalling connections existing for the UE. The
procedure uses connection-oriented signalling.
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8.9.2 Successful Operation

Target RNC

CN
RELOCATION COMPLETE

Figure 10: Relocation Complete procedure. Successful operation.

When the new SRNC-1D and serving RNC Radio Network Temporary |dentity are successfully exchanged with the UE
by the radio protocols, the target RNC shall initiate the Rel ocation Complete procedure by sending a RELOCATION
COMPLETE message to the CN. Upon reception of the RELOCATION COMPLETE message, the CN should stop the

TREL OCcomplete timer.

8.9.3 Abnormal Conditions

If the timer Treroccomplete EXPITES:

- The CN should initiate release of 1u connections towards the source and the target RNC by initiating the lu
Release procedure with an appropriate value for the Cause |E, .9. "TreLoccomplete €EXPITY".

Interactions with the Relocation Detect procedure;

If the RELOCATION DETECT messageis not received by the CN before reception of the RELOCATION
COMPLETE message, the CN shall handle the RELOCATION COMPLETE message normally.

8.9.4  Co-ordination of Two lu Signalling Connections

When the Relocation Complete procedure is to beinitiated by the target RNC, the target RNC shall initiate the
Relocation Complete procedure on al lu signalling connections existing for the UE between the target RNC and the
CN.

8.10 Relocation Cancel

8.10.1 General

The purpose of the Relocation Cancel procedure isto enable a source RNC to cancel an ongoing relocation of SRNS.
The Relocation Cancel procedure may be initiated by the source RNC during and after the Relocation Preparation
procedure if either of the following conditionsis fulfilled:

1. Thesource RNC has not yet initiated the execution of relocation of SRNS, neither viathe lur interface nor via
the Uu interface.

2. After having initiated the execution of relocation of SRNS, the UE has returned to the source RNC by
transmitting an RRC message which indicates that the UE considers the source RNC asiits serving RNC.

The procedure shall be co-ordinated in al lu signalling connections for which the Relocation Preparation procedure has
been initiated. The procedure uses connection oriented signalling.
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8.10.2 Successful Operation

Source RNC CN
RELOCATION CANCEL
>
RELOCATION CANCEL
ACKNOWLEDGE
I I

Figure 11: Relocation Cancel procedure. Successful operation.

The RNC initiates the procedure by sending a RELOCATION CANCEL message to the CN. This message shall
indicate the reason for cancelling the relocation of SRNS by the appropriate value of the Cause | E. Upon reception of a
RELOCATION CANCEL message, the CN shall send a RELOCATION CANCEL ACKNOWLEDGE message to the
source RNC.

Transmission and reception of a RELOCATION CANCEL ACKNOWLEDGE message terminate the procedurein the
CN and in the source RNC respectively. After this, the source RNC does not have a prepared relocation for that 1u
signalling connection.

Interactions with Relocation Preparation procedure:

Upon reception of a RELOCATION CANCEL message from the source RNC, the CN shall locally terminate the
possibly ongoing Relocation Preparation procedure towards that RNC and abandon the relocation of SRNS.

If the source RNC receivesa RELOCATION COMMAND message from the CN after the Relocation Cancel procedure
isinitiated, the source RNC shall ignore the received RELOCATION COMMAND message.

8.10.3 Unsuccessful Operation
Not applicable.

8.10.4 Abnormal Conditions
Not applicable.

8.10.5 Co-ordination of Two lu Signalling Connections
If the Relocation Cancel procedureisto beinitiated due to other reasons than reception of a RELOCATION

PREPARATION FAILURE message, the Relocation Cancel procedure shall be initiated on al lu signalling
connections existing for the UE in which the Relocation Preparation procedure has not terminated unsuccessfully.

8.11 SRNS Context Transfer

8.11.1 General

The purpose of the SRNS Context Transfer procedure is to trigger the transfer of SRNS contexts from the source RNC
to the CN (PS domain) in case of intersystem change or in some further cases described in [21]. The procedure uses
connection oriented signalling.
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8.11.2 Successful Operation

RNC CN

SRNS CONTEXT REQUES
<

SRNS CONTEXT RESPONSE

—

Figure 12: SRNS Context Transfer procedure. Successful operation.

The CN initiates the procedure by sending an SRNS CONTEXT REQUEST message to the source RNC. The SRNS
CONTEXT REQUEST message shall include the list of RABs whose contexts should be transferred.

The source RNC shall respond to the CN with an SRNS CONTEXT RESPONSE message containing all the referenced
RABS, including both successful and unsuccessful RABs transfers. For each RAB whose transfer is successful, the
following context information elements shall be included:

- RABIDIE;

- aways when available, the sequence number for the next downlink GTP-PDU to be sent to the UE, i.e. the DL
GTP-PDU Sequence Number |E;

- aways when available, the sequence number for the next uplink GTP-PDU to be tunnelled to the GGSN, i.e. the
UL GTP-PDU Sequence Number IE;

- aways when available, the radio interface sequence number (PDCP) [17] of the next downlink N-PDU (PDCP
SDU) that would have been sent to the UE by a source system, i.e. the DL N-PDU Sequence Number |E;

- awayswhen available, the radio interface sequence number (PDCP) [17] of the next uplink N-PDU (PDCP
SDU) that would have been expected from the UE by a source system, i.e. the UL N-PDU Sequence Number |E.

Transmission and reception of the SRNS CONTEXT RESPONSE message terminate the procedure in the UTRAN and
in the CN respectively.

8.11.3 Unsuccessful Operation

For each RAB for which the UTRAN is not able to transfer the RAB context, e.g. if the RAB ID is unknown to the
RNC, the RAB ID isincluded in the SRNS CONTEXT RESPONSE message together with a Cause |E, e.g. "Invalid
RAB ID".

8.11.4 Abnormal Conditions
Not applicable.

8.12 SRNS Data Forwarding Initiation

8.12.1 General

The purpose of the SRNS Data Forwarding procedure is to trigger the transfer of N-PDUs from the RNC to the CN
(PS domain) in case of intersystem change or in some further cases described in [21]. The procedure uses connection
oriented signalling.
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8.12.2 Successful Operation

RNC CN

4SRNS DATA FORWARD COMMAN

Figure 13: SRNS Data Forwarding Initiation procedure. Successful operation.

The CN initiates the procedure by sending an SRNS DATA FORWARD COMMAND message to the UTRAN. The
SRNS DATA FORWARD COMMAND message includes the list of RABs towards the PS domain whose data should
be forwarded, and the necessary information for establishing a GTP tunnel to be used for data forwarding. For each
indicated RAB, the list shall include the RAB ID IE, the Transport Layer Address |E and the lu Transport Association
IE.

Upon reception of the SRNS DATA FORWARD COMMAND message the RNC starts the timer Tpatafw-

8.12.3 Abnormal Conditions
Not applicable.

8.13 SRNS Context Forwarding from Source RNC to CN

8.13.1 General

The purpose of this procedure is to transfer SRNS contexts from the source RNC to the CN (PS domain) in case of
handover viathe CN. The procedure uses connection oriented signalling. SRNS contexts are sent for each concerned
RAB among those that are supported by the target system, and for which at least either GTP-PDU or PDCP sequence
numbering is available. The SRNS contexts contain the sequence numbers of the next GTP-PDUs to be transmitted in
the uplink and downlink directions, if available, and the next PDCP sequence numbers that would have been used to
send and receive data from the UE, if available. The Source RNC PDCP context info shall be sent if available.

8.13.2 Successful Operation

Source RNC CN

FORWARD SRNS CONTEXT

Figure 14: SRNS Context forwarding from source RNC to CN. Successful operation.

The source RNC initialises the procedure by sending a FORWARD SRNS CONTEXT message to the CN. The
FORWARD SRNS CONTEXT message contains the RAB Context information for each referenced RAB. For each
RAB the following information shall be included:

- RABIDIE;

- awayswhen available, the sequence number for the next downlink GTP-PDU to be sent to the UE, i.e. the DL
GTP-PDU Sequence Number IE;
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- aways when available, the sequence number for the next uplink GTP-PDU to be tunnelled to the GGSN, i.e. the
UL GTP-PDU Sequence Number IE;

- awayswhen available, the radio interface sequence number (PDCP) [17] of the next uplink N-PDU (PDCP
SDU) that would have been expected from the UE by a source systemi.e. the UL N-PDU Sequence Number |E;

- awayswhen available, the radio interface sequence number (PDCP) [17] of the next downlink N-PDU (PDCP
SDU) that would have been sent to the UE by a source system i.e. the DL N-PDU Sequence Number |E.

8.13.3 Abnormal Conditions
Not applicable.

8.14  SRNS Context Forwarding to Target RNC from CN

8.14.1 General

The purpose of this procedure is to transfer SRNS contexts from the CN (PS domain) to the target RNC in case of
handover viathe CN. The procedure uses connection oriented signalling. SRNS contexts are sent for each referenced
RAB, for which at least either GTP-PDU or PDCP sequence numbering is available. The SRNS contexts contain the
sequence numbers of the next GTP-PDUs to be transmitted in the uplink and downlink directions, if available, and the
next PDCP sequence numbers that would have been used to send and receive data from the UE, if available. The source
RNC PDCP context info shall be sent if available.

8.14.2 Successful Operation

FORWARD SRNS CONTEXT

Figure 15: SRNS Context forwarding to target RNC from CN. Successful operation.

The CN initialises the procedure by sending FORWARD SRNS CONTEXT message to the target RNC. The
FORWARD SRNS CONTEXT message contains the RAB Context information for each referenced RAB. For each
RAB the following information shall be included:

- RABIDIE;

- awayswhen available, the sequence number for the next downlink GTP-PDU to be sent to the UE, i.e. the DL
GTP-PDU Sequence Number IE;

- aways when available, the sequence number for the next uplink GTP-PDU to be tunnelled to the GGSN, i.e. the
UL GTP-PDU Segquence Number |E;

- awayswhen available, the radio interface sequence number (PDCP) [17] of the next uplink N-PDU (PDCP
SDU) that would have been expected from the UE by a source systemi.e. the UL N-PDU Sequence Number |E;

- awayswhen available, the radio interface sequence number (PDCP) [17] of the next downlink N-PDU (PDCP
SDU) that would have been sent to the UE by a source system i.e. the DL N-PDU Sequence Number |E.

8.14.3 Abnormal Conditions
Not applicable.
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8.15 Paging

8.15.1 General

The purpose of the Paging procedure is to enable the CN to request the UTRAN to contact that UE. The procedure uses
connectionless signalling.

8.15.2 Successful Operation

RNC CN

PAGING

Figure 16: Paging procedure. Successful operation.

The CN initiates the procedure by sending a PAGING message. The PAGING message shall contain the following | Es:
- CN Domain Indicator
- Permanent NAS UE I dentity
- DRX Cycle Length Coefficient (if available)
The PAGING message may contain following IEs:
- Temporary UE Identity
- Paging Area
- Paging Cause
- Non Searching Indication
- Global CN-ID

The CN Domain Indicator |E shall be used by the RNC to identify from which CN domain the paging request
originates.

The Permanent NAS UE Identity |E (i.e. IMSI) shall be used by the UTRAN paging co-ordination function to check if a
signalling connection towards the other CN domain already exists for this UE. In that case, the radio interface paging
message shall be sent viathat connection instead of using the paging broadcast channel.

The Temporary UE Identity |E (e.g. TMSI) is the temporary identity of the user (allocated by that CN Domain) which
can be used in aradio interface paging message. If the Temporary UE Identity IE is not included in the PAGING
message, the RNC shall use the Permanent NAS UE Identity instead — if no signalling connection exists.

If NNSF is active, and the Temporary UE Identity | E is not included in the PAGING message, the PAGING message
shall include the Global CN-ID IE and, the RNC may start the T ynsr timer and store the Permanent NAS UE | dentity |E
along with the related Global CN-ID IE until the T ynstimer has expired.

The Paging Area |E shall be used by the RNC to identify the areain which the radio interface paging message shall be
broadcast in case no signalling connection, as described above, already exists for the UE. If the Paging Area |E is not
included in the PAGING message, the whole RNC area shall be used as Paging Area— if no signalling connection exists
for that UE.

The Paging Cause |E shall indicate to the RNC the reason for sending the PAGING message. The paging causeis
transferred transparently to the UE.
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The Non Searching Indication IE shall, if present, be used by the RNC to decide whether the UTRAN paging co-
ordination function needs to be activated or not. In the absence of this |E, UTRAN paging co-ordination shall be
performed.

The DRX Cycle Length Coefficient |E may be included in the PAGING message, and if present, the UTRAN shall,
when applicable, use it for calculating the paging occasions for the UE.

It should be noted that each PAGING message on the lu interface relates to only one UE and therefore the RNC has to
pack the pagesinto the relevant radio interface paging message.

The core network is responsible for the paging repetition over the lu interface.

8.15.3 Abnormal Conditions
Not applicable.

8.16 Common ID

8.16.1 General

The purpose of the Common ID procedure is to inform the RNC about the permanent NAS UE Identity (i.e. IMSI) of a
user. Thisis used by the RNC e.g. to create a reference between the permanent NAS UE identity of the user and the
RRC connection of that user for UTRAN paging co-ordination. The procedure may also be used to provide the SNA
Access Information |E to the RNC.

The procedure uses connection oriented signalling.

8.16.2 Successful Operation

RNC CN

COMMON ID

<

Figure 17: Common ID procedure. Successful operation.

After having established an lu signalling connection, and if the Permanent NAS UE identity (i.e. IMS]) is available, the
CN shall send to the RNC a COMMON |D message containing the Permanent NAS UE Identity |E and optionally the
NA Access Information |E. The COMMON 1D message may also include the UESBI-Iu IE. The RNC shall associate
the permanent identity to the RRC Connection of that user and shall save it for the duration of the RRC connection.

The RNC shall, if supported, use the UESBI-Iu |E when received in the COMMON ID message.

If the SNA Access Information IE is contained in the COMMON ID message, the RNC shall store thisinformation and
use it to determine whether the UE has access to radio resources in the UTRAN. The RNC shall consider that the UE is
authorised to access only the PLMNs identified by the PLMN identity I1Es in the SNA Access Information IE. If the
Authorised SNAs |E isincluded for agiven PLMN (identified by the PLMN identity |E), then the RNC shall consider
that the access to radio resources for the concerned UE is restricted to the LASs contained in the SNAs identified by the
SNAC IEs.

8.16.3 Abnormal Conditions
Not applicable.
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8.17 CN Invoke Trace

8.17.1 General

When used for signalling based activation, the purpose of the CN Invoke Trace procedure isto inform the RNC that it
should begin atrace session with the parameters indicated by the CN and related to the UE, the lu connection is used
for.

When used for management based activation, the purpose of the CN Invoke Trace procedure is to provide the RNC with
the equipment identity of the UE for which the RNC should begin atrace recording session.

The procedure uses connection oriented signalling.

8.17.2 Successful Operation

RNC CN

CN INVOKE TRACE

Figure 18: CN Invoke Trace procedure. Successful operation.

The CN Invoke Trace procedure is invoked by the CN by sending a CN INVOKE TRACE message to the RNC.
The CN INVOKE TRACE message shall include the following | Es:
- The Trace Reference |E, which uniquely identifies the trace session it refersto.
- The UE Identity IE, which indicates the UE to which this trace session pertains.
- The Trace Propagation Parameters IE, only in case of a signalling based activation.
If present, the Trace Propagation Parameters |E shall include the following | Es:
- The Trace Recording Session Reference |E, which is allocated by the CN.
- The Trace Depth |E, which defines how detailed information should be recorded for this trace session in the RNC.

The Trace Propagation Parameters |E may a so include the List Of Interfaces To Trace | E, which defines which
interfaces should be traced in the RNC. If the List Of Interfaces To Trace IE is not included, the RNC should trace all
the following interfaces, if available: u-CS, 1u-PS, Uu, lur and lub.

Upon receiving the CN INVOKE TRACE message, which includes the Trace Propagation Parameters |E, the RNC
should begin atrace recording session according to the parametersindicated in the CN INVOKE TRACE message. If
the RNC does not support the requested value "Minimum" or "Medium" of the Trace Depth |E, the RNC should begin a
trace recording session with maximum trace depth.

Upon receiving the CN INVOKE TRACE message, which does not include the Trace Propagation Parameters IE, the
RNC should begin atrace recording session according to the parameters configured in the RNC for the indicated
equipment identity in the CN INVOKE TRACE message.

The RNC may not start atrace recording session if there are insufficient resources available within the RNC.

The Trace Reference |E, UE identity |E and, if the Trace Propagation Parameters | E is present, the Trace Recording
Session Reference |E are used to tag the trace record to allow simpler construction of the total record by the entity
which combines trace records.

Interaction with Relocation:
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In case of signalling based activation, the order to perform tracing islost in UTRAN at successful Relocation of SRNS.
If the tracing shall continue also after the relocation has been performed, the CN Invoke Trace procedure shall thus be
re-initiated from the CN towards the future SRNC after the Rel ocation Resource Allocation procedure has been
executed successfully.

8.17.2.1 Successful Operation for GERAN Iu mode

The CN INVOKE TRACE message shall include the Trace Type |E to indicate the events and parametersto be
recorded.

The message shall include a Trace Reference |E which is alocated by the entity which triggered the trace.

The message may include the OMC ID IE, which if present, indicates the OMC to which the record is destined.
The message may include the UE Identity | E, which if present, indicates the UE to which this record pertains to.
The message may include the Trigger ID IE, which if present, indicates the entity which triggered the trace.

The Trace Reference and Trigger ID |Es are used to tag the trace record to alow simpler construction of the total record
by the entity which combines trace records.

8.17.3 Abnormal Conditions

In the case RNC receives multiple CN INVOKE TRACE messages for the same subscriber or equipement (e.g.
simultaneous CS/PS connections):

- if the Trace Reference |E is equal to an existing one, a new trace session and trace recording session shall not be
started;

- if the Trace Reference IE is not equal to an existing one, a new trace session and trace recording session may be
started.

8.17.3.1 Abnormal Conditions for GERAN lu mode
Not applicable.

8.18  Security Mode Control

8.18.1 General

The purpose of the Security Mode Control procedure is to pass ciphering and integrity mode information to the
UTRAN. The UTRAN uses thisinformation to select and load the encryption device for user and signalling data with
the appropriate parameters, and also to store the appropriate parameters for the integrity algorithm. The procedure uses
connection oriented signalling.
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8.18.2 Successful Operation

RN CN

SECURITY MODE
_ COMMAND

SECURITY MODE
COMPLETE

v

Figure 19: Security Mode Control procedure. Successful operation.

The CN initiates the procedure by sending a SECURITY MODE COMMAND message. The message may contain the
Encryption Information |E and shall contain the Integrity Protection Information IE, specifying, in preferred order with
the most preferred first in the list, which ciphering, if any, and integrity protection agorithms may be used by the
UTRAN.

The Permitted Encryption Algorithms | E within the Encryption Information |E may contain 'no encryption’ within an
element of itslist in order to allow the RNC not to cipher the respective connection. This can be done either by not
starting ciphering or by using the UEAO algorithm. In the absence of the Encryption Information group IE in
SECURITY MODE COMMAND message, the RNC shall not start ciphering.

Upon reception of the SECURITY MODE COMMAND message, the UTRAN shall internally select appropriate
algorithms, taking into account the UE/UTRAN capabilities. If asignalling connection already exists towards the other
core network domain and integrity has been started, the same ciphering and integrity alternatives as being used for that
core network domain shall be selected. If a signalling connection already exists towards the other core network domain
and the Security Mode Control procedure is ongoing on that core network domain, the same ciphering and integrity
aternative shall be selected for the two domains. This means in particular for encryption that if 'no encryption’ or no
Encryption Information | E has been received from the first core network domain and integrity has been started but
ciphering has not been started, ciphering shall also not be started for the second core network domain. The UTRAN
shall then trigger the execution of the corresponding radio interface procedure and, if applicable, start/restart the
encryption device and also start/modify the integrity protection.

The CN may send a SECURITY MODE COMMAND message towards the RNC a so when integrity protection and
possibly ciphering has already been started for an existing signalling connection towards that core network domain.
This may be used to activate new integrity protection and ciphering keys. The included integrity protection and
ciphering information shall then support (at least) the integrity protection alternative and the ciphering alternative
presently being used and the Key Status | E shall have the value ‘New'.

When the execution of the radio interface procedure is successfully finished, the UTRAN shall return a SECURITY
MODE COMPLETE message to the CN. This message shall include the Chosen Integrity Protection Algorithm |E and
may include the Chosen Encryption Algorithm I E.

The Chosen Encryption Algorithm IE shall be included in the SECURITY MODE COMPLETE message if, and only if
the Encryption Information |E was included in the SECURITY MODE COMMAND message.

The set of permitted algorithms specified in the SECURITY MODE COMMAND message shall remain applicable for
subsequent RAB Assignments and IntraaUTRAN Relocations.

In case of a UE with Radio Access Bearers towards both core networks, the user data towards CS shall always be
ciphered with the ciphering key received from CS and the user data towards PS with the ciphering key received from
PS. The signalling data shall always be ciphered with the last received ciphering key and integrity protected with the
last received integrity protection key from any of the two CNs.
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8.18.3 Unsuccessful Operation

RN CN
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Figure 20: Security Mode Control procedure. Unsuccessful operation.

If the UTRAN or the UE is unable to support the ciphering and/or integrity protection algorithms specified in the
SECURITY MODE COMMAND message, then the UTRAN shall return to the CN a SECURITY MODE REJECT
message with cause value "Requested Ciphering and/or Integrity Protection Algorithms not Supported”. If the radio
interface Security Mode Control procedure fails, a SECURITY MODE REJECT message shall be sent to the CN with
cause value "Failure in the Radio Interface Procedure”.

8.18.4 Abnormal Conditions

If, when establishing a signalling connection towards a second core network domain, the integrity has already been
started by the first domain and the integrity protection and ciphering information specified in the SECURITY MODE
COMMAND message does not support the integrity protection alternative and the ciphering aternative presently being
used, a SECURITY MODE REJECT message shall be sent to the second core network domain with cause value
"Conflict with already existing Integrity protection and/or Ciphering information'.

If, upon reception of a SECURITY MODE COMMAND message from a core network domain with an already existing
signalling connection from that core network domain and for which integrity protection and possibly ciphering have
aready been started, the Key Status | E has the value 'Old', a SECURITY MODE REJECT message shall be returned
with cause value " Conflict with aready existing I ntegrity protection and/or Ciphering information'.

If, upon reception of a SECURITY MODE COMMAND message from a core network domain with an already existing
signalling connection and for which integrity protection and possibly ciphering have already been started, the included
integrity protection and ciphering information does not support the integrity protection alternative and the ciphering
aternative presently being used, a SECURITY MODE REJECT message shall be returned with cause value " Conflict
with already existing Integrity protection and/or Ciphering information'.

8.19  Location Reporting Control

8.19.1 General

The purpose of the Location Reporting Control procedure isto alow the CN to request information on the location of a
given UE. The procedure uses connection oriented signalling.
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8.19.2 Successful Operation

RNC CN

LOCATION REPORTING
< CONTROL

Figure 21: Location Reporting Control procedure. Successful operation.

The CN initiates the procedure by sending a LOCATION REPORTING CONTROL message.
The Request Type |E shall indicate to the serving RNC whether:

- toreport directly;

- to stop adirect report;

- toreport upon change of Service area, or

- tostop reporting at change of Service Area.

If reporting upon change of Service Areais requested, the Serving RNC shall report whenever the UE moves between
Service Areas. For this procedure, only Service Areas that are defined for the PS and CS domains shall be considered.

The Request Type | E shall aso indicate what type of location information the serving RNC shall report. The location
information is either of the following types:

- Service Arealdentifier, or

- Geographical area, including geographical coordinates with or without requested accuracy. If the Vertical
Accuracy Code IE isincluded, the Accuracy Code |E in the Request Type |E shall be present. The Accuracy
Code IE shall be understood as the horizontal accuracy code.

A request for adirect report can be done in parallel with having an active request to report upon change of Service Area
for the same UE. The request to report upon change of Service Area shall not be affected by this.

Any of the Vertical Accuracy Code |E, Response Time |E, Positioning Priority |E or Client Type |E shall be included
according to the following rules:

- Vertical Accuracy Code shall beincluded, if available, in connection with Geographical Area,

- Response time shall be included, if available, in connection with request for start of direct reporting of
Geographical Area,

- Client type shall be included in connection with request for start of direct reporting of Geographical Areaand, if
available, in request for direct reporting of SAI,

- Positioning Priority shall be included, if available, in connection with request for start of direct reporting or in
connection with request for start of reporting upon change of Service Area.

When no Positioning Priority |E isincluded, the RNC shall consider the request asif ‘'Normal Priority' value had been
received.

When no Response Time | E is included, the RNC shall consider the request asif 'Delay Tolerant' value had been
received.

Inter action with Relocation:

The order to perform location reporting at change of Service Areaislost in UTRAN at successful Relocation of SRNS.
If the location reporting at change of Service Area shall continue also after the relocation has been performed, the
Location Reporting Control procedure shall thus be re-initiated from the CN towards the future SRNC after the
Relocation Resource Allocation procedure has been executed successfully.
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8.19.3 Abnormal Conditions
Not applicable.

8.20  Location Report

8.20.1 General

The purpose of the Location Report procedure isto provide the UE's location information to the CN. The procedure
uses connection oriented signalling.

8.20.2 Successful Operation

RNC CN

LOCATION REPORT

>

Figure 22: Location Report procedure. Successful operation.

The serving RNC initiates the procedure by generating a LOCATION REPORT message. The LOCATION REPORT
message may be used as aresponseto a LOCATION REPORTING CONTROL message. Also, when a user enters or
leaves a classified zone set by O& M, e.g. azone where a disaster has occurred, aLOCATION REPORT message
including the Service Area of the UE in the Area Identity | E shall be sent to the CN. The Cause |E shall indicate the
appropriate cause value to the CN, e.g. "User Restriction Start Indication” and "User Restriction End Indication”. The
CN shall react to the LOCATION REPORT message with CN vendor specific actions.

For this procedure, only Service Areas that are defined for the PS and CS domains shall be considered.

In case reporting at change of Service Areais requested by the CN, then the RNC shall issue aLOCATION REPORT
message:

- whenever the information given in the previous LOCATION REPORT message or INITIAL UE MESSAGE
message is not anymore valid.

- upon receipt of the first LOCATION REPORTING CONTROL message following a Rel ocation Resource
Allocation procedure, with the Event |E included in the Request Type | E set to "Change of Service Ared', assoon
as SAl becomes available in the new SRNC and the relocation procedure has been successfully completed.

In case a Service Areais reported, the RNC shall include in the Area Identity |E of the LOCATION REPORT message
a Service Areathat includes at least one of the cells from which the UE is consuming radio resources.

In casethe LOCATION REPORT message is sent as an answer to arequest for adirect report or reports at a change of
Service Area, the Regquest Type |E from the LOCATION REPORTING CONTROL message shall be included.

If the LOCATION REPORT message is sent as an answer to arequest for adirect report of Service Areaand the
current Service Area can not be determined by the RNC, then the Area Identity | E shall be omitted and a cause value
shall be included to indicate that the request could not be fulfilled, e.g. "Requested Information Not Available" or
"Location Reporting Congestion”. The RNC may also include the Last Known Service Area |E.

If the RNC can not deliver the location information as requested by the CN, due to either the non-support of the
requested event or the non-support of the requested report area, or if the RNC is currently not able to reach the UE, the
RNC shall indicate the UE location to be "Undetermined" by omitting the Area Identity IE. A cause value shall instead
be added to indicate the reason for the undetermined location, e.g. "Requested Request Type not supported”, "Location
Reporting Congestion” or "No Resource Available".
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If the Location Report procedure was triggered by a LOCATION REPORTING CONTROL message, which included a
reguest to report a geographical area with a specific accuracy, the LOCATION REPORT message shall include:

- the Geographical Area |E within the Area |dentity | E containing either a point with indicated uncertainty or a
polygon or an other type, which fulfils the requested accuracy, and

- the Accuracy Fulfilment Indicator |E with the value "requested accuracy fulfilled".
If the requested accuracy cannot be fulfilled, the LOCATION REPORT message shall include:

- the Geographical Area | E within the Area |dentity |E containing either a point with indicated uncertainty or a
polygon or an other type, with the best possible accuracy, and

- the Accuracy Fulfilment Indicator |E with the value "requested accuracy not fulfilled”.

If, on the other hand, no specific accuracy level was requested in the LOCATION REPORTING CONTROL message,
the LOCATION REPORT message shall include the Geographical Area | E within the Area |dentity |E, the reported
Geographical Area |E may include an accuracy.

The LOCATION REPORT message shall also include, if available, the Position Data | E containing the positioning
method (or list of positioning methods) used successfully to obtain the location estimate, together with the usage
information.

If the Location Report procedure was triggered by a LOCATION REPORTING CONTROL message, which included a
request to report with a geographical area and in which the Client Type |E was not included, the RNC shall answer with
the Point IE, or the Point With Uncertainty | E or the Polygon |E within the Geographical Area |E of the LOCATION
REPORT message.

8.20.3 Abnormal Conditions
Not applicable.

8.21 Data Volume Report

8.21.1 General

The Data VVolume Report procedure is used by CN to request the unsuccessfully transmitted DL data volume for
specific RABs. This procedure only applies to the PS domain. The procedure uses connection oriented signalling.

8.21.2 Successful Operation
__RNC oN

DATA VOLUME REPORT REQUEST
<

DATA VOLUME REPORT

>

] I
Figure 23: Data Volume Report procedure. Successful operation.
The procedure isinitiated by CN by sending DATA VOLUME REPORT REQUEST message to UTRAN. This

message shall contain the list of RAB ID IEs to identify the RABs for which the unsuccessfully transmitted DL data
volume shall be reported.
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At reception of aDATA VOLUME REPORT REQUEST message, the UTRAN shall produce a DATA VOLUME
REPORT message. For each RAB successfully addressed within the RAB Data Volume Report List |1E of the DATA
VOLUME REPORT REQUEST message, the DATA VOLUME REPORT message shall include in the Unsuccessfully
Transmitted DL Data Volume | E the amount of unsuccessfully transmitted DL data since the last data volume reported
to the CN for the RAB and with the same data volume reference, if present. The message may a so contain the Data
Volume Reference IE.

The message may contain for each RAB successfully addressed a maximum of two RAB Data Volume Report Item IES
within the RAB Data VVolume Report List | E for the case when there is a need to report two different data volumes since
the last data volume indication to the CN. The UTRAN shall aso reset the data volume counter for the reported RABS.
The UTRAN shall send the DATA VOLUME REPORT message to the CN. Transmission and reception of the DATA
VOLUME REPORT message terminate the procedure in the UTRAN and in the CN respectively.

The Data Volume Reference |E, if included, indicates the time when the data volume is counted.

8.21.3 Unsuccessful Operation

The RAB ID IE for each RAB for which UTRAN is not able to transfer a data volume report isincluded in the DATA
VOLUME REPORT message together with a Cause IE, e.g. "Invalid RAB ID".

8.21.4 Abnormal Conditions
Not applicable.

8.22 Initial UE Message

8.22.1 General

The purpose of the Initial UE Message procedure is to establish an lu signalling connection between a CN domain and
the RNC and to transfer the initial NAS-PDU to the CN node as determined by the NAS Node Selection Function - if
this function is active, or otherwise to the default CN node. The procedure uses connection oriented signalling.

8.22.2 Successful Operation

RNC CN

INITIAL UE MESSAGE

Figure 24: Initial UE Message procedure. Successful operation.

When the RNC has received from radio interface aNAS message (see [8]) to be forwarded to a CN domain to which no
lu signalling connection for the UE exists, the RNC shall initiate the Initial UE Message procedure and send the
INITIAL UE MESSAGE message to the CN. If NNSF is active, the selection of the CN node is made according to [26].

In addition to the received NAS-PDU, the RNC shall add the following information to the INITIAL UE MESSAGE
message:

- CN domain indicator, indicating the CN domain towards which this message is sent.

- For CSdomain, the LAl whichisthelast LAl indicated to the UE by the UTRAN viathe current RRC
connection, or if the UTRAN has not yet indicated any LAI to the UE viathe current RRC connection, then the
LAI of the cell viawhich the current RRC connection was established.

ETSI



3GPP TS 25.413 version 6.2.0 Release 6 56 ETSI TS 125 413 V6.2.0 (2004-06)

- For PSdomain, the LAI+RAC which are the last LAI+RAC indicated to the UE by UTRAN viathe current RRC
connection, or if the UTRAN has not yet indicated any LAI+RAC to the UE viathe current RRC connection,
then the LAI+RAC of the cell viawhich the current RRC connection was established.

- Service Areacorresponding to at least one of the cells from which the UE is consuming radio resources.
- lusignaling connection identifier.
- Globa RNC identifier.

The lu Sgnalling Connection Identifier |E contains an lu signalling connection identifier which is allocated by the
RNC. The value for the lu Signalling Connection Identifier |E shall be allocated so asto uniquely identify an lu
signalling connection for the RNC. The CN should store and remember thisidentifier for the duration of the lu
connection.

Whereas several processing entities within the CN (e.g. charging, interception, etc.) may make use of the location
information given in the SAI |E and the LAI (and RAC for PS domain) |E, the mobility management within the CN shall
rely on the information given within the LAl |E (respectively LAl and RAC |Es for PS domain) only.

8.22.2.1 Successful Operation for GERAN Ilu-mode

For GERAN lu-mode, the following shall apply in addition for the successful operation of the Initial UE Message
procedure:

- Incase of establishment of a signalling connection towards the CS domain in GERAN lu-mode, the INITIAL UE
MESSAGE message shall contain the GERAN Classmark |E in order to provide the CN with GERAN-specific
information (see [27]).

8.23 Direct Transfer

8.23.1 General

The purpose of the Direct Transfer procedureisto carry UE — CN signalling messages over the lu Interface. The

UE - CN signalling messages are not interpreted by the UTRAN, and their content (e.g. MM or CC message) is outside
the scope of this specification (see[8]). The UE — CN signalling messages are transported as a parameter in the
DIRECT TRANSFER messages. The procedure uses connection oriented signalling.

8.23.2 Successful Operation

8.23.2.1 CN Originated Direct Transfer

RNC CN

DIRECT TRANSFER
4

Figure 25: Direct Transfer, CN originated. Successful operation.

If aUE - CN signalling message has to be sent from the CN to the UE, the CN shall send aDIRECT TRANSFER
message to the RNC including the UE - CN signalling message as a NAS-PDU IE.

If the DIRECT TRANSFER message is sent in the downlink direction, it shall include the SAPI |1E and shall not include
the LAl + RAC |E and the SAl IE. The use of the SAPI IE included in the DIRECT TRANSFER message enables the
UTRAN to provide specific service for the transport of the included NAS message.
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8.23.2.2 UTRAN Originated Direct Transfer

DIRECT TRANSFER >

Figure 26: Direct Transfer, RNC originated. Successful operation.

If aUE - CN signalling message has to be sent from the RNC to the CN without interpretation, the RNC shall send a
DIRECT TRANSFER message to the CN including the UE - CN signalling message asaNAS-PDU I|E.

If the DIRECT TRANSFER message shall be sent to the PS domain, the RNC shall also add the LAI and the RAC I Es,
which werethelast LAl + RAC indicated to the UE by the UTRAN viathe current RRC connection, or if the UTRAN
had not yet indicated any LAl + RAC to the UE viathe current RRC connection, then the LAl + RAC of the cell via
which the current RRC connection was established. If the DIRECT TRANSFER message is sent to the PS domain, the
RNC shall also add a Service Area corresponding to at least one of the cells from which the UE is consuming radio
resources. If the DIRECT TRANSFER message is sent in uplink direction, the RNC shall not include the SAPI |E.

8.23.3 Abnormal Conditions

If the DIRECT TRANSFER message is sent by the RNC to the PS domain, and any of the LAI IE, RAC IE or SAl IE is
missing, the CN shall continue with the Direct Transfer procedure, ignoring the missing I E.

If the DIRECT TRANSFER message is sent by the CN to the RNC without the SAPI |E, the RNC shall continue with
the Direct Transfer procedure.

8.24 Void

8.25 Overload Control

8.25.1 General

This procedure is defined to give some degree of signalling flow control. At the UTRAN side, "Processor Overload”
and "Overload in the Capability to Send Signalling Messages to the UE" are catered for, and at the CN side, "Processor
Overload" is catered for. The procedure uses connectionless signalling.

The philosophy used is to stem the traffic at source with known effect on the service. The algorithm used is:
At the CN side:

- If Tigoc is not running and an OVERLOAD message or "Signalling Point Congested” information is received,
the traffic should be reduced by one step. It is aso possible, optionally, to indicate the number of steps to reduce
the traffic within the Number of Steps |E. At the same time, timers Tigoc and Tiqrc should be started.

- During Tigoc al received OVERLOAD messages or "Signalling Point Congested” information should be
ignored.

- Thisstep by step reduction of traffic should be continued until maximum reduction is obtained by arriving at the
last step.

- If Tinrc expires, the traffic should be increased by one step and T;,;r¢ should be re-started unless the number of
steps by which the traffic is reduced is back to zero.

At the UTRAN side:
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- If Tigor is ot running and an OVERLOAD message or "Signalling Point Congested” information is received,
the traffic should be reduced by one step. It is also possible, optionally, to indicate the number of steps to reduce
the traffic within the Number of Steps |E. At the same time, timers Tigor and Tinrr Should be started.

- During Tigor al received OVERLOAD messages or "Signalling Point Congested” information should be
ignored.

- This step-by-step reduction of traffic should be continued until maximum reduction is obtained by arriving at the
last step.

- If Tinr expires, the traffic should be increased by one step and T;,;tr should be re-started unless the number of
steps by which the traffic is reduced is back to zero.

The number of steps and the method for reducing the load are implementation-specific.

There may be other traffic control mechanisms from O&M activities occurring simultaneously.

8.25.2 Philosophy
Void.

8.25.3 Successful Operation

8.25.3.1 Overload at the CN

RNC CN

OVERLOAD

<

Figure 27: Overload at the CN. Successful operation.

The CN should indicate to the RNC that it isin a congested state by sending an OVERLOAD message. The CN Domain
Indicator |E may be included, if the CN can determine the domain suffering from the signalling traffic overload. A
specific CN node shall send this message only towards those RNCs from which it can receive the INITIAL UE
MESSAGE message.

Reception of the message by the UTRAN should cause reduction of signalling traffic towards the CN. If the CN
Domain Indicator |E isincluded in the OVERLOAD message, and the Global CN-ID IE is not, the RNC should apply
signalling traffic reduction mechanisms towards the indicated domain.

If the NNSF is active, the CN shall include the Global CN-ID IE within the OVERLOAD message, and the RNC should
apply signalling traffic reduction mechanisms towards the indicated CN node only.

8.25.3.2 Overload at the UTRAN

RNC CN

OVERLOAD

Figure 28: Overload at the UTRAN. Successful operation.
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If the UTRAN is not capable of sending signalling messages to UEs due to overloaded resources, the UTRAN should
send an OVERL OAD message to the CN. The RNC shall include the Global RNC-ID IE in this message. The message
shall be sent only towards those CN nodes towards which theRNC can send the INITIAL UE MESSAGE message.

8.25.4 Abnormal Conditions
Not applicable.

8.26 Reset

8.26.1 General

The purpose of the Reset procedureisto initialise the UTRAN in the event of afailurein the CN or vice versa. The
procedure uses connectionless signalling.

8.26.2 Successful Operation

8.26.2.1 Reset Procedure Initiated from the CN

RN CN
< RESET
RESET ACKNOWLEDGE_

— —

Figure 29: Reset procedure initiated from the CN. Successful operation.

In the event of afailure at the CN, which has resulted in the loss of transaction reference information, a RESET
message shall be sent to the RNC. When a CN node sends this message towards an RNC for which it is not the default
CN node, the Global CN-ID IE shall be included. This message is used by the UTRAN to release affected Radio Access
Bearers and to erase all affected references for the specific CN node that sent the RESET message, i.e. the CN node
indicated by the Global CN-1D IE or, if this|E is not included, the default CN node for the indicated CN domain.

After aguard period of Trac Seconds a RESET ACKNOWLEDGE message shall be returned to the CN, indicating that
all references at the UTRAN have been cleared. The RNC does not need to wait for the release of UTRAN radio
resources or for the transport network layer signalling to be completed before returning the RESET ACKNOWLEDGE

message.

The RNC shall include the Global RNC-ID IE in the RESET ACKNOWLEDGE message. The Global RNC-1D | E shall
not be included in the RESET message.

Interactions with other procedures:

In case of interactions with other procedures, the Reset procedure shall always override al other procedures.
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8.26.2.2 Reset Procedure Initiated from the UTRAN

RN CN
RESET >
<«RESET ACKNOWLEDGE
I I

Figure 30: Reset procedure initiated from the UTRAN. Successful operation.

In the event of afailure at the UTRAN which has resulted in the loss of transaction reference information, a RESET
message shall be sent to all CN nodes towards which the RNC has lu signalling connections established. This message
is used by the CN to release affected Radio Access Bearers and to erase all affected references for the sending RNC.

The RNC shall include the Global RNC-ID IE in the RESET message.

After aguard period of Trar Seconds a RESET ACKNOWLEDGE message shall be returned to the UTRAN indicating
that all references have been cleared.

When a RESET ACKNOWLEDGE message is sent from a CN node towards an RNC for which the sending CN nodeis
not the default CN node, the Global CN-ID |E shall be included.

Interactionswith other procedures:

In case of interactions with other procedures, the Reset procedure shall always override all other procedures.

8.26.3 Abnormal Conditions

8.26.3.1 Abnormal Condition at the CN

If the CN sends a RESET message to the RNC and receives no RESET ACKNOWLEDGE message within a period
Trar then it shall repeat the entire Reset procedure. The sending of the RESET message shall be repeated a maximum
of "n" timeswhere nis an operator matter. After the n-th unsuccessful repetition the procedure shall be stopped and e.g.
the maintenance system be informed.

8.26.3.2 Abnormal Condition at the UTRAN

If the RNC sends a RESET message to the CN and receives no RESET ACKNOWLEDGE message within a period
Trac then it shall repeat the entire Reset procedure. The sending of the RESET message shall be repeated a maximum
of "n" timeswhere nis an operator matter. After the n-th unsuccessful repetition the procedure shall be stopped and e.g.
the maintenance system be informed.

8.26.3.3 Crossing of Reset Messages

When an entity that has sent a RESET message and is waiting for a RESET ACKNOWLEDGE message, instead
receives a RESET message from the peer entity, it shall stop timer Trgc Or Trar and send a RESET ACKNOWLEDGE
message to the peer entity.
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8.27 Error Indication

8.27.1 General

The Error Indication procedure isinitiated by a node to report detected errors in one incoming message, provided they
cannot be reported by an appropriate failure message.

If the error situation arises due to reception of a message utilising dedicated signalling, then the Error Indication
procedure uses connection oriented signalling. Otherwise the procedure uses connectionless signalling.

8.27.2 Successful Operation

Ry

N

@]
9]
Z

ERROR INDICATION

.

Figure 31: Error Indication procedure, CN originated. Successful operation.

RNC

ERROR INDICATION

| * e
Z

Figure 32: Error Indication procedure, RNC originated. Successful operation.

When the conditions defined in clause 10 are fulfilled, the Error Indication procedure isinitiated by an ERROR
INDICATION message sent from the receiving node.

The ERROR INDICATION message shall contain at least either the Cause IE or the Criticality Diagnostics | E.
Examples for possible cause values for protocol error indications are:
- "Transfer Syntax Error"
- "Semantic Error"
- "Message not compatible with receiver state”.
If the ERROR INDICATION message is sent connectionless, the CN Domain Indicator |E shall be present.
If the ERROR INDICATION message is sent connectionless towards the CN, the Global RNC-ID |E shall be present.

When an ERROR INDICATION message is sent connectionless from a CN node towards an RNC for which the
sending CN node is not the default CN node, the Global CN-ID |E shall be included.

8.27.3 Abnormal Conditions
Not applicable.
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8.28 CN Deactivate Trace

8.28.1 General

The purpose of the CN Deactivate Trace procedure is to inform the RNC to stop the trace session, initiated by a
signalling based activation, for the indicated trace reference and related to the UE the lu connection is used for. The
procedure uses connection oriented signalling.

8.28.2 Successful Operation

CN DEACTIVATE
< TRACE

Figure 33: CN Deactivate Trace procedure. Successful operation.

The CN invokes the CN Deactivate Trace procedure by sending a CN DEACTIVATE TRACE message to the UTRAN.

The CN DEACTIVATE TRACE message shall contain the Trace Reference |E. The RNC shall stop the trace session
for theindicated trace reference in the Trace Reference |E. In case of simultaneous CS/PS connections, the trace
session for the indicated trace reference shall be closed upon reception of the CN DEACTIVATE TRACE message
from any of the CN domain, whether it was the one which initiated trace session activation or not.

8.28.2.1 Successful Operation for GERAN Iu mode

The CN DEACTIVATE TRACE message shall contain the Trace Reference |E and may contain the Trigger ID IE. The
Trace Reference |E and, if present, the Trigger 1D |E are used to indicate which trace shall be stopped.

8.28.3 Abnormal Conditions

If the RNC receivesa CN DEACTIVATE TRACE message with an unknown trace reference, the RNC shall take no
action.

8.29 Reset Resource

8.29.1 General

The purpose of the Reset Resource procedure isto initialise part of the UTRAN in the event of an abnormal failurein
the CN or vice versa (e.g. Signalling Transport processor reset). The procedure uses connectionless signalling.

8.29.1.1 Reset Resource procedure initiated from the RNC
Void

8.29.1.2 Reset Resource procedure initiated from the CN
Void.
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8.29.2 Successful Operation
8.29.2.1 Reset Resource procedure initiated from the RNC

RNC CN

RESET RESOURCE

>

RESET RESOURCE
ACKNOWLEDGE
<

Figure 34: RNC initiated Reset Resource procedure. Successful operation.

The RNC initiates the procedure by sending a RESET RESOURCE message to the CN.

The RESET RESOURCE message shall include the CN Domain Indicator |E, the Global RNC-ID IE, the Cause |lE
with the appropriate cause value (e.g. "Signalling Transport Resource Failure") and alist containing lu Signalling
Connection Identifier 1Es.

On reception of this message the CN shall release locally the resources and references (i.e. resources and lu signalling
connection identifiers) associated to the lu signalling connection identifiers indicated in the received message. The CN
shall always return the RESET RESOURCE ACKNOWLEDGE message to the RNC when all lu-related resources and
references have been released and shall include the CN Domain Indicator |1E and alist of lu Sgnalling Connection
Identifier IEs. Thelist of lu Sgnalling Connection Identifier |Es within the RESET RESOURCE ACKNOWLEDGE
message shall be in the same order as received in the RESET RESOURCE message. Unknown signalling connection
identifiers shall be reported as released.

When a RESET RESOURCE ACKNOWLEDGE message is sent from a CN node towards an RNC for which the
sending CN node is not the default CN node, the Global CN-ID |E shall be included.

Both the CN and the RNC shall provide means to prevent the immediate re-assignment of released lu signalling
connection identifiers to minimise the risk that the Reset Resource procedure rel eases the same lu signalling connection
identifiers re-assigned to new |u connections.

8.29.2.2 Reset Resource procedure initiated from the CN

RNC

RESET RESOURCE

<
RESET RESOURCE
ACKNOWLEDGE
>
— —

Figure 35: CN initiated Reset Resource procedure. Successful operation.

The CN initiates the procedure by sending a RESET RESOURCE message to the RNC.

The RESET RESOURCE message shall include the CN Domain Indicator |E, the Cause |E with the appropriate cause
value (e.g. "Signalling Transport Resource Failure") and alist containing lu Sgnalling Connection Identifier 1Es.

When a RESET RESOURCE message is sent from a CN node towards an RNC for which the sending CN node is not
the default CN node, the Global CN-ID IE shall be included.

On reception of this message the RNC shall release locally the resources and references (i.e. radio resources and lu
signalling connection identifiers) associated to the specific CN node and lu signalling connection identifiersindicated in
the received message. The Global RNC-ID IE shall not be included in the RESET RESOURCE message. If no Global
CN-1D IE isincluded in the RESET RESOURCE message to indicate the sending CN node, the default CN node for the
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indicated CN domain shall be considered as sender. The RNC shall always return the RESET RESOURCE
ACKNOWLEDGE message to the CN when all lu-related resources and references have been released and shall
include the CN Domain Indicator IE, alist of lu Sgnalling Connection Identifier 1Es and the Global RNC-I1D IE. The
list of lu Signalling Connection Identifier 1Es within the RESET RESOURCE ACKNOWLEDGE message shall bein
the same order as received in the RESET RESOURCE message. Unknown signalling connection identifiers shall be
reported as rel eased.

Both the RNC and the CN shall provide means to prevent the immediate re-assignment of released lu signalling
connection identifiers to minimise the risk that the Reset Resource procedure rel eases the same lu signalling connection
identifiers re-assigned to new lu connections.

8.30 RAB Modification Request

8.30.1 General

The purpose of the RAB Modification Request procedure isto alow the RNC to initiate renegotiation of RABsfor a
given UE after RAB establishment. The procedure uses connection oriented signalling.

8.30.2 Successful Operation

RN CN
RAB MODIFY
REQUEST
] ]

Figure 36: RAB Modification procedure.

The RNC initiates the procedure by generating a RAB MODIFY REQUEST message towards the CN and shall include
alist of RABs To Be Modified | Es. For each RAB requested to be modified the RABs To Be Modified Item IE of the
RAB MODIFY REQUEST message shall include the RAB ID IE, and the corresponding Requested RAB Parameter
Values |E. The Requested RAB Parameter Values | E shall list those RAB parameters the RNC would like modified and
the associated new RAB parameter valuesit is requesting. For any given RAB, the RNC shall be able to propose
modifications to any negotiable RAB parameters.

Upon reception of the RAB MODIFY REQUEST message, it is up to the CN to decide how to react to the request.

8.30.3 Abnormal Conditions
Not applicable.

8.31 Location Related Data

8.31.1 General

The purpose of the Location Related Data procedure is to provide the means to handle additional location-rel ated
requests over the lu interface: it allows the CN to either retrieve from the RNC deciphering keys (to be forwarded to the
UE) for the broadcast assistance data, or request the RNC to deliver dedicated assistance data to the UE. The procedure
uses connection oriented signalling.
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8.31.2 Successful Operation

RNC CN

LOCATION RELATED DATA
REQUEST

<

LOCATION RELATED DATA
RESPONSE

] ]
Figure 37: Location Related Data procedure. Successful operation.
The CN initiates the procedure by generating a LOCATION RELATED DATA REQUEST message to the RNC.

Upon reception of the LOCATION RELATED DATA REQUEST message, the RNC shall initiate the requested
function indicated in the Location Related Data Reguest Type |E.

The Location Related Data Request Type | E indicates to the RNC whether:
- to start dedicated assistance data delivery to the UE, or
- to send deciphering keys for broadcast assistance data to the CN.

If the LOCATION RELATED DATA REQUEST message included a request for dedicated assistance data delivery to
the UE, and if the dedicated assistance data was successfully delivered to the UE, the RNC shall respond to the CN with
aLOCATION RELATED DATA RESPONSE message containing no data.

If the LOCATION RELATED DATA REQUEST message included arequest for deciphering keys of broadcast
assistance data, the RNC shall respond to the CN with a LOCATION RELATED DATA RESPONSE message
containing the Broadcast Assistance Data Deciphering Keys IE.

8.31.2.1 Successful Operation for GERAN Iu mode

Upon reception of the LOCATION RELATED DATA REQUEST message, the BSS shall initiate the requested
function indicated in the Location Related Data Request Type |E or the Location Related Data Request Type Specific To
GERAN lu Mode |E.

In the sole case of arequest for GERAN lu mode specific positioning method, E-OTD, defined in [29], the LOCATION
RELATED DATA REQUEST message shall include the Location Related Data Request Type Specific To GERAN lu
Mode | E and not the Location Related Data Request Type | E.

The Location Related Data Request Type | E or the Location Related Data Request Type Specific To GERAN [u Mode
|E shall indicate to the BSS whether:

- to start dedicated assistance data delivery to the UE, or

- to send deciphering keys for broadcast assistance data to the CN.
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8.31.3 Unsuccessful Operation

RNC CN

LOCATION RELATED DATA
< REQUEST

LOCATION RELATED DATA
FAILURE

Figure 38: Location Related Data procedure. Unsuccessful operation.

If the RNC was not able to successfully deliver the requested dedicated assistance data to the UE, or if the RNC is not
able to provide the requested deciphering keys, the RNC shall send aLOCATION RELATED DATA FAILURE
message including the Cause | E to the CN. The Cause | E shall indicate the appropriate cause value to the CN, e.g.
"Dedicated Assistance data Not Available" or "Deciphering Keys Not Available".

8.31.4 Abnormal Conditions

83141 Abnormal Conditions for GERAN lu mode

If the Location Related Data Request Type | E and Location Related Data Request Type Specific To GERAN lu Mode |E
are both included in the LOCATION RELATED DATA REQUEST message, the BSS shall reject the procedure by
sending aLOCATION RELATED DATA FAILURE message.

If the Location Related Data Request Type | E is set to the value " Deciphering Keys for UE Based OTDOA" or
"Dedicated Assistance Data for UE Based OTDOA", the BSS shall reject the procedure by sending a LOCATION
RELATED DATA FAILURE message.

8.32 Information Transfer

8.32.1 General

The purpose of the Information Transfer procedure is to transfer information from the CN to the RNC.

This procedure uses connectionless signalling.
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8.32.2 Successful Operation

RNC CN
INFORMATION TRANSFER
INDICATION

<
INFORMATION TRANSFER
CONFIRMATION
I I

Figure 39: Information Transfer procedure. Successful operation.

The CN initiates the procedure by sending an INFORMATION TRANSFER INDICATION message to the RNC.

NOTE: The CN should initiate the Information Transfer procedure at least after the CN or the RNC has
performed the Reset procedure or whenever the respective information has changed in the CN.

Upon reception of the INFORMATION TRANSFER INDICATION message, the RNC shall store the received
information and use it according to its purpose.

The INFORMATION TRANSFER INDICATION message shall contain the following IEs:
- Information Transfer 1D
- Provided Data
- CNDomain Indicator.

When a CN node sends this message towards an RNC for which it is not the default CN node, the Global CN-ID IE
shall beincluded.

If the RNC is able to process the information contained in the Provided Data IE, it shall respond with the
INFORMATION TRANSFER CONFIRMATION message provided with the same Information Transfer ID IE asthe
onereceived in the INFORMATION TRANSFER INDICATION message.

The RNC shall include the Global RNC-ID |E and the CN Domain Indicator |1E in the INFORMATION TRANSFER
CONFIRMATION message.

If the Provided Data | E contains the Shared Network Information |E, the RNC shall replace existing Shared Network
Information provided in a previous Information Transfer procedure by the newly provided Shared Network I nformation.
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8.32.3 Unsuccessful Operation

RNC CN

INFORMATION TRANSFER
INDICATION

INFORMATION TRANSFER
FAILURE

Figure 40: Information Transfer procedure. Unsuccessful operation.

If the RNC is not able to process the information contained in the Provided Data | E the RNC shall regard the
Information Transfer procedure as failed and send the INFORMATION TRANSFER FAILURE message to the CN.
The message shall include the same value of the Information Transfer ID |E asreceived in the INFORMATION
TRANSFER INDICATION message and set the Cause | E to an appropriate value.

The RNC shall include the Global RNC-ID |E and the CN Domain Indicator |E in the INFORMATION TRANSFER
FAILURE message.

8.32.4 Abnormal Conditions

None.

8.33  UE Specific Information

8.33.1 General

The purpose of the UE Specific Information procedure is to transfer from the CN to the RNC data related to a particular
UE and a particular communication.

The procedure uses connection oriented signalling.

8.33.2 Successful Operation

RNC CN

UE SPECIFIC INFORMATION

“INDICATION

Figure 41: UE Specific Information procedure. Successful operation.

The UE SPECIFIC INFORMATION INDICATION message may include the UESBI-Iu IE.

The RNC shall, if supported, use the UESBI-1u |E when received in the UE SPECIFIC INFORMATION INDICATION
message.
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8.34 Direct Information Transfer

8.34.1 General

The purpose of the Direct Information Transfer procedure is to transfer some information from the RNC to the CN or
vice versain unacknowledged mode.

This procedure uses connectionless signalling.
8.34.2 Successful Operation

83421 Direct Information Transfer initiated from the RNC

RNC CN

DIRECT INFORMATION TRANSFER

v

E—— —
Figure 42: Information Request procedure. Successful operation.

The procedure isinitiated with a DIRECT INFORMATION TRANSFER message sent from the RNC to the CN.
The DIRECT INFORMATION TRANSFER message shall include the following | Es:

- Inter-system Information Transfer Type,

- Globa RNC-ID,

- CN Domain Indicator,
The Inter-system Information Transfer Type |E indicates the nature of the transferred information.

When the transferred information is of RIM nature, the RIM Information | E within the RIM Transfer |E shall contain a
BSSGP RIM PDU. The final RAN destination node where the RIM information needs to be routed by the CN shall be
indicated in the RIM Routing Address | E within the RIM Transfer |E and shall include the identity of a GSM cell to
identify atarget BSS.

8.34.2.1.1 Successful Operation for GERAN Iu mode

In the case of a Direct Information Transfer procedure initiated from GERAN Iu mode BSC, the final RAN destination
node where the RIM information needs to be routed by the CN shall be indicated in the RIM Routing Address | E within
the RIM Transfer |E and may include the identity of either a GSM cell to identify atarget BSS or the Global-RNC-1D
|E to identify atarget RNC.
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8.34.2.2 Direct Information Transfer initiated from the CN

CN RNC

DIRECT INFORMATION TRANSFER

v

E—— —
Figure 43: Information Request procedure. Successful operation.

The procedure isinitiated with a DIRECT INFORMATION TRANSFER message sent from the CN to the RNC.
The DIRECT INFORMATION TRANSFER message shall include the following | Es:

- Inter-system Information Transfer Type,

- CN Domain Indicator,
The DIRECT INFORMATION TRANSFER message may include the following IEs:

- Global CN-ID.

The Global CN-ID IE shall be included only when the CN node sending the message is not the default CN node of the
RNC.

The Inter-system Information Transfer Type |E indicates the nature of the transferred information.

When the transferred information is of RIM nature, the RIM Information | E within the RIM Transfer |E shall contain a
BSSGP RIM PDU. The RIM Routing Address I E shall not be present since the RNC is the final destination node.

8.34.3 Abnormal Conditions
Not applicable.

8.35  Uplink Information Transfer

8.35.1 General

The purpose of the Uplink Information Transfer procedure isto transfer some information to the CN.

This procedure uses connectionless signalling.
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8.35.2 Successful Operation

RNC CN

UPLINK INFORMATION
TRANSFER INDICATION

\ 4

UPLINK INFORMATION
TRANSFER CONFIRMATION

A

Figure 44: Uplink Information Transfer procedure. Successful operation.

The procedure isinitiated with an UPLINK INFORMATION TRANSFER INDICATION message sent from the RNC
to the CN.

The UPLINK INFORMATION TRANSFER INDICATION message shall contain the following IEs:
- Information Transfer ID
- Information Transfer Type

CN Domain Indicator

- Global RNC-ID
The Information Transfer Type | E indicates the nature of the information transferred.

When the transferred information relates to a Trace Session in the RNC, the Trace Activation Indicator |E indicates
whether the Trace Session identified by the Trace Reference |E is activated or deactivated in the RNC. In case the Trace
Session is activated, the Equipments To Be Traced |E gives the Equipment Identity of the UEs that the RNC has to
trace.

If the CN node is capable of processing the request, the RNC shall be informed by the UPLINK INFORMATION
TRANSFER CONFIRMATION message. The UPLINK INFORMATION TRANSFER CONFIRMATION message
shall contain the Information Transfer ID |E and the CN Domain Indicator IE. If the RNC has not sent the UPLINK
INFORMATION TRANSFER INDICATION message to the default CN node, the UPLINK INFORMATION
TRANSFER CONFIRMATION message shall aso include the Global CN-ID |E.
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8.35.3 Unsuccessful Operation

RNC CN

UPLINK INFORMATION
TRANSFER INDICATION

\ 4

UPLINK INFORMATION
TRANSFER FAILURE

A

Figure 45: Uplink Information Transfer procedure. Unsuccessful operation.

If the CN node is not capable of correctly processing the request, the RNC shall be informed by the UPLINK
INFORMATION TRANSFER FAILURE message. The UPLINK INFORMATION TRANSFER FAILURE message
shall contain the Information Transfer 1D |E and the CN Domain Indicator IE. If the RNC has not sent the UPLINK
INFORMATION TRANSFER INDICATION message to the default CN node, the UPLINK INFORMATION
TRANSFER FAILURE message shall include the Global CN-ID IE.

8.35.4 Abnormal Conditions

Not Applicable.
9 Elements for RANAP Communication
9.1 Message Functional Definition and Content

9.1.1 General

Subclause 9.1 presents the contents of RANAP messages in tabular format. The corresponding ASN.1 definitionis
presented in subclause 9.3. In case there is contradiction between the tabular format in subclause 9.1 and the ASN.1
definition, the ASN.1 shall take precedence, except for the definition of conditions for the presence of conditional |1Es,
where the tabular format shall take precedence.

NOTE: The messages have been defined in accordance to the guidelines specified in [18].
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9.1.2 Message Contents

9.1.2.1 Presence

All information elements in the message descriptions below are marked mandatory, optional or conditional according to
table 4.

Table 4. Meaning of abbreviations used in RANAP messages

Abbreviation Meaning
M IEs marked as Mandatory (M) shall always be included in the
message.
@) IEs marked as Optional (O) may or may not be included in the
message.
C IEs marked as Conditional (C) shall be included in a message only if
the condition is satisfied. Otherwise the IE shall not be included.

9.1.2.2 Criticality

Each Information Element or Group of Information Elements may have criticality information applied to it.
Following cases are possible:

Table 5: Meaning of content within 'Criticality’ column

Abbreviation Meaning

- No criticality information is applied explicitly.

YES Criticality information is applied. This is usable only for non-
repeatable IEs
GLOBAL The IE and all its repetitions together have one common criticality
information. This is usable only for repeatable IEs.
EACH Each repetition of the IE has its own criticality information. It is not

allowed to assign different criticality values to the repetitions. This is
usable only for repeatable IEs.

9.1.2.3 Range

The Range column indicates the allowed number of copies of repetitive IES/IE groups.

9.1.24 Assigned Criticality

This column provides the actual criticality information as defined in subclause 10.3.2, if applicable.

9.1.3 RAB ASSIGNMENT REQUEST

This message is sent by the CN to request the establishment, modification or release of one or more RABs for the same
UE.

Direction: CN - RNC.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
RABs To Be Setup Or 0] YES ignore
Modified List
>RABs To Be Setup 1lto
Or Modified Item IEs <maxnoofRABs>
>>First Setup Or M Grouping EACH reject
Modify Item reason:
same
criticality
>>>RAB ID M 9.21.2 The same -
RAB ID must
only be
present in
one group.
>>>NAS (@] 9.2.3.18 -
Synchronisation
Indicator
>>>RAB @) 9.2.1.3 Includes all -
Parameters necessary
parameters
for RABs
(both for
MSC and
SGSN)
including
QoS.
>>>User Plane 0] -
Information
>>>>User Plane | M 9.2.1.18 -
Mode
>>>>UP Mode M 9.2.1.19 -
Versions
>>>Transport o -
Layer Information
>>>>Transport M 9.221 -
Layer Address
>>>>|u M 9.2.2.2 -
Transport
Association
>>>Service 0] 9.2.141 -
Handover
>>Second Setup Or | M Grouping EACH ignore
Modify Item reason:
same
criticality
>>> PDP Type @) 9.2.1.40 -
Information
>>>Data Volume o 9.2.1.17 -
Reporting
Indication
>>>DL GTP-PDU 0] 9.2.2.3 -
Sequence Number
>>>UL GTP-PDU 0] 9.2.24 -
Sequence Number
>>>DL N-PDU @) 9.2.1.33 -
Sequence Number
>>>UL N-PDU O 9.2.1.34 -
Sequence Number
>>>Alternative (0] 9.2.1.43 YES ignore
RAB Parameter
Values
>>>GERAN BSC @] 9.2.1.58 YES ignore
Container
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
RABs To Be Released (0] YES ignore
List
>RABs To Be 1to EACH ignore
Released Item |Es <maxnoofRABs>
>>RAB ID M 9.2.1.2 The same -
RAB ID must
only be
present in
one group.
>>Cause M 9.214 -
Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.
9.14 RAB ASSIGNMENT RESPONSE

This message is sent by the RNC to report the outcome of the request from the RAB ASSIGNMENT REQUEST

message.
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Direction: RNC - CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
RABs Setup Or Modified | O YES ignore
List
>RABs Setup Or 1lto EACH ignore
Modified Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 The same -
RAB ID must
only be
present in
one group.
>>Transport Layer (0] 9.221 -
Address
>>|u Transport (0] 9.2.2.2 -
Association
>>DL Data Volumes | O -
>>>Data Volume 1lto -
List <maxnoofVol>
>>>>Unsuccessful | M 9.2.3.12 -
ly Transmitted DL
Data Volume
>>>>Data Volume | O 9.2.3.13 -
Reference
>>Assigned RAB (0] 9.2.1.44 YES ignore
Parameter Values
RABs Released List 0 YES ignore
>RABs Released Item 1lto EACH ignore
IEs <maxnoofRABs>
>>RAB ID M 9.21.2 The same -
RAB ID must
only be
present in
one group.
>>DL Data Volumes | O -
>>>Data Volume 1to -
List <maxnoofVol>
>>>>Unsuccessful | M 9.2.3.12 -
ly Transmitted DL
Data Volume
>>>>Data Volume | O 9.2.3.13 -
Reference
>>DL GTP-PDU o 9.2.2.3 -
Sequence Number
>>UL GTP-PDU o 9.2.2.4 -
Sequence Number
RABs Queued List (0] YES ignore
>RABs Queued Item 1lto EACH ignore
IEs <maxnoofRABs>
>>RAB ID M 9.21.2 The same -
RAB ID must
only be
presentin
one group.
RABs Failed To Setup Or | O YES ignore
Modify List
>RABs Failed To 1lto EACH ignore
Setup Or Modify Item <maxnoofRABs>
IEs
>>RAB ID M 9.2.1.2 The same -
RAB ID must
only be
present in
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one group.
>>Cause M 9.2.14 -
RABs Failed To Release (0] YES ignore
List
>RABs Failed To 1lto EACH ignore
Release Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 The same -
RAB ID must
only be
present in
one group.
>>Cause M 9.2.1.4. -
Criticality Diagnostics ®) 9.2.1.35 YES ignore
GERAN lu mode specific | O This applies YES ignore
RABs Failed To Setup Or only in
Modify List GERAN lu
mode case.
> GERAN Iu mode 1lto EACH ignore
specific RABs Failed To <maxnoofRABs>
Setup Or Modify Item IEs
>>RAB ID M 9.2.1.2 The same -
RAB ID must
only be
presentin
one group.
>>Cause M 9.2.14 -
>>GERAN Classmark 0] 9.2.157 -
Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.
maxnoofVol Maximum no. of reported data volume for one RAB. Value is 2.
9.1.5 RAB RELEASE REQUEST
This message is sent by the RNC to request the CN to release one or more RABs for the same UE.
Direction: RNC — CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES ignore
RABs To Be Released M YES ignore
List
>RABs To Be 1lto EACH ignore
Released Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>Cause M 9.2.14 -
Range bound Explanation

maxnoofRABSs

Maximum no. of RABs for one UE. Value is 256.

9.1.6

IU RELEASE REQUEST

This message is sent by the RNC to request the CN to release the Iu connection.

Direction: RNC - CN.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
Cause M 9.2.1.4 YES ignore
9.1.7 IU RELEASE COMMAND
This message is sent by the CN to order the RNC to release al resources related to the lu connection.
Direction: CN - RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Cause M 9.2.1.4 YES ignore
9.1.8 IU RELEASE COMPLETE
This message is sent by the RNC as a response to the IlU RELEASE COMMAND message.
Direction: RNC - CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
RABs Data Volume (0] YES ignore
Report List
>RABs Data Volume 1lto EACH ignore
Report Item IEs <maxnoofRABs>
>>RAB ID M 9.21.2 -
>>RAB Data (0] -
Volume Report List
>>>RAB Data 1lto -
Volume Report <maxnoofVol>
Item IEs
>>>>Unsuccessfull | M 9.2.3.12 -
y Transmitted DL
Data
Volume
>>>>Data Volume | O 9.2.3.13 -
Reference
RABs Released List (0] YES ignore
>RABs Released Item 1lto EACH ignore
IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>DL GTP-PDU (0] 9.2.2.3 -
Sequence Number
>>UL GTP-PDU (0] 9.2.24 -
Sequence Number
Criticality Diagnostics ©) 9.2.1.35 YES ignore
Range bound Explanation

maxnoofRABS

Maximum no. of RABs for one UE. Value is 256.

maxnoofVol

Maximum no. of reported data volume for one RAB. Value is 2.
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This message is sent by the source RNC to inform the CN that arelocation is to be performed.

Direction: RNC - CN.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
Relocation Type M 9.2.1.23 YES reject
Cause M 9.2.14 YES ignore
Source ID M 9.2.1.24 YES ignore
Target ID M 9.2.1.25 YES reject
MS Classmark 2 C- 9.2.1.26 YES reject
ifGSMtarget
MS Classmark 3 C- 9.2.1.27 YES ignore
ifGSMtarget

Source RNC To Target C- 9.2.1.28 YES reject
RNC Transparent ifUMTStarge
Container t
Old BSS To New BSS (0] 9.2.1.29 Can YES ignore
Information optionally be

used if GSM

target but

not used for

UMTS

target.
GERAN Classmark @) 9.2.1.57 YES ignore

Condition Explanation
ifGSMtarget This IE shall be present if the Target ID IE contains a CGl IE.
ifUMTStarget This IE shall be presentif the Target ID IE contains a Target RNC-ID

IE.

9.1.10 RELOCATION REQUEST

This message is sent by the CN to request the target RNC to all ocate necessary resources for a relocation.

Direction: CN - RNC.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
Permanent NAS UE o 9.23.1 YES ignore
Identity
Cause M 9.2.1.4 YES ignore
CN Domain Indicator M 9.2.15 YES reject
Source RNC To Target M 9.2.1.28 YES reject
RNC Transparent
Container
RABs To Be Setup List o] YES reject
>RABs To Be Setup 1lto EACH reject
Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>NAS o 9.2.3.18 -
Synchronisation
Indicator
>>RAB Parameters M 9.2.1.3 -
>>Data Volume C - ifPS 9.2.1.17 -
Reporting
Indication
>> PDP Type C-ifPS 9.2.1.40 -
Information
>>User Plane M -
Information
>>>User Plane M 9.2.1.18 -
Mode
>>>UP Mode M 9.2.1.19 -
Versions
>>Transport Layer M 9.2.2.1 -
Address
>>|u Transport M 9.2.2.2 -
Association
>>Service Handover | O 9.2.1.41 -
>> Alternative RAB (0] 9.2.1.43 YES Ignore
Parameter Values
>>GERAN BSC O 9.2.1.58 YES Ignore
Container
Integrity Protection @) 9.2.1.11 Integrity YES ignore
Information Protection
Information
includes key
and
permitted
algorithms.
Encryption Information @) 9.2.1.12 Encryption YES ignore
Information
includes key
and
permitted
algorithms.
lu Signalling Connection M 9.2.1.38 YES ignore
Identifier
Global CN-ID ®) 9.2.1.46 YES reject
SNA Access Information (@) 9.2.3.24 YES ignore
UESBI-lu (0] 9.2.1.59 YES ignore
Condition Explanation

IfPS

This IE shall be present if the CN domain indicator IE is set to "PS

domain".
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Range bound

Explanation

maxnoofRABSs

Maximum no. of RABs for one UE. Value is 256.

9.1.11

RELOCATION REQUEST ACKNOWLEDGE

This message is sent by the target RNC to inform the CN about the result of the resource allocation for the requested

relocation.

Direction: RNC - CN.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
Target RNC To Source @) 9.2.1.30 YES ignore
RNC Transparent
Container
RABs Setup List o] YES ignore
>RABs Setup Item 1to EACH reject
IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>Transport Layer @) 9.2.21 IPV6 or IPv4 -
Address address if no
other TLA
included.
IPv4
address if
other TLA
included.
>>|u Transport 0] 9.2.2.2 Related to -
Association TLA above.
>>Assigned RAB (0] 9.2.1.44 YES ignore
Parameter Values
>>Transport Layer (0] 9.221 IPv6 YES ignore
Address address if
included.
>>|u Transport (0] 9.2.2.2 Related to YES ignore
Association TLA above.
RABs Failed To Setup o YES ignore
List
>RABs Failed To 1lto EACH ignore
Setup Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>Cause M 9.2.14 -
Chosen Integrity Protection | O 9.2.1.13 Indicates the YES ignore
Algorithm Integrity
Protection
algorithm
that will be
used by the
target RNC.
Chosen Encryption o 9.2.1.14 Indicates the YES ignore
Algorithm Encryption
algorithm
that will be
used by the
target RNC.
Criticality Diagnostics o 9.2.1.35 YES ignore
New BSS To Old BSS o 9.2.1.47 Defined in YES ignore
Information [11].
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Range bound

Explanation

maxnoofRABSs

Maximum no. of RABs for one UE. Value is 256.

9.1.12

RELOCATION COMMAND

This message is sent by the CN to the source RNC to inform that resources for the relocation are allocated in the target

RNC.

Direction: CN - RNC.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
Target RNC To Source RNC | O 9.2.1.30 YES reject
Transparent Container
L3 Information (@) 9.2.1.31 YES ignore
RABs To Be Released List | O YES ignore
>RABs To Be Released 1to EACH ignore
Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
RABs Subject To Data (0] YES ignore
Forwarding List
>RABs Subject To Data 1to EACH ignore
Forwarding Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>Transport Layer M 9.2.21 IPv6 or IPv4 -
Address address if no
other TLA
included.
IPv4 address
if other TLA
included.
>>|u Transport M 9.2.2.2 Related to -
Association TLA above.
>>Transport Layer (0] 9.2.2.1 IPv6 address YES ignore
Address if included.
>>|u Transport o 9.2.2.2 Related to YES ignore
Association TLA above.
Criticality Diagnostics (@) 9.2.1.35 YES ignore
Inter-System Information (0] 9.2.1.48 YES ignore
Transparent Container
Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.
9.1.13 RELOCATION DETECT
This message is sent by the target RNC to inform the CN that the relocation execution trigger has been received.
Direction: RNC — CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES Ignore
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
9.1.15 RELOCATION PREPARATION FAILURE
This message is sent by the CN to the source RNC if the relocation preparation failed.
Direction: CN - RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Cause M 9.2.14 YES ignore
Criticality Diagnostics o 9.2.1.35 YES ignore
Inter-System Information o 9.2.1.48 YES ignore
Transparent Container
9.1.16 RELOCATION FAILURE
This message is sent by the target RNC to inform the CN that the requested resource alocation failed.
Direction: RNC - CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
Cause M 9.2.1.4 YES ignore
Criticality Diagnostics @) 9.2.1.35 YES ignore
New BSS to Old BSS (0] 9.2.1.47 Defined in YES ignore
Information [11]
GERAN Classmark 0] 9.2.1.57 YES ignore
9.1.17 RELOCATION CANCEL
This message is sent by the source RNC to the CN to cancel an ongoing relocation.
Direction: RNC - CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
Cause M 9.2.1.4 YES ignore
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9.1.18 RELOCATION CANCEL ACKNOWLEDGE

This message is sent by the CN to the source RNC when the relocation has been cancelled.

Direction: CN - RNC.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Criticality Diagnostics ®) 9.2.1.35 YES ignore
9.1.19 SRNS CONTEXT REQUEST
This message is sent by the CN to the source RNC to indicate the PS RABs for which context transfer shall be
performed.
Direction: CN — RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
RABs Subject To Data M YES ignore
Forwarding List
>RABs Subject To 1to EACH reject
Data Forwarding Item <maxnoofRABs>
IEs
>>RAB ID M 9.2.1.2 -
Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.

9.1.20 SRNS CONTEXT RESPONSE
This message is sent by the source RNC as aresponse to SRNS CONTEXT REQUEST message.
Direction: RNC — CN.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
RABs Contexts List @) YES ignore
>RABs Contexts Item 1to EACH ignore
IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>DL GTP-PDU O 9.2.2.3 -
Sequence Number
>>UL GTP-PDU ] 9.2.24 -
Sequence Number
>>DL N-PDU o 9.2.1.33 -
Sequence Number
>>UL N-PDU 0] 9.2.1.34 -
Sequence Number
RABs Contexts Failed To o YES ignore
Transfer List
>RABs Contexts 1lto EACH ignore
Failed To Transfer <maxnoofRABs>
Item IEs
>>RAB ID M 9.2.1.2 -
>>Cause M 9.2.14 -
Criticality Diagnostics o 9.2.1.35 YES ignore
Range bound Explanation

maxnoofRABS

Maximum no. of RABs for one UE. Value is 256.

9.1.21 SRNS DATA FORWARD COMMAND

This message is sent by the CN to the RNC to trigger the transfer of N-PDUs from the RNC to the CN in intersystem
change or in some further cases described in [21].

Direction: CN - RNC.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES ignore
RABs Subject To Data (0] YES ignore
Forwarding List
>RABs Subject To 1lto EACH ignore
Data Forwarding ltem <maxnoofRABs>
IEs
>>RAB ID M 9.2.1.2 -
>>Transport Layer M 9.221 -
Address
>>|u Transport M 9.2.2.2 -
Association
Range bound Explanation

maxnoofRABs

Maximum no. of RABs for one UE. Value is 256.

9.1.22 FORWARD SRNS CONTEXT

This message is sent either by the source RNC to the CN or by the CN to the target RNC to transfer the SRNS Context.

Direction: CN -~ RNC and RNC - CN.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
RAB Contexts List M YES ignore
>RAB Contexts Item 1to EACH ignore
IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>DL GTP-PDU (0] 9.2.2.3 -
Sequence
Number
>>UL GTP-PDU O 9.2.24 -
Sequence
Number
>>DL N-PDU (0] 9.2.1.33 -
Sequence Number
>>UL N-PDU (0] 9.2.1.34 -
Sequence Number
Source RNC PDCP context | O 9.2.1.54 YES ignore
info
Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.
9.1.23 PAGING
This message is sent by the CN to request the UTRAN to page a specific UE.
Direction: CN — RNC.
Signalling bearer mode: Connectionless.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES ignore
CN Domain Indicator M 9.2.15 YES ignore
Permanent NAS UE Identity | M 9.23.1 YES ignore
Temporary UE Identity (0] 9.2.3.2 YES ignore
Paging Area ID (0] 9.2.1.21 YES ignore
Paging Cause 0] 9.2.3.3 YES ignore
Non Searching Indication o] 9.2.1.22 YES ignore
DRX Cycle Length (0] 9.2.1.37 YES ignore
Coefficient
Global CN-ID o 9.2.1.46 YES ignore

9.1.24 COMMON ID

This message is sent by the CN to inform the RNC about the permanent NAS UE identity for a user. It may include

additional information.

Direction: CN - RNC.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES ignore
Permanent NAS UE Identity | M 9.231 YES ignore
SNA Access Information 0] 9.2.3.24 YES ignore
UESBI-lu @) 9.2.1.59 YES ignore
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9.1.25 CN INVOKE TRACE
This message is sent by the CN to reguest the RNC to start atrace recording session.
Direction: CN - RNC.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality

Message Type 9.21.1 YES ignore

M
Trace Type (0] 9.2.1.6 Mandatory YES ignore
for GERAN
lu Mode.
Not
applicable
to UTRAN.

Trace Reference 9.2.1.8 YES ignore

o

9.2.1.7 Mandatory YES ignore
for GERAN
lu Mode.
Not
applicable
to UTRAN.

Trigger ID

UE Identity (0] 9.2.1.9 Mandatory YES ignore
for UTRAN.
Optional for
GERAN lu
Mode.

OoMC ID (0] 9.2.1.10 Mandatory YES ignore
for GERAN
lu Mode.
Not
applicable
to UTRAN.

Trace Propagation (0] 9.2.1.68 Optional for YES ignore
Parameters UTRAN.
Not
applicable
to GERAN
lu Mode.

9.1.26 SECURITY MODE COMMAND

This message is sent by the CN to trigger the integrity and ciphering functions over the radio interface.
Direction: CN — RNC.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
Integrity Protection M 9.2.1.11 Integrity YES reject
Information information
includes
key and
permitted
algorithms.
Encryption Information (0] 9.2.1.12 Encryption YES ignore
information
includes
key and
permitted
algorithms.
Key Status M 9.2.1.36 YES reject
9.1.27 SECURITY MODE COMPLETE
This message is sent by the RNC as a successful response to a SECURITY MODE COMMAND message.
Direction: RNC — CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Chosen Integrity Protection M 9.2.1.13 YES reject
Algorithm
Chosen Encryption @) 9.2.1.14 YES ignore
Algorithm
Criticality Diagnostics (0] 9.2.1.35 YES ignore
9.1.28 SECURITY MODE REJECT
This message is sent by the RNC as an unsuccessful response to a SECURITY MODE COMMAND message.
Direction: RNC — CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
Cause M 9.2.1.4 YES ignore
Criticality Diagnostics (0] 9.2.1.35 YES ignore

9.1.29 LOCATION REPORTING CONTROL

This message is sent by the CN to initiate, modify or stop location reporting from the RNC to the CN.

Direction: CN - RNC.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES ignore
Request Type M 9.2.1.16 YES ignore
Vertical Accuracy Code o 9.2.1.46a YES Ignore
Response Time o 9.2.1.46b YES Ignore
Positioning Priority (@) 9.2.1.46¢ YES Ignore
Client Type (0] 9.2.1.46d YES ignore
9.1.30 LOCATION REPORT
This message is sent by the RNC to the CN with information about the UE location.
Direction: RNC — CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
Area ldentity ®) 9.2.3.10 YES ignore
Cause 0] 9.2.14 YES ignore
Request Type (@) 9.2.1.16 YES ignore
Last Known Service Area (@) 9.2.3.22 YES ignore
Position Data o 9.2.3.27 Optional for YES ignore
UTRAN
only.
Position Data Specific To o 9.2.3.28 Coded as YES ignore
GERAN lu Mode the value
part of the
Positioning
Data IE
defined in
[34].
Optional for
GERAN lu
mode only.
Not
applicable
for UTRAN.
Accuracy Fulfilment o 9.2.3.29 YES ignore
Indicator
9.1.31 DATA VOLUME REPORT REQUEST
This message is sent by the CN to request unsuccessfully transmitted data volumes for specific RABs.
Direction: CN - RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
RABs Data Volume Report | M YES ignore
List
>RABs Data Volume 1lto EACH reject
Report Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
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Range bound Explanation
maxnoofRABSs Maximum no. of RABs for one UE. Value is 256.

9.1.32 DATA VOLUME REPORT

This message is sent by the RNC and informs the CN about unsuccessfully transmitted data volumes for requested
RABs.

Direction: RNC — CN.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
RABs Data Volume Report | O YES ignore
List
>RABs Data Volume 1to EACH ignore
Report Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>RAB Data o -
Volume Report List
>>>RAB Data 1lto -
Volume Report <maxnoofVol>
Item IEs
>>>>Unsuccessf | M 9.2.3.12 -
ully Transmitted
DL Data Volume
>>>>Data o 9.2.3.13 -
Volume
Reference
RABs Failed To Report (0] YES ignore
List
>RABs Failed To Report 1to EACH ignore
Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>Cause M 9.2.14 -
Criticality Diagnostics ®) 9.2.1.35 YES ignore
Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.
maxnoofVol Maximum no. of reported data volume for one RAB. Value is 2.

9.1.33 INITIAL UE MESSAGE

This message is sent by the RNC to transfer the radio interface initial layer 3 message to the CN.
Direction: RNC - CN.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES ignore
CN Domain Indicator M 9.2.15 YES ignore
LAI M 9.2.3.6 YES ignore
RAC C-ifPS 9.2.3.7 YES ignore
SAl M 9.2.3.9 YES ignore
NAS-PDU M 9.2.35 YES ignore
lu Signalling Connection M 9.2.1.38 YES ignore
Identifier
Global RNC-ID M 9.2.1.39 YES ignore
GERAN Classmark o] 9.2.1.57 YES ignore
Condition Explanation

ifPS

This IE shall be present if the CN Domain Indicator IE is set to 'PS

domain'.

9.1.34 DIRECT TRANSFER

This message is sent by both the CN and the RNC and is used for carrying NAS information over the lu interface.

Direction: RNC - CN and CN - RNC.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
NAS-PDU M 9.2.35 YES ignore
LAI ©) 9.2.3.6 YES ignore
RAC ©) 9.2.3.7 YES ignore
SAI 0] 9.2.3.9 YES ignore
SAPI 0] 9.2.3.8 YES ignore
9.1.35 CN INFORMATION BROADCAST REQUEST
Void.
9.1.36 CN INFORMATION BROADCAST CONFIRM
Void.
9.1.37 CN INFORMATION BROADCAST REJECT
Void.
9.1.38 OVERLOAD

This message is sent by either the CN or the RNC to indicate that the control plane of the node is overloaded.
Direction: RNC - CN and CN - RNC.

Signalling bearer mode: Connectionless.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES ignore
Number Of Steps 0] 9.2.1.32 YES ignore
Global RNC-ID ©) 9.2.1.39 YES ignore
CN Domain Indicator 0] 9.2.1.5 YES ignore
Global CN-ID 0] 9.2.1.46 YES ignore
9.1.39 RESET
This message is sent by both the CN and the RNC and is used to request that the other node be reset.
Direction: RNC — CN and CN - RNC.
Signalling bearer mode: Connectionless.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Cause M 9.2.1.4 YES ignore
CN Domain Indicator M 9.2.15 YES reject
Global RNC-ID ©) 9.2.1.39 YES ignore
Global CN-ID 0] 9.2.1.46 YES ignore
9.1.40 RESET ACKNOWLEDGE
This message is sent by both the CN and the RNC as aresponse to a RESET message.
Direction: RNC — CN and CN - RNC.
Signalling bearer mode: Connectionless.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
CN Domain Indicator M 9.2.1.5 YES reject
Criticality Diagnostics o] 9.2.1.35 YES ignore
Global RNC-ID @) 9.2.1.39 YES ignore
Global CN-ID o 9.2.1.46 YES ignore

9.1.41 ERROR INDICATION

This message is sent by both the CN and the RNC and is used to indicate that some error has been detected in the node.

Direction: RNC - CN and CN - RNC.

Signalling bearer mode: Connection oriented or connectionless.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned

reference description Criticality
Message Type M 9.2.11 YES ignore
Cause 0] 9.2.14 YES ignore
Criticality Diagnostics (0] 9.2.1.35 YES ignore
CN Domain Indicator (@) 9.2.1.5 YES ignore
Global RNC-ID (0] 9.2.1.39 YES ignore
Global CN-ID o] 9.2.1.46 YES ignore
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
Trace Reference M 9.2.1.8 YES ignore
Trigger ID (0] 9.2.1.7 Optional for | YES ignore
GERAN lu
Mode.
Not
applicable to
UTRAN.

9.1.43 RANAP RELOCATION INFORMATION

This message is part of a special RANAP Relocation Information procedure, and is sent between RNCs during
Relocation.

Direction: RNC - RNC.

Signalling bearer mode: Not applicable.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES ignore
Direct Transfer (0] YES ignore
Information List
>Direct Transfer 1 to <maxnoofDT> Information EACH ignore
Information Item IEs received in
one or more
DIRECT
TRANSFER
messages
and that
needs to be
transferred
to target
RNC for
further
transmissio
n to the UE.
>>NAS-PDU M 9.2.35 -
>>SAP| M 9.2.3.8 -
>>CN Domain M 9.2.15 -
Indicator
RAB Contexts List @) YES ignore
>RAB Contexts Item IEs 1lto EACH ignore
<maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>DL GTP-PDU 0] 9.2.2.3 -
Sequence Number
>>UL GTP-PDU 0] 9.2.24 -
Sequence Number
>>DL N-PDU o 9.2.1.33 -
Sequence Number
>>UL N-PDU (@] 9.2.1.34 -
Sequence Number
Source RNC PDCP context O 9.2.1.54 YES ignore
info
Range bound Explanation

maxnoofDT

Maximum no. of DT information. Value is 15.

maxnoofRABS

Maximum no. of RABs for one UE. Value is 256.

9.1.44 RESET RESOURCE

This message is sent by either the CN or the RNC. The sending entity informs the receiving entity that it requests the
receiving entity to release resources and references associated to the lu signalling connection identifiers of the message.

Direction: RNC - CN and CN — RNC.

Signalling bearer mode: Connectionless.

ETSI




3GPP TS 25.413 version 6.2.0 Release 6 95 ETSI TS 125 413 V6.2.0 (2004-06)
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
CN Domain Indicator M 9.2.15 YES reject
Cause M 9.2.14 YES ignore
Reset Resource List M YES ignore
>Reset Resource Item 1lto EACH reject
IEs <maxnoofluSigCo
nlds>
>>|u Signalling M 9.2.1.38 -
Connection Identifier
Global RNC-ID o 9.2.1.39 YES ignore
Global CN-ID (@) 9.2.1.46 YES ignore
Range bound Explanation

maxnoofluSigConlds

Maximum no. of lu signalling connection identifiers. Value is 250.
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9.1.45 RESET RESOURCE ACKNOWLEDGE

This message is sent by either the CN or the RNC to inform the RNC or the CN that the RESET RESOURCE message

has been received.
Direction: RNC - CN and CN - RNC.

Signalling bearer mode: Connectionless.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
CN Domain Indicator M 9.2.15 YES reject
Reset Resource List M YES ignore
>Reset Resource 1lto This list EACH reject
Item IEs <maxnoofluSigCo shall be in
nids> the same
order as the
list received
in the
RESET
RESOURC
E message.
>>|u Signalling M 9.2.1.38 -
Connection
Identifier
Global RNC-ID @) 9.2.1.39 YES ignore
Criticality Diagnostics ©) 9.2.1.35 YES ignore
Global CN-ID 0] 9.2.1.46 YES ignore
Range bound Explanation

maxnoofluSigConlds

Maximum no. of lu signalling connection identifiers. Value is 250.

9.1.46 RAB MODIFY REQUEST

This message is sent by the RNC to the CN to request modification of one or more RABs for the same UE.

Direction: RNC - CN.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES Ignore
RABs To Be Modified List M YES Ignore
>RABs To Be Modified 1lto EACH Ignore
Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 Uniquely -
identifies the
RAB for a
specific CN

domain, for a
particular UE.
>> Requested RAB M 9.2.1.45 Includes RAB -
Parameter Values parameters for
which different
values than
what was
originally
negotiated are
being
requested.

Range bound Explanation
maxnoofRABS Maximum no. of RABs for one UE. Value is 256.

9.1.47 LOCATION RELATED DATA REQUEST

This message is sent by the CN either to initiate delivery of dedicated assistance data from the RNC to the UE, or to
retrieve deciphering keys for the broadcast assistance data.

Direction: CN - RNC.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
Location Related Data @) 9.2.3.19 Mandatory YES reject
Request Type for UTRAN.
Optional for
GERAN lu
Mode.
Location Related Data @) 9.2.3.26 Optional for YES reject
Request Type Specific To GERAN lu
GERAN Ilu Mode Mode only.
Not
applicable
for UTRAN.

9.1.48 LOCATION RELATED DATA RESPONSE
This message is sent by the RNC as a successful responseto aLOCATION RELATED DATA REQUEST message.

Direction: RNC - CN.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
Broadcast Assistance Data (0] 9.2.3.20 YES ignore
Deciphering Keys
Criticality Diagnostics o 9.2.1.35 YES ignore

9.1.49

LOCATION RELATED DATA FAILURE

This message is sent by the RNC to report an unsuccessful responseto a LOCATION RELATED DATA REQUEST

message.
Direction: RNC - CN.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
Cause M 9.2.14 YES ignore
Criticality Diagnostics (0] 9.2.1.35 YES ignore
9.1.50 INFORMATION TRANSFER INDICATION
This message is sent by the CN to transfer information to an RNC.
Direction: CN - RNC.
Signalling bearer mode: Connectionless.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Information Transfer ID M 9.2.1.55 YES reject
Provided Data M 9.2.1.56 YES reject
CN Domain Indicator M 9.2.15 YES reject
Global CN-ID 0] 9.2.1.46 YES ignore
9.1.51 INFORMATION TRANSFER CONFIRMATION

This message is sent by the RNC as a successful response to an INFORMATION TRANSFER INDICATION message.

Direction: RNC - CN.

Signalling bearer mode: Connectionless.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
Information Transfer ID M 9.2.1.55 YES ignore
CN Domain Indicator M 9.2.1.5 YES ignore
Criticality Diagnostics ©) 9.2.1.35 YES ignore
Global RNC-ID M 9.2.1.39 YES ignore
9.1.52 INFORMATION TRANSFER FAILURE

This message is sent by the RNC as an unsuccessful response to an INFORMATION TRANSFER INDICATION

message.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Information Transfer ID M 9.2.1.55 YES ignore
CN Domain Indicator M 9.2.15 YES ignore
Cause M 9.2.14 YES ignore
Criticality Diagnostics o] 9.2.1.35 YES ignore
Global RNC-ID M 9.2.1.39 YES ignore
9.1.53 UE SPECIFIC INFORMATION INDICATION
This message is sent by the CN to inform the RNC about information related to this connection.
Direction: CN - RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
UESBI-lu ©) 9.2.1.59 YES ignore
9.1.54 DIRECT INFORMATION TRANSFER
This message is sent by both the RNC and the CN in order to transfer specific information.
Direction: RNC — CN and CN — RNC.
Signalling bearer mode: Connectionless.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES Ignore
Inter-system Information (0] 9.2.1.62 YES Ignore
Transfer Type
CN Domain Indicator M 9.2.15 YES Ignore
Global RNC-ID (@) 9.2.1.39 YES Ignore
Global CN-ID 0] 9.2.1.46 YES Ignore

9.1.55 UPLINK INFORMATION TRANSFER INDICATION

This message is sent by the RNC to the CN in order to transfer specific information. The nature of the information to be

transferred is indicated within the Information Transfer Type IE.

Direction: RNC - CN.

Signalling bearer mode: Connectionless.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Information Transfer ID M 9.2.1.55 YES reject
Information Transfer Type M 9.2.1.63 YES reject
CN Domain Indicator M 9.2.15 YES reject
Global RNC-ID M 9.2.1.39 YES reject
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9.1.56 UPLINK INFORMATION TRANSFER CONFIRMATION

This message is sent by the CN to the RNC as a successful response to the UPLINK INFORMATION TRANSFER

INDICATION message.

Direction: CN - RNC.

Signalling bearer mode: Connectionless.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Information Transfer ID M 9.2.1.55 YES ignore
CN Domain Indicator M 9.2.15 YES Ignore
Global CN-ID 6] 9.2.1.39 YES Ignore
Criticality Diagnostics ®) 9.2.1.35 YES ignore

9.1.57 UPLINK INFORMATION TRANSFER FAILURE

This message is sent by the CN to the RNC as an unsuccessful response to the UPLINK INFORMATION TRANSFER
INDICATION message.

Direction: CN - RNC.

Signalling bearer mode: Connectionless.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
Information Transfer ID M 9.2.1.55 YES Ignore
CN Domain Indicator M 9.2.1.5 YES ignore
Global CN-ID 0] 9.2.1.39 YES ignore
Cause M 9.2.14 YES ignore
Criticality Diagnostics ®) 9.2.1.35 YES ignore
9.2 Information Element Definitions

9.2.0

Subclause 9.2 presents the RANAP | E definitions in tabular format. The corresponding ASN.1 definition is presented in
subclause 9.3. In case there is contradiction between the tabular format in subclause 9.2 and the ASN.1 definition, the
ASN.1 shall take precedence, except for the definition of conditions for the presence of conditional elements, where the
tabular format shall take precedence.

General

When specifying information elements which are to be represented by bitstrings, if not otherwise specifically stated in
the semantics description of the concerned | E or elsewhere, the following principle applies with regards to the ordering
of bits:

- Thefirst bit (Ieftmost bit) contains the most significant bit (MSB);
- Thelast hit (rightmost bit) contains the least significant bit (LSB);

- When importing bitstrings from other specifications, the first bit of the bitstring contains the first bit of the
concerned information;
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9.2.1 Radio Network Layer Related IEs

9.2.1.1 Message Type
The Message Type | E uniquely identifies the message being sent. It is mandatory for all messages.
IE/Group Name Presence | Range | IEtype and reference Semantics description
Message Type Assumed max no of messages
is 256.
>Procedure Code M (RAB Assignment,

RAB Release Request,
lu Release Request,
lu Release,

Relocation Preparation,
Relocation Resource
Allocation,

Relocation Detect,
Relocation Complete
Relocation Cancel,
SRNS Context
Transfer,

SRNS Data Forwarding
Initiation,

SRNS Context
Forwarding from
Source RNC to CN,
SRNS Context
Forwarding to Target
RNC from CN,

Paging,

Common ID,

CN Invoke Trace,
Security Mode Control,
Location Reporting
Control

Location Report,

Data Volume Report,
Initial UE Message
Direct Transfer,
Overload Control,
Reset,

Error Indication,

CN Deactivate Trace,
RANAP Relocation
Information,

Reset Resource,

RAB Modify Request,
Location Related Data,
Information Transfer,
UE Specific
Information,

Direct Information
Transfer,

Uplink Information
Transfer)

>Type of Message M CHOICE

(Initiating Message,
Successful Outcome,
Unsuccessful Outcome,
Outcome, ...)
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9.21.2 RAB ID

This element uniquely identifies a radio access bearer for a specific CN domain for a particular UE, which makes the
RAB ID unique over one lu connection. The RAB ID shall remain the same for the duration of the RAB even when the
RAB isrelocated to another |u connection.

The purpose of the element is to bind data stream from the Non Access Stratum point of view (e.g. bearer of call or PDP
context) and radio access bearer in Access Stratum. The value is also used in the RNC to relate Radio Bearersto a
RAB. The content of thisinformation element is transferred unchanged from the CN node (i.e. MSC or SGSN) viathe
RNC to the UE by RANAP messages and RRC messages. For RRC messages refer to [10].

The element contains binary representation of either the Stream Identifier (SI) for CS domain or the Network Service
Access Point Identifier (NSAPI) for PS domain. These identifiers are coded in the RAB ID element in accordance with

the coding of the Stream Identifier 1E and with the coding of the NSAPI IE in [8].

IE/Group Name Presence Range IE type and Semantics description
reference
RAB ID M BIT STRING
(8)
9.2.1.3 RAB Parameters

The purpose of the RAB parameters | E group and other parameters within the RAB parameters | E group isto indicate
al RAB attributes as defined in [7] for both directions.

IE/Group Name Presence Range IE type and Semantics description
reference
RAB parameters
>Traffic Class M ENUMERATED | Desc.: This IE indicates the type
(conversational, | of application for which the
streaming, Radio Access Bearer service is
interactive, optimised
background, ...)
>RAB Asymmetry M ENUMERATED Desc.: This IE indicates
Indicator (Symmetric asymmetry or symmetry of the
bidirectional, RAB and traffic direction
Asymmetric Uni
directional
downlink,
Asymmetric Uni
directional
Uplink,
Asymmetric
Bidirectional, ...)
>Maximum Bit Rate M 1 to <nbr- INTEGER Desc.: This IE indicates the
SeparateTrafficDir | (1..16,000,000) maximum number of bits
ections> delivered by UTRAN and to
UTRAN at a SAP within a period
of time, divided by the duration
of the period.
The unit is: bit/s
Usage:
When nbr-
SeparateTrafficDirections is
equal to 2, then Maximum Bit
Rate attribute for downlink is
signalled first, then Maximum Bit
Rate attribute for uplink
>Guaranteed Bit Rate C- 0 to <nbr- INTEGER Desc.: This IE indicates the
iftrafficCon | SeparateTrafficDir | (0..16,000,000) | guaranteed number of bits
v-Stream ections> delivered at a SAP within a
period of time (provided that
there is data to deliver), divided
by the duration of the period.
The unit is: bit/s
Usage:
1.  When nbr-
SeparateTrafficDirections is
equal to 2, then
Guaranteed Bit Rate for
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IE/Group Name

Presence

Range

IE type and
reference

Semantics description

RAB parameters

downlink is signalled first,
then Guaranteed Bit Rate
for uplink

2. Delay and reliability
attributes only apply up to
the guaranteed bit rate

3. Conditional valuefor the
case of Support Mode for
pre-defined SDU sizes:
Set to highest not rate
controllable bitrate, where
bitrate is either
— one of the RAB subflow
combination bitrate IEs
(when present)
or
— one of the calculated
values given when dividing
the compound Subflow
combination SDU sizes by
the value of the IE
Maximum SDU Size and
then multiplying this result
by the value of the IE
Maximum Bit Rate.

>Delivery Order

ENUMERATED
(delivery order
requested,
delivery order
not requested)

Desc: This IE indicates whether
the RAB shall provide in-
sequence SDU delivery or not
Usage:

Delivery order requested: in
sequence delivery shall be
guaranteed by UTRAN on all
RAB SDUs

Delivery order not requested: in
sequence delivery is not
required from UTRAN

>Maximum SDU Size

INTEGER
(0..32768)

Desc.: This IE indicates the
maximum allowed SDU size
The unit is: bit.

Usage:

Conditional value:

Set to largest RAB Subflow
Combination compound SDU
size (when present) among the
different RAB Subflow
Combinations

>SDU parameters

1lto

<maxRABSubflow

S>

See below

Desc.: This IE contains the
parameters characterizing the
RAB SDUs

Usage

Given per subflow with first
occurence corresponding to
subflow#1 etc...

>Transfer Delay

C_
iftrafficCon
v-Stream

INTEGER
(0..65535)

Desc.: This IE indicates the
maximum delay for 95th
percentile of the distribution of
delay for all delivered SDUs
during the lifetime of a RAB,
where delay for an SDU is
defined as the time from a
request to transfer an SDU at
one SAP to its delivery at the
other SAP

The unit is: millisecond.
Usage:

>Traffic Handling Priority

C -
iftrafficinter
activ

INTEGER
{spare (0),
highest (1), ..,
lowest (14), no
priority (15)}

Desc.: This IE specifies the
relative importance for handling
of all SDUs belonging to the
radio access bearer compared
to the SDUs of other bearers
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IE/Group Name

Presence

Range

IE type and
reference

Semantics description

RAB parameters

(0..15)

Usage.

Values between 1 and 14 are
ordered in decreasing order of
priority, '1' being the highest and
'14' the lowest.

Value 0 shall be treated as a
logical error if received.

>Signalling Indication

ENUMERATED
(signalling, ...)

Desc.: Indicates the signalling
nature of the submitted SDUSs.
Usage:

>Allocation/Retention
priority

See below

Desc.: This IE specifies the
relative importance compared to
other Radio access bearers for
allocation and retention of the
Radio access bearer.

Usage:

If this IE is not received, the
request is regarded as it cannot
trigger the pre-emption process
and it is vulnerable to the pre-
emption process.

>Source Statistics
Descriptor

C_
iftrafficCon
v-Stream

ENUMERATED
(speech,
unknown, ...)

Desc.: This IE_specifies
characteristics of the source of
submitted SDUs

Usage:

>Relocation
Requirement

o

ENUMERATED
(lossless, none,
..., realtime)

This IE shall be present for
RABSs towards the PS domain,
otherwise it shall not be present.
Desc.: This IE_is no longer used.
Usage.

It shall always be set to 'none'
when sent and it shall always be
ignored when received.

Range Bound

Explanation

nbr-SeparateTrafficDirection

Number of Traffic Directions being signalled

separately.

Set to 2 if RAB asymmetry indicator is
asymmetric bidirectional.
Set to 1 in all other cases.

Range Bound

Explanation

maxRABSubflows

Maximum number of Subflows per RAB. Value

is7

Condition

Explanation

IftrafficConv-Stream

This IE shall be present if the Traffic Class IE is set to
‘Conversational' or 'Streaming'

Iftrafficinteractiv

This IE shall be present if the Traffic Class IE is set to 'Interactive'

IE/Group Name Presence Range IE type and Semantics description
reference
SDU parameters
> SDU Error Ratio C- Desc.: This IE indicates the
ifErroneou fraction of SDUs lost or detected
sSDU as erroneous.

This is a Reliability attribute
Usage:

The attribute is coded as follows:
Mantissa * 10 ~ o
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>>Mantissa M INTEGER (1..9)

>>Exponent M INTEGER (1..6)

>Residual Bit Error M Desc.: This IE indicates the
Ratio undetected bit error ratio for
each subflow in the delivered
SDU.

This is a Reliability attribute.
Usage:

The attribute is coded as follows:
Mantissa * 10 ~ P

>>Mantissa M INTEGER (1..9)

>>Exponent M INTEGER (1..8)

>Delivery Of Erroneous M ENUMERATED Desc.: This IE indicates whether
SDU (yes, no, no- SDUs with detected errors shall
error-detection- be delivered or not. In case of
consideration) unequal error protection, the
attribute is set per subflow
This is a Reliability attribute
Usage:
Yes: error detection applied,
erroneous SDU delivered
No. Error detection is applied ,
erroneous SDU discarded
no-error-detection-consideration:
SDUs delivered without
considering error detection.
If the RNC receives this IE set to
"Yes" and the User Plane Mode
IE is set to "transparent mode", it
should consider it as "no-error-
detection-consideration".
>SDU format (@) 1to See below Desc.: This IE contains the list
information Parameter <maxRABSubflow of possible exact sizes of SDUs
Combinations> and/or RAB Subflow
Combination bit rates.
Given per RAB Subflow
Combination with first occurence
corresponding to RAB Subflow
Combination number 1.
It shall always be present for
rate controllable RABs.

Range Bound Explanation
maxRABSubflowCombinations Maximum number of RAB Subflow
Combinations. Value is 64.

Condition Explanation
IfErroneousSDU This IE shall be present if the Delivery Of Erroneous SDU IE is set
to 'Yes' or 'No'.
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IE/Group Name Presence Range IE type and Semantics description
reference
SDU Format Information At least one of the Subflow SDU
Parameter size |IE and the RAB Subflow

Combination bit rate IE shall be
present when SDU format
information Parameter IE is
present.

For the case subflow SDUs are
transmitted at constant time
interval, only one of the two IEs
shall be present.

Whenever only one IE is included,
it shall be the same for all RAB
Subflow Combinations.

>Subflow SDU Size (0] INTEGER Desc.: This IE indicates the exact
(0..4095) size of the SDU.
The unit is: bit.
Usage:

This IE is only used for RABs that
have predefined SDU size(s). It
shall be present for RABs having
more than one subflow.

For RABs having only one
subflow, this IE shall be present
only when the RAB is rate
controllable and the SDU size of
some RAB Subflow
Combination(s) is different than
the IE Maximum SDU Size.

When this IE is not present and
SDU format information Parameter
is present, then the Subflow SDU
size for the only existing subflow
takes the value of the IE Maximum

SDU size.
>RAB Subflow (@] INTEGER Desc.: This IE indicates the RAB
Combination Bit Rate (0..16,000,000 | Subflow Combination bit rate.
) The unit is: bit/s.
Usage:

When this IE is not present and
SDU format information parameter
is present then all Subflow SDUs
are transmitted (when there is data
to be transmitted) at a constant
time interval.

The value of this IE shall not
exceed the maximum value of the
|IEs "Maximum Bit Rate".

The value 0 of RAB Subflow
Combination bitrate indicates that
the RAB uses discontinuous
transfer of the SDUs.
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IE/Group Name Presence Range IE type and Semantics description
reference
Allocation/Retention
Priority
>Priority Level M INTEGER Desc.: This IE indicates the
{spare (0), priority of the request.
highest (1), .., Usage:
lowest (14), no | Values between 1 and 14 are
priority (15)} ordered in decreasing order of
(0..15) priority, '1' being the highest and
'14' the lowest.
Value 0 shall be treated as a
logical error if received.
The priority level and the
preemption indicators may be
used to determine whether the
request has to be performed
unconditionally and immediately
>Pre-emption Capability M ENUMERATE Descr.: This IE indicates the pre-
D(shall not emption capability of the request
trigger pre- on other RABs
emption, may Usage:
trigger pre- The RAB shall not pre-empt other
emption) RABs or, the RAB may pre-empt
other RABs
The Pre-emption Capability
indicator applies to the allocation
of resources for a RAB and as
such it provides the trigger to the
pre-emption procedures/processes
of the RNS.
>Pre-emption M ENUMERATE Desc.: This IE indicates the
Vulnerability D(not pre- vulnerability of the RAB to
emptable, preemption of other RABs.
pre-emptable) | Usage:
The RAB shall not be pre-empted
by other RABs or the RAB may be
pre-empted by other RABs.
Pre-emption Vulnerability indicator
applies for the entire duration of
the RAB, unless modified and as
such indicates whether the RAB is
a target of the pre-emption
procedures/processes of the RNS
>Queuing Allowed M ENUMERATE Desc.: This IE indicates whether
D(queuing not | the request can be placed into a
allowed, resource allocation queue or not.
queuing Usage:
allowed) Queuing of the RAB is allowed

Queuing of the RAB is not allowed
Queuing allowed indicator applies
for the entire duration of the RAB,
unless modified.

9214 Cause

The purpose of the Cause |E isto indicate the reason for a particular event for the RANAP protocol.
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IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Choice Cause

Cause

>Radio Network Layer

INTEGER
(RAB pre-
empted(1),

Trelocoverall
Expiry(2),

Trelocprep
Expiry(3),

Treloccomplete
Expiry(4),

Tqueuing
Expiry(5),

Relocation
Triggered(6),

Unable to
Establish During
Relocation(8),

Unknown Target
RNC(9),

Relocation
Cancelled(10),

Successful
Relocation(11),

Requested
Ciphering and/or
Integrity
Protection
Algorithms not
Supported(12),

Conflict with
already existing
Integrity protection
and/or Ciphering
information (13),

Failure in the
Radio Interface
Procedure(14),

Release due to
UTRAN
Generated
Reason(15),

User
Inactivity(16),

Time Critical
Relocation(17),

Requested Traffic
Class not
Available(18),

Invalid RAB
Parameters
Value(19),

Value range is 1 — 64.
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IE/Group Name Presence Range IE type and Semantics description
reference

Choice Cause

Requested
Maximum Bit Rate
not Available(20),

Requested
Maximum Bit Rate
for DL not
Available(33),

Requested
Maximum Bit Rate
for UL not
Available(34),

Requested
Guaranteed Bit
Rate not
Available(21),

Requested
Guaranteed Bit
Rate for DL not
Available(35),

Requested
Guaranteed Bit
Rate for UL not
Available(36),

Requested
Transfer Delay not
Achievable(22),

Invalid RAB
Parameters
Combination(23),

Condition
Violation for SDU
Parameters(24),

Condition
Violation for
Traffic Handling
Priority(25),

Condition
Violation for
Guaranteed Bit
Rate(26),

User Plane
Versions not
Supported(27),

lu UP Failure(28),

TRELOCalloc
Expiry (7),

Relocation Failure
in Target CN/RNC
or Target System
(29),

Invalid RAB
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IE/Group Name Presence Range IE type and Semantics description
reference
Choice Cause
ID(30),
No remaining
RAB(31),

Interaction with
other
procedure(32),

Repeated Integrity
Checking
Failure(37),

Requested
Request Type not
supported(38),

Request
superseded(39),

Release due to
UE generated
signalling
connection
release(40),

Resource
Optimisation
Relocation(41),

Requested
Information Not
Available(42),

Relocation
desirable for radio
reasons (43),

Relocation not
supported in
Target RNC or
Target
system(44),

Directed Retry
(45)l

Radio Connection
With UE Lost(46),

RNC unable to
establish all RFCs
47),

Deciphering Keys
Not Available(48),

Dedicated
Assistance data
Not Available(49),

Relocation Target
not allowed(50),

Location
Reporting
Congestion(51),
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IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Choice Cause

Reduce Load in
Serving Cell (52),

No Radio
Resources
Available in
Target cell (53),

GERAN lu-mode
failure (54),

Access Restricted
Due to Shared
Networks(55),

Incoming
Relocation Not
Supported Due To
PUESBINE
Feature(56))
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IE/Group Name Presence Range IE type and Semantics description
reference

Choice Cause
>Transport Layer Cause INTEGER Value range is 65 — 80.

(

Signalling

Transport

Resource

Failure(65),

lu Transport
Connection Failed
to Establish(66))
>NAS Cause INTEGER Value range is 81 — 96.
(User Restriction
Start
Indication(81),

User Restriction
End
Indication(82),

Normal
Release(83))
>Protocol Cause INTEGER Value range is 97 — 112.
(Transfer Syntax
Error(97),

Semantic Error
(98),

Message not
compatible with
receiver state
(99),

Abstract Syntax
Error (Reject)
(100),

Abstract Syntax
Error (Ignore and
Notify) (101),

Abstract Syntax
Error (Falsely
Constructed
Message) (102))

>Miscellaneous Cause INTEGER Value range is 113 — 128.
(0&M
Intervention(113),

No Resource
Available(114),

Unspecified
Failure(115),
Network
Optimisation(116))
>Non-standard Cause INTEGER Value range is 129 — 256.
Cause value 256 shall not be
0 used.

The meaning of the different cause values is described in the following table. In general, "not supported” cause values
indicate that the related capability is missing. On the other hand, "not available" cause values indicate that the related
capability is present, but insufficient resources were available to perform the requested action.
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Radio Network Layer cause

Meaning

Deciphering Keys Not Available

The action failed because RNC is not able to provide
requested deciphering keys.

Conflict with already existing
Integrity protection and/or Ciphering
information

The action was not performed due to that the requested
security mode configuration was in conflict with the already
existing security mode configuration.

Condition Violation For Guaranteed
Bit Rate

The action was not performed due to condition violation for
guaranteed bit rate.

Condition Violation For SDU
Parameters

The action was not performed due to condition violation for
SDU parameters.

Condition Violation For Traffic
Handling Priority

The action was not performed due to condition violation for
traffic handling priority.

Dedicated Assistance data Not
Available

The action failed because RNC is not able to successfully
deliver the requested dedicated assistance data to the UE.

Directed Retry

The reason for action is Directed Retry

Failure In The Radio Interface
Procedure

Radio interface procedure has failed.

Incoming Relocation Not Supported
Due To PUESBINE Feature

The incoming relocation cannot be accepted by the target
RNC because of the PUESBINE feature.

Interaction With Other Procedure

Relocation was cancelled due to interaction with other
procedure.

Invalid RAB ID The action failed because the RAB ID is unknown in the RNC.
Invalid RAB Parameters The action failed due to invalid RAB parameters combination.
Combination

Invalid RAB Parameters Value

The action failed due to invalid RAB parameters value.

lu UP Failure

The action failed due to lu UP failure.

No remaining RAB

The reason for the action is no remaining RAB.

RAB Pre-empted

The reason for the action is that RAB is pre-empted.

Radio Connection With UE Lost

The action is requested due to losing radio connection to the
UE

Release Due To UE Generated
Signalling Connection Release

Release requested due to UE generated signalling connection
release.

Release Due To UTRAN Generated
Reason

Release is initiated due to UTRAN generated reason.

Relocation Cancelled

The reason for the action is relocation cancellation.

Relocation Desirable for Radio
Reasons

The reason for requesting relocation is radio related.

Relocation Failure In Target
CN/RNC Or Target System

Relocation failed due to a failure in target CN/RNC or target
system.

Relocation Not Supported In Target
RNC Or Target System

Relocation failed because relocation was not supported in
target RNC or target system.

Relocation Target not allowed

Relocation to the indicated target cell is not allowed for the UE
in question.

Relocation Triggered

The action failed due to relocation.

Repeated Integrity Checking Failure

The action is requested due to repeated failure in integrity
checking.

Request Superseded

The action failed because there was a second request on the
same RAB.

Requested Ciphering And/Or
Integrity Protection Algorithms Not
Supported

The UTRAN or the UE is unable to support the requested
ciphering and/or integrity protection algorithms.

Requested Guaranteed Bit Rate For
DL Not Available

The action failed because requested guaranteed bit rate for
DL is not available.

Requested Guaranteed Bit Rate For
UL Not Available

The action failed because requested guaranteed bit rate for
UL is not available.

Requested Guaranteed Bit Rate Not
Available

The action failed because requested guaranteed bit rate is not
available.

Requested Information Not
Available

The action failed because requested information is not
available.

Requested Maximum Bit Rate For
DL Not Available

The action failed because requested maximum bit rate for DL
is not available.

Requested Maximum Bit Rate For
UL Not Available

The action failed because requested maximum bit rate for UL
is not available.

Requested Maximum Bit Rate Not
Available

The action failed because requested maximum bit rate is not
available.

Requested Request Type Not
Supported

The RNC is not supporting the requested location request
type either because it doesn"t support the requested event or
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it doesn"t support the requested report area.

Location Reporting Congestion

The action was not performed due to an inability to support
location reporting caused by overload.

Requested Traffic Class Not
Available

The action failed because requested traffic class is not
available.

Requested Transfer Delay Not
Achievable

The action failed because requested transfer delay is not
achievable.

Resource Optimisation Relocation

The reason for requesting relocation is resource optimisation.

Successful Relocation

The reason for the action is completion of successful
relocation.

Time Critical Relocation

Relocation is requested for time critical reason i.e. this cause
value is reserved to represent all critical cases where the
connection is likely to be dropped if relocation is not
performed.

Toueuing EXpiry

The action failed due to expiry of the timer Toueuing.

TrELOCalloc EXPiry

Relocation Resource Allocation procedure failed due to expiry
of the timer TreLocalloc.

TRrELOCcomplete EXPIrY

The reason for the action is expiry of timer TreiLoccomplete-

TrELOCOverall EXPiry

The reason for the action is expiry of timer TreLocoverall-

TreLocprep EXpiry

Relocation Preparation procedure is cancelled when timer
TRELOCprep EXpiI’ES.

Unable To Establish During
Relocation

RAB failed to establish during relocation because it cannot be
supported in the target RNC.

Unknown Target RNC

Relocation rejected because the target RNC is not known to
the CN.

User Inactivity

The action is requested due to user inactivity on one or
several non real time RABs e.g. in order to optimise radio
resource.

User Plane Versions Not Supported

The action failed because requested user plane versions were
not supported.

RNC unable to establish all RFCs

RNC couldn"t establish all RAB subflow combinations
indicated within the RAB Parameters IE.

Reduce Load in Serving Cell

Load on serving cell needs to be reduced.

No Radio Resources Available in
Target Cell

Load on target cell is too high.

GERAN lu-mode failure

The RAB establishment/modification/relocation failed because
the GERAN BSC cannot provide an appropriate RAB due to
limited capabilities within GERAN.

Access Restricted Due to Shared
Networks

Access is not permitted in the cell due to Shared Networks.

Transport Layer cause

Meaning

lu Transport Connection Failed to
Establish

The action failed because the lu Transport Network Layer
connection could not be established.

Signalling Transport Resource
Failure

Signalling transport resources have failed (e.g. processor
reset).

NAS cause

Meaning

Normal Release

The release is normal.

User Restriction Start Indication

A location report is generated due to entering a classified area
set by O&M.

User Restriction End Indication

A location report is generated due to leaving a classified area
set by O&M.
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Protocol cause

Meaning

Abstract Syntax Error (Reject)

The received message included an abstract syntax error and
the concerning criticality indicated "reject".

Abstract Syntax Error (Ignore And
Notify)

The received message included an abstract syntax error and
the concerning criticality indicated "ignore and notify".

Abstract Syntax Error (Falsely
Constructed Message)

The received message contained IEs or IE groups in wrong
order or with too many occurrences.

Message Not Compatible With
Receiver State

The received message was not compatible with the receiver

ETSI TS 125 413 V6.2.0 (2004-06)

state.

Semantic Error

The received message included a semantic error.

Transfer Syntax Error

The received message included a transfer syntax error.

Miscellaneous cause

Meaning

Network Optimisation

The action is performed for network optimisation.

No Resource Available

No requested resource is available.

O&M Intervention

The action is due to O&M intervention.

Unspecified Failure

Sent when none of the specified cause values applies.

9.215 CN Domain Indicator
Indicates the CN domain from which the message originates or to which the message is sent.
IE/Group Name Presence Range IE type and Semantics description
reference
CN Domain Indicator M ENUMERATED (CS
domain, PS domain)

9.2.1.6 Trace Type
Indicates the type of trace information to be recorded. Applicable to GERAN Iu Mode only, not applicable to UTRAN.
IE/Group Name Presence Range IE type and Semantics description
reference
Trace Type M OCTET Coded as the Trace Type
STRING (1) specified in 3GPP TS based
on [12].

9.21.7 Trigger ID

Indicates the identity of the entity which initiated the trace. Applicable to GERAN Iu Mode only, not applicable to

UTRAN.

IE/Group Name Presence Range IE type and Semantics description
reference
Trigger ID M OCTET Typically an OMC identity.

STRING
(3..22)

Note: Due to inconsistency in the definition of Trigger 1D between TS 25.413 and [24], it shall be ensured that the
Trigger ID IE is coded with at least the minimum number of required octets.

9.2.1.8

Trace Reference

Identifies a trace session and is globally unique within one PLMN.
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IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Trace

Reference

M

OCTET
STRING
(2..3)

9.2.1.9

This element identifies the element to be traced i.e. a subscriber or a user equipment.

UE Identity

IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Choice UE Identity

>IMSI

OCTET
STRING
(SIZE (3.8))

- digits 0 to 9, encoded 0000 to
1001,

- 1111 used as filler digit,

two digits per octet,

- bit 4 to 1 of octet n encoding
digit 2n-1

- bit 8 to 5 of octet n encoding
digit 2n

-Number of decimal digits shall
be from 6 to 15 starting with
the digits from the PLMN
identity.

When the IMSI is made of an
odd number of digits, the filler
digit shall be added at the end
to make an even number of
digits of length 2N. The filler
digit shall then be
consequently encoded as bit 8
to 5 of octet N.

>|MEI

OCTET
STRING
(SIZE (8))

- hexadecimal digitsOto F,
two hexadecimal digits per
octet,

- each hexadecimal digit
encoded 0000 to 1111,

- 1111 used asfiller for bits 8
to 5 of last octet

- bit 4 to 1 of octet n encoding
digit 2n-1

- bit 8 to 5 of octet n encoding
digit 2n

Number of hexadecimal digits
shall be 15.

>IMEISV

OCTET
STRING
(SIZE (8))

- hexadecimal digits 0 to F,
two hexadecimal digits per
octet,

- each hexadecimal digit
encoded 0000 to 1111,

- bit 4 to 1 of octet n encoding
digit 2n-1

- bit 8 to 5 of octet n encoding
digit 2n

Number of hexadecimal digits
shall be 16.
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A variable length element indicating the destination address of the Operation and Maintenance Center (OMC) to which
trace information isto be sent. Applicable to GERAN Iu Mode only, not applicable to UTRAN.

IE/Group Name Presence Range IE type and Semantics description
reference
OMC ID M OCTET Coded as the OMC ID
STRING specified in UMTS TS based
(3..22) on GSM [25].

NOTE: Due to inconsistency in the definition of OMC ID between TS 25.413 and [24], it shall be ensured that the
OMC ID IE is coded with at least the minimum number of required octets.

9.2.1.11

Integrity Protection Information

This element contains the integrity protection information (key and permitted algorithms).

IE/Group Name Presence Range IE type and Semantics description
reference
Integrity Protection
Information
>Permitted Integrity
Protection Algorithms
>>|ntegrity Protection M 1to 16 INTEGER ( Value range is 0 to 15.
Algorithm standard UIA1 (0) | Only one value used.
)
>Integrity Protection Key M BIT STRING (128)

9.2.1.12

Encryption Information

This element contains the user data encryption information (key and permitted algorithms) used to control any

encryption equipment at the RNC.

IE/Group Name Presence Range IE type and Semantics description
reference
Encryption Information
>Permitted Encryption
Algorithms
>>Encryption Algorithm M 1to 16 INTEGER (no Value range is O to 15.
encryption (0), Only two values used.
standard UEA1
1))
>Encryption Key M Bit string (128)

9.2.1.13

Chosen Integrity Protection Algorithm

This element indicates the integrity protection algorithm being used by the RNC.

Algorithm

standard UIAL (0),
no value (15))

IE/Group Name Presence Range IE type and Semantics description
reference
Chosen Integrity Protection M INTEGER ( Value range is 0 to 15.

Only one value used.

The value "no value"
shall only be used in
case of RANAP signalling
over MAP/E [23].
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Chosen Encryption Algorithm

This element indicates the encryption agorithm being used by the RNC.

encryption (0),
standard UEA1
1))

IE/Group Name Presence Range IE type and Semantics description
reference
Chosen Encryption Algorithm | M INTEGER (no Value range is O to 15.

Only two values used.

9.2.1.15
Void.

9.2.1.16

Categorisation Parameters

Request Type

This element indicates the type of location request to be handled by the RNC; the related reported areais either a
Service Areaor a Geographical Area.

IE/Group Name Presence Range IE type and Semantics description
reference
Request Type
>Event M ENUMERATED(
Stop Change of
service area,
Direct, Change
of service area,
..., Stop Direct)
>Report Area M ENUMERATED( | When the Event IE is set to
Service Area, 'Stop Change of service
Geographical area’' or to "Stop Direct",
Area, ...) the value of the Report
area IE shall be the same
as in the LOCATION
REPORTING CONTROL
message that initiated the
location reporting.
>Accuracy Code (0] INTEGER( The requested accuracy "r"
0..127) is derived from the

"accuracy code" k by
r=10x(1.1%1).

The Accuracy Code |IE
shall be understood as the
horizontal accuracy code.

9.2.1.17

Data Volume Reporting Indication

This information element indicates whether or not the RNC has to cal culate the unsuccessfully transmitted NAS data
amount for agiven RAB and to report the amount of unsuccessfully transmitted NAS data when the RAB is released.

IE/Group Name Presence Range IE type and Semantics description
reference
Data Volume Reporting M ENUMERAT
Indication ED (do
report, do
not report)
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9.2.1.18 User Plane Mode

This element indicates the mode of operation of the lu User plane requested for realising the RAB. The lu User plane
modes are defined in [6].

IE/Group Name Presence Range IE type and Semantics description
reference
User Plane Mode M ENUMERAT | This IE contains the mode of
ED operation of the lu UP protocol
(transparent
mode,
support
mode for
predefined
SDU sizes,

)

9.2.1.19 UP Mode Versions

UP mode versions | E is an information element that is sent by CN to RNC. It isabit string that indicates the versions
for the selected lu UP mode that are required and supported by the CN. The lu User plane mode versions shall be
defined and coded as the "lu UP Mode versions supported” field defined in [6]. This referenceis applicable for both the
transparent mode and the support mode for predefined SDU sizes.

IE/Group Name Presence Range IE type and Semantics description
reference
UP Mode Versions M BIT STRING Indicates the versions of the
(16) selected UP mode that are
required and supported by the
CN

9.2.1.20 Chosen UP Version
Void.

9.2.1.21 Paging Area ID

This element identifies the area where a PAGING message shall be broadcasted. The Paging areaID iseither a
Location Area|D or aRouting Area|D.

IE/Group Name Presence Range IE type and Semantics description
reference
Choice Paging Area ID
>LAl 9.2.3.6
>RAI
>>LAl M 9.2.3.6
>>RAC M 9.2.3.7

9.2.1.22 Non Searching Indication

This parameter allows the RNC not to search Common 1D when receiving a PAGING message from the CN.

IE/Group Name Presence Range IE type and Semantics description
reference
Non Searching Indication M ENUMERAT
ED (non-
searching,
searching)
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9.2.1.23 Relocation Type

This information element indicates whether the relocation of SRNSis to be executed with or without involvement of the
UE. If the UE isinvolved then aradio interface handover command shall be sent to the UE to trigger the execution of
the relocation. If the UE is not involved then the relocation execution is triggered via lur.

IE/Group Name Presence Range IE type and Semantics description
reference
Relocation Type M ENUMERATED

(UE not involved
in relocation of
SRNS,UE
involved in
relocation of
SRNS, ..))

9.2.1.24 Source ID

The Source ID IE identifies the source for the relocation of SRNS. The Source ID may be e.g. the source RNC-ID (for
UMTSUMTS relocation) or the SAI of the relocation source (in case of UMTS to GSM relocation).

IE/Group Name Presence Range IE type and Semantics description
reference

Choice Source ID
>Source RNC-ID —

>>PLMN identity M OCTET - digits 0 to 9, encoded 0000 to
STRING 1001,
(SIZE (3)) - 1111 used as filler digit,

two digits per octet,

- bits 4 to 1 of octet n encoding
digit 2n-1

- bits 8 to 5 of octet n encoding
digit 2n

-The PLMN identity consists of
3 digits from MCC followed by
either

-a filler digit plus 2 digits from
MNC (in case of 2 digit MNC)
or

-3 digits from MNC (in case of

a 3 digit MNC).
>>RNC-ID M INTEGER
(0..4095)
>SAl - 9.2.3.9

9.2.1.25 Target ID

The Target ID |E identifies the target for the relocation of SRNS. The target ID may be e.g. the target RNC-ID (for
UMTS-UMTS relocation) or the Cell Global 1D of the relocation target (in case of UMTS to GSM relocation).
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IE/Group Name Presence Range IE type and Semantics description
reference
Choice Target ID
>Target RNC-ID
>> Al M 9.2.3.6
>>RAC O 9.2.3.7
>>RNC-ID M INTEGER
(0..4095)
>CGl
>> PLMN identity M OCTET - digits 0 to 9, encoded 0000 to
STRING 1001,
(SIZE (3)) - 1111 used as filler digit,
two digits per octet,
- bits 4 to 1 of octet n encoding
digit 2n-1
- bits 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler digit plus 2 digits from
MNC (in case of 2 digit MNC)
or
-3 digits from MNC (in case of
a 3 digit MNC).
>>LAC M OCTET 0000 and FFFE not allowed.
STRING (2)
>>Cl| M OCTET
STRING (2)
9.2.1.26 MS Classmark 2
The coding of this element is described in [10].
IE/Group Name Presence Range IE type and Semantics description
reference
MS Classmark 2 M OCTET Coded same way as the
STRING Mobile Station Classmark 2 IE
defined in [10]
9.2.1.27 MS Classmark 3
The coding of this element is described in [10].
IE/Group Name Presence Range IE type and Semantics description
reference
MS Classmark 3 M OCTET Coded same way as the
STRING Mobile Station Classmark 3 |E

defined in [10]

9.2.1.28

Source RNC to Target RNC Transparent Container

The Source RNC to Target RNC Transparent Container |E is an information element that is produced by the source
RNC and is transmitted to the target RNC. In inter-system handovers, the | E is transmitted from the external relocation

source to the target RNC.

This|E istransparent to the CN.
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IE/Group Name Presence Range IE type and Semantics Criticality | Assigned
reference description Criticality
RRC Container M OCTET -
STRING
Number of lu M INTEGER -
Instances (1..2)
Relocation Type M 9.2.1.23 -
Chosen Integrity (0] 9.2.1.13 Indicates the -
Protection Algorithm integrity protection
algorithm.
Integrity Protection o Bit String -
Key (128)
Chosen Encryption @) 9.2.1.14 Indicates the -
Algorithm algorithm for
ciphering of
signalling data.
Ciphering Key (0] Bit String -
(128)
Chosen Encryption @) 9.2.1.14 Indicates the -
Algorithm algorithm for
ciphering of CS user
data.
Chosen Encryption 0] 9.2.1.14 Indicates the -
Algorithm algorithm for
ciphering of PS user
data.
d-RNTI C- INTEGER -
ifUEnotinvol (0..1048575
ved )
Target Cell ID C- INTEGER This information -
ifUEinvolved (0..2684354 | element identifies a
55) cell uniquely within
UTRAN and
consists of RNC-ID
(12 bits) and C-ID
(16 hits) as defined
in TS 25.401 [3].
Cell Load o 9.2.1.60 For 'Cell Load- -
Information Group Based Inter-System
Handover'
RAB TrCH Mapping | O 1to -
<maxnoof
RABs>
>RAB ID M 9.2.1.2 -
>RAB Subflow M 1lto The RAB Subflows -
<maxRAB- shall be presented
Subflows> in an order that
corresponds to the
order in which the
RBs are presented
per RAB in the RRC
container included
in this IE.
>> Transport -
Channel IDs
>>> DCH ID O INTEGER The DCH ID is the -
(0..255) identifier of an

active dedicated
transport channel. It
is unique for each
active DCH among
the active DCHs
simultaneously
allocated for the
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same UE.
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>>> DSCH ID

o]

INTEGER
(0..255)

The DSCH ID is the
identifier of an
active downlink
shared transport
channel. It is unique
for each DSCH
among the active
DSCHs
simultaneously
allocated for the
same UE.

>>> USCH ID

INTEGER
(0..255)

The USCH ID is the
identifier of an
active uplink shared
transport channel. It
is unique for each
USCH among the
active USCHs
simultaneously
allocated for the
same UE.

>>> HS-DSCH
MAC-d Flow ID

INTEGER
(0..7)

The HS-DSCH
MAC-d Flow ID is
the identifier of an
HS-DSCH MAC-d
flow over lur.

YES

Ignore

>CN Domain
Indicator

9.2.15

YES

Ignore

SRB TrCH
Mapping

1lto
<maxnoofS
RBs>

GLOBAL

Reject

>SRB ID

INTEGER
(1..32)

The SRB ID is the
absolute value of
the SRB.

>DCH ID

INTEGER
(0..255)

The DCH ID is the
identifier of an
active dedicated
transport channel
over lur. It is unique
for each active DCH
among the active
DCHs
simultaneously
allocated for the
same UE.

>DSCH ID

INTEGER
(0..255)

The DSCH ID is the
identifier of an
active downlink
shared transport
channel over lur. It
is unique for each
DSCH among the
active DSCHs
simultaneously
allocated for the
same UE.

>USCH ID

INTEGER
(0..255)

The USCH ID is the
identifier of an
active uplink shared
transport channel
over lur. It is unique
for each USCH
among the active
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USCHs
simultaneously
allocated for the

same UE.
Trace Recording (0] 9.2.1.66 YES ignore
Session Information
Condition Explanation
IfUEnotinvolved This IE shall be present if the Relocation type IE is set to "UE not
involved in relocation of SRNS".
IfUEinvolved This IE shall be present if the Relocation type IE is set to "UE
involved in relocation of SRNS".
Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.
maxRABSubflows Maximum no. of subflows per RAB. Value is 7.
maxnoofSRBs Maximum no. of SRBs per RAB. Value is 8.

9.2.1.29 Old BSS to New BSS Information

The coding of this element is described in [11].

IE/Group Name Presence Range IE type and Semantics description
reference
Old BSS To New BSS M OCTET Coded as the Old BSS to New
Information STRING BSS information elements field
of the Old BSS to New BSS
Information IE defined in [11].

9.2.1.30 Target RNC to Source RNC Transparent Container

The Target RNC to Source RNC Transparent Container |E is an information element that is produced by the target
RNC and is transmitted to the source RNC. In inter-system handovers, the | E is transmitted from the target RNC to the

external relocation source.

This|E istransparent to CN.

IE/Group Name Presence Range IE type and Semantics description
reference
RRC Container M OCTET
STRING
d-RNTI (0] INTEGER May be included to allow the

(0..1048575) | triggering of the Relocation
Detect procedure from the lur

Interface
9.2.1.31 L3 Information
The coding of this element is described in [11].
IE/Group Name Presence Range IE type and Semantics description
reference
L3 Information M OCTET Coded as the value part of the
STRING Layer 3 Information IE defined

in [11] (i.e. excluding the
Element Identifier and the
Length fields).

ETSI



3GPP TS 25.413 version 6.2.0 Release 6 126 ETSI TS 125 413 V6.2.0 (2004-06)

9.2.1.32 Number of Steps

Indicates the number of stepsto reduce traffic in overload situation.

IE/Group Name Presence Range IE type and Semantics description
reference
Number Of Steps M INTEGER
(1..16)

9.2.1.33 DL N-PDU Sequence Number

This|E indicates the radio interface sequence number (PDCP) [17] of the next downlink N-PDU (PDCP SDU) that
would have been sent to the UE by a source system.

IE/Group Name Presence Range IE type and Semantics description
reference
DL N-PDU Sequence M INTEGER (0 | This IE indicates the sequence
Number ..65535) number of the next DL N-PDU

that would have been sent to
the UE by a source system.
This is the 16 bit sequence
number.

9.2.1.34 UL N-PDU Sequence Number

This |E indicates the radio interface sequence number (PDCP) [17] of the next uplink N-PDU (PDCP SDU) that would
have been expected from the UE by a source system.

IE/Group Name Presence Range IE type and Semantics description
reference
UL N-PDU Sequence M INTEGER (0 | This IE indicates the sequence
Number ..65535) number of the next UL N-PDU

that would have been
expected from the UE by a
source system.

This is the 16 bit sequence
number.

9.2.1.35 Criticality Diagnostics

The Criticality Diagnostics IE is sent by the RNC or the CN when parts of a received message have not been
comprehended or were missing, or if the message contained logical errors. When applicable, it contains information
about which |Es were not comprehended or were missing.

For further details on how to use the Criticality Diagnostics |E, see Annex A.2.
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IE/Group Name Presence Range IE type and Semantics description
reference
Criticality Diagnostics
>Procedure Code (0] INTEGER Procedure Code is to be used
(0..255) if Criticality Diagnostics is part
of Error Indication procedure,
and not within the response
message of the same
procedure that caused the
error
>Triggering Message (0] ENUMERAT | The Triggering Message is
ED(initiating | used only if the Criticality
message, Diagnostics is part of Error
successful Indication procedure.
outcome,
unsuccessful
outcome,
outcome)
>Procedure Criticality (0] ENUMERAT | This Procedure Criticality is
ED(reject, used for reporting the
ignore, Criticality of the Triggering
notify) message (Procedure).
Information Element 0 to <maxnoof
Criticality Diagnostics errors>
>|E Criticality M ENUMERAT | The IE Criticality is used for
ED(reject, reporting the criticality of the
ignore, triggering IE. The value
notify) 'ignore’ shall not be used.
>|E ID M INTEGER The IE ID of the not
(0..65535) understood or missing IE
>Repetition Number (0] INTEGER The Repetition Number IE
(0..255) gives
e incase of a not
understood IE:
The number of
occurrences of the
reported IE up to and
including the not
understood occurrence
* in case of a missing IE:
The number of
occurrences up to but not
including the missing
occurrence.
Note: All the counted
occurrences of the reported IE
must have the same topdown
hierachical message structure
of IEs with assigned criticality
above them.
>Message Structure (0] 9.2.1.42 The Message Structure |IE
describes the structure where
the not understood or missing
IE was detected.
This IE is included if the not
understood IE is not the top
level of the message.
>Type of Error M ENUMERAT
ED(not
understood,
missing, ...)
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Range bound

Explanation

maxnooferrors Maximum no. of IE errors allowed to be reported with a single
message. The value for maxnooferrors is 256.
9.2.1.36 Key Status
Thisl|E tellsif the keysincluded ina SECURITY MODE COMMAND message are new or if they have been used
previously.
IE/Group Name Presence Range IE type and Semantics description
reference
Key Status M ENUMERAT
ED (old,
new, ...)
9.2.1.37 DRX Cycle Length Coefficient

This|E indicates the DRX cycle length coefficient (k) as defined in [10].

IE/Group Name Presence Range IE type and Semantics description
reference
DRX Cycle Length Coefficient | M INTEGER
(6..9)

9.2.1.38

lu Signalling Connection Identifier

This |E uniquely identifies an lu signalling connection between a given RNC and a given CN node.

IE/Group Name Presence Range IE type and Semantics description
reference

lu Signalling Connection M BIT STRING The most significant bit of this

Identifier (SIZE(24)) IE shall indicate the node, that
has assigned the value.
MSB = '0": assigned by the
RNC
MSB = '1": assigned by the CN

9.2.1.39 Global RNC-ID

The Global RNC-ID is used to globally identify an RNC.
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IE/Group Name Presence Range IE type and Semantics description
reference
Global RNC-ID
>PLMN identity M OCTET - digits 0 to 9, encoded 0000 to
STRING | 1001, o
(SIZE (3)) - 1111 used as filler digit,
two digits per octet,
- bits 4 to 1 of octet n encoding
digit 2n-1
- bits 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler digit plus 2 digits from
MNC (in case of 2 digit MNC)
or
-3 digits from MNC (in case of
a 3 digit MNC).
>RNC-ID M INTEGER
(0..4095)
9.2.1.40 PDP Type Information
IE/Group Name Presence Range IE type and Semantics description
reference
PDP Type Information
>PDP Type M 1to ENUMERAT | PDP Type is defined in [8],
<maxnoofPDPDir | ED(empty, and the restrictions on usage
ections> PPP, shall comply with [8].
OSP:IHOSS, | Usage:
IPv4, When the IE is repeated then
IPv6,...) PDP Type for downlink is
signalled first, followed by PDP
Type for uplink; when the IE is
not repeated, the PDP Type
shall apply to both uplink and
downlink.
OSP:IHOSS: This value shall
not be used.
Range bound Explanation

maxnoofPDPDirections

Number of directions for which PDP Type is signalled separately

9.2.1.41

Service Handover

ThisIE tellsif intersystem handover to GSM should, should not, or shall not be performed for a given RAB.
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IE/Group Name Presence Range IE type and
reference
ENUMERAT

ED
(Handover to
GSM should
be
performed,
Handover to
GSM should
not be
performed,
Handover to
GSM shall
not be

performed,

)

Semantics description

Service Handover M

9.2.1.42 Message Structure

The Message Structure 1E givesinformation for each level with assigned criticality in a hierachical message structure
from top level down to the lowest level above the reported level for the occured error (reported in the Information
Element Criticality Diagnostics |E).

IE/Group Name

Presence

Range

IE type
and
reference

Semantics
description

Criticality

Assigned
Criticality

Message
structure

1to
<maxnoofle
vels>

The first repetition of
the Message
Structure IE
corresponds to the
top level of the
message. The last
repetition of the
Message Structure
IE corresponds to
the level above the
reported level for the
occured error of the
message.

GLOBAL

ignore

>|E ID

INTEGER
(0..65535)

The IE ID of this
level"s |IE containing
the not understood
or missing IE.

>Repetition
Number

INTEGER
(1..256)

The Repetition
Number IE gives, if
applicable, the
number of
occurrences of this
level"s reported IE
up to and including
the occurrence
containing the not
understood or
missing IE.

Note: All the counted
occurrences of the
reported IE must
have the same
topdown hierachical
message structure
of IEs with assigned
criticality above
them.
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Range bound
maxnooflevels

Explanation
Maximum no. of message levels to report. The value for
maxnooflevels is 256.

9.2.1.43 Alternative RAB Parameter Values

The purpose of the Alternative RAB Parameter Values |E isto indicate that RAB QoS negotiation is allowed for certain
RAB parameters and, in some cases, to indicate also which alternative values to be used in the negotiation.

IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Alternative RAB parameter
values

>Alternative Maximum
Bit Rate Information

Included only if negotiation is
allowed for this IE.

>>Type of Alternative
Maximum Bit Rate
Information

ENUMERATED
(Unspecified,
Value range,
Discrete values)

Unspecified means that
negotiation is allowed, but no
alternative values are provided
from the CN i.e. the RNC is
allowed to assign any value
equal or below the ones
indicated in the RAB Parameters
IE.

>>Alternative
Maximum Bit Rates

C-
ifValueRan
georDiscre
teValuesM
BR

1 to <nbr-
Alternative
Values>

For Value Range, one value limit
is given here and the other given
by Maximum Bit Rate in the RAB
Parameters IE.

For Discrete Values, 1 to 16
discrete values can be given.

>>>Bit Rate

M

1 to <nbr-
SeparateTrafficDir
ections>

INTEGER
(1..16,000,000)

When nbr-
SeparateTrafficDirections is
equal to 2, then the Bit Rate
attribute for downlink is signalled
first, then the Bit Rate attribute
for uplink.

>Alternative Guaranteed
Bit Rate Information

Included only if negotiation is
allowed for this IE.

>>Type of Alternative
Guaranteed Bit Rate
Information

ENUMERATED
(Unspecified,
Value range,
Discrete values)

Unspecified means that
negotiation is allowed, but no
alternative values are provided
from the CN i.e. the RNC is
allowed to assign any value
equal or below the ones
indicated in the RAB Parameters
IE.

>>Alternative
Guaranteed Bit Rates

C
ifValueRan
georDiscre
teValuesG
BR

1 to <nbr-
Alternative
Values>

For Value Range, one value limit
is given here and the other given
by Guaranteed Bit Rate in the
RAB Parameters IE.

For Discrete Values, 1 to 16
discrete values can be given.

>>>Bijt Rate

M

1 to <nbr-
SeparateTrafficDir
ections>

INTEGER
(0..16,000,000)

When nbr-
SeparateTrafficDirections is
equal to 2, then the Bit Rate
attribute for downlink is
signalled first, then the Bit Rate
attribute for uplink.

Range Bound

Explanation

nbr-AlternativeValues

Maximum number of alternative values.

Valueislin caseof Value Range and

16 in case of Discrete Values.
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nbr-SeparateTrafficDirection Number of Traffic Directions being signalled
separately.
Set to 2 if RAB asymmetry indicator is
asymmetric bidirectional .
Setto 1 in all other cases.
Condition Explanation

ifValueRangeorDiscreteVauesMBR

This |E shall be present if the Type of Alternative Maximum Bit
Rates Information IE is set to "Value range” or "Discrete values'.

ifVaueRangeorDiscreteVauesGBR

This|E shall be present if the Type of Guaranteed Bit Rates
Information |E is set to 'Value range' or 'Discrete values.

9.2.1.44

Assigned RAB Parameter Values

The purpose of the Assigned RAB Parameter Values |E isto indicate that RAB QoS negotiation has been performed for
certain RAB parameters and which values have been chosen.

Bit Rate

IE/Group Name Presence Range IE type and Semantics description
reference
Assigned RAB parameter
values
>Assigned Maximum Bit (0] 1 to <nbr- INTEGER When nbr-
Rate SeparateTrafficDir | (1..16,000,000) SeparateTrafficDirections is
ections> equal to 2, then Assigned
Maximum Bit Rate attribute for
downlink is signalled first, then
Assigned Maximum Bit Rate
attribute for uplink.
>Assigned Guaranteed (0] 1 to <nbr- INTEGER When nbr-

SeparateTrafficDir
ections>

(0..16,000,000) SeparateTrafficDirections is
equal to 2, then Assigned
Guaranteed Bit Rate for
downlink is signalled first, then

Assigned Guaranteed Bit Rate

for uplink.
Range Bound Explanation
nbr-SeparateTrafficDirection Number of Traffic Directions being signalled

separately.

Set to 2 if RAB asymmetry indicator is
asymmetric bidirectional.

Set to 1 in all other cases.

9.2.1.45

Requested RAB Parameter Values

The purpose of Requested RAB Parameter Values |E is to indicate the RAB parameters for which different values are
being requested, as well as those different RAB parameter values.
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IE/Group Name Presence Range IE type and Semantics description
reference
Requested RAB Parameter
Values
>Requested Maximum o 0 to <nbr- INTEGER When nbr-
Bit Rate SeparateTraffic (1..16,000,000) SeparateTrafficDirections is
Directions> equal to 2, Requested Maximum
Bit Rate attribute for downlink is
signalled first, then Requested
Maximum Bit Rate attribute for
uplink.
>Requested Guaranteed | O 0 to <nbr- INTEGER When nbr-
Bit Rate SeparateTraffic (0..16,000,000) SeparateTrafficDirections is
Directions> equal to 2, Requested
Guaranteed Bit Rate for
downlink is signalled first, then
Requested Guaranteed Bit Rate
for uplink.
Range bound Explanation
nbr-SeparateTrafficDirection Number of Traffic Directions being signalled
separately.
Set to 2 if RAB Asymmetry Indicator is
asymmetric bidirectional.
Set to 1 in all other cases.
9.2.1.46 Global CN-ID
Global CN-ID isused to globally identify a CN node.
IE/Group Name Presence Range IE type and Semantics description
reference
Global CN-ID
>PLMN identity M OCTET - digits 0 to 9, encoded 0000 to
STRING | 1001, o
(SIZE (3)) - 1111 used as filler digit,
two digits per octet,
- bits 4 to 1 of octet n encoding
digit 2n-1
- bits 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler digit plus 2 digits from
MNC (in case of 2 digit MNC)
or
-3 digits from MNC (in case of
a 3 digit MNC).
>CN-ID M INTEGER
(0..4095)
9.2.1.46a  Vertical Accuracy Code
This element includes information about the requested vertical accuracy.
IE/Group Name Presence Range IE type and Semantics description
reference
Vertical Accuracy Code
>Vertical Accuracy Code | M INTEGER( The requested accuracy
0..127) "v" is derived from the
"accuracy code" k by
V = 45x(1.0251).
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9.2.1.46b  Response Time

This element includes information about the requested response time.

IE/Group Name Presence Range IE type and
reference

Semantics description

Response Time

>Response Time M ENUMERATED
(Low Delay,
Delay Tolerant,

)

The value refers to [30].

9.2.1.46¢ Positioning Priority

This element includes information about the requested positioning priority.

IE/Group Name Presence Range IE type and
reference

Semantics description

Positioning Priority

>Positioning Priority M ENUMERATED(
High Priority,
Normal Priority,

)

The value refers to [30].

9.2.1.46d  Client Type

This element includes information about the client type.

Services, Value
Added Services,
PLMN Operator
Services, Lawful
Intercept
Services, PLMN
Operator -
broadcast
services, PLMN
Operator - O&M,
PLMN Operator
- anonymous
statistics, PLMN
Operator -
Target MS
service support,

IE/Group Name Presence Range IE type and Semantics description
reference
Client Type
>Client Type M ENUMERATED( | Identifies the type of client.
Emergency

9.2.1.47 New BSS to Old BSS Information

The coding of this element is described in [11].

IE/Group Name Presence Range IE type and Semantics description
reference
New BSS To Old BSS M OCTET Contents defined in [11].
Information STRING
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9.2.1.48 Inter-System Information Transparent Container

The Inter-System Information Transparent Container |E is an information element that is produced by atarget system
BSC/RNC and is transmitted to a source system RNC/BSC. This IE is transparent to the CN.

IE/Group Name Presence Range IE type and Semantics description
reference
Downlink Cell Load (0] Cell Load For the Downlink
Information Information
9.2.1.49
Uplink Cell Load Information | O Cell Load For the Uplink
Information
9.2.1.49

9.2.1.49 Cell Load Information

The Cédll Load Information | E contains the load information of a specific (serving or target) cell for either the Downlink
or the Uplink.

IE/Group Name Presence Range IE type and Semantics description
reference
Cell Load Information
> Cell Capacity Class Value M 9.2.1.50
> Load Value M 9.2.1.51
> RT Load Value (0] 9.2.1.52
> NRT Load Information (0] 9.2.1.53

Value

9.2.1.50 Cell Capacity Class Value

The Cell Capacity Class Value |E is the value that classifies the cell capacity with regards to the other cells. The Cell
Capacity Class Value |E only indicates resources that are configured for traffic purposes.

IE/Group Name Presence Range IE type and Semantics description
reference
Cell Capacity Class Value M INTEGER Value 1 shall indicate the
(1..100,...) minimum cell capacity, and

100 shall indicate the
maximum cell capacity. There
should be linear relation
between cell capacity and Cell
Capacity Class Value.

9.2.151 Load Value

The Load Value |E contains the total cell load relative to the maximum planned load. It is defined as the load
percentage of the Cell Capacity Class.

IE/Group Name Presence Range IE type and Semantics description
reference
Load Value M INTEGER Value 0 shall indicate the
(0..100) minimum load, and 100 shall

indicate the maximum load.
Load Value should be
measured on a linear scale.

9.2.1.52 RT Load Value

The RT Load Value |E indicates in percents the ratio of the load generated by Real Time traffic relative to the measured
Load Value. Real Time traffic corresponds to the Conversational and Streaming traffic classes.
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IE/Group Name Presence Range IE type and Semantics description
reference
RT Load Value M INTEGER
(0..100)

9.2.1.53

NRT Load Information Value

The NRT Load Information Value | E indicates the load situation on the cell for the Non Real-Time traffic. Non Real
Time traffic corresponds to the Interactive and Background traffic classes.

IE/Group Name Presence Range IE type and Semantics description
reference
NRT Load Information Value | M INTEGER Mapping of the status:
(0..3) 0: low: The NRT load is low.

1: medium: The NRT load is
medium.

2: high: NRT load is high.
Probability to admit a new user
is low.

3: overloaded: NRT overload.
The probability to admit a new
user is low, packets are
discarded and the source is
recommended to reduce the
data flow.

9.2.1.54 Source RNC PDCP context info

The purpose of the Source RNC PDCP context info IE isto transfer RNC PDCP context information from a source
RNC to atarget RNC during an SRNS relocation.

This|E istransparent to CN.

IE/Group Name Presence Range IE type and Semantics description
reference
RRC Container M OCTET STRING
9.2.1.55 Information Transfer ID
Indicates the identity of an information transfer.
IE/Group Name Presence Range IE type and Semantics description
reference
Information Transfer ID M INTEGER
(0..2720-1)
9.2.1.56 Provided Data
Provides the data that is transferred in an information transfer.
IE/Group Name Presence Range IE type and Semantics description
reference
Choice Provided Data
>Shared Network (0] 9.2.3.23
Information
9.2.1.57 GERAN Classmark

The purpose of the GERAN Classmark |E isto transfer GERAN-specific information to the CN.
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IE/Group Name Presence Range IE type and Semantics description
reference
GERAN Classmark M OCTET Contents defined in [11].
STRING

9.2.1.58

GERAN BSC Container

The purpose of the GERAN BSC Container |E isto transfer GERAN-specific information from the CN to the GERAN.

IE/Group Name Presence Range IE type and Semantics description
reference
GERAN BSC Container M OCTET Contents defined in [11].
STRING

9.2.1.59 UESBI-lu

The purpose of the UESBI-Iu |E isto transfer the UE Specific Behaviour Information as defined in [31] and [32] from

the CN to the RNC.

IE/Group Name

Presence

Range

IE type and
reference

Semantics description

UESBI-Iu

>UESBI-IuA

BIT STRING
(1..128)

The UESBI-IUA provides
compliance status information
about the UE with regards to
specific behaviours described
in [31].

[31] defines the mapping
between the descriptions in
[31] and the UESBI-IUA.

Each bit on a certain position
is associated with a certain
behaviour described in [31].

>UESBI-IuB

BIT STRING
(1..128)

The UESBI-IuB provides
compliance status information
about the UE with regards to
specific behaviours described
in [32].

[32] defines the mapping
between the descriptions in
[32] and the UESBI-IuB.

Each bit on a certain position
is associated with a certain
behaviour described in [32].

9.2.1.60

Cell Load Information Group

The Cédll Load Information Group IE is an information element that is produced by source system BSC/RNC and is

transmitted to target system RNC/BSC via existing transparent containers. This |E contains the load information of the

source cell for either the Downlink or the Uplink or both as well as the source cell identifier the included cell load

information corresponds to.
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IE/Group Name Presence Range IE type and Semantics description
reference
Cell Load Information Group
>Source Cell Identifier M 9.2.1.61 The source cell identifer the
downlink and uplink cell load
information correspond to.
>Downlink Cell Load (6] Cell Load For the Downlink
Information Information
9.2.1.49
>Uplink Cell Load (0] Cell Load For the Uplink
Information Information
9.2.1.49
9.2.1.61 Source Cell Identifier

The Source Cell Identifier |E identifies the involved cell of the source system for the relocation of SRNS. The Source
Cell Identifier IE may be e.g. source GERAN Source Cell 1D (in case of GSM to UMTS relocation) or the UTRAN

Source Cell ID (in case of UMTSto GSM relocation).
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IE/Group Name Presence Range IE type and Semantics description
reference
Choice Source Cell
Identifier
>GERAN Source Cell ID
>>PLMN identity M OCTET - digits 0 to 9, encoded 0000 to
STRING 1001,
(SIZE (3)) - 1111 used as filler digit,
two digits per octet,
- bits 4 to 1 of octet n encoding
digit 2n-1
- bits 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler digit plus 2 digits from
MNC (in case of 2 digit MNC)
or
-3 digits from MNC (in case of
a 3 digit MNC).
>>LAC M OCTET 0000 and FFFE not allowed.
STRING (2)
>>Cl M OCTET
STRING (2)
>UTRAN Source Cell ID
>>PLMN-ID M OCTET - digits 0 to 9, encoded 0000 to
STRING 1001,
(SIZE (3)) - 1111 used as filler digit, two
digits per octet,
- bits 4 to 1 of octet n encoding
digit 2n-1- bits 8 to 5 of octet n
encoding digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
- a filler digit plus 2 digits from
MNC (in case of 2 digit MNC)
or
- 3 digits from MNC (in case of
a 3 digit MNC).
>>Source Cell ID M INTEGER This information element
(0..2684354 | identifies a cell uniquely within
55) UTRAN and consists of RNC-
ID (12 bits) and C-ID (16 bits)
as defined in TS 25.401 [3].
9.2.1.62 Inter-system Information Transfer Type
Indicates the type of information that the RNC requests to transfer.
IE/Group Name Presence Range IE type and Semantics description
reference
Choice Inter-system
Information Transfer Type
>RIM Transfer 9.2.3.30

9.2.1.63 Information Transfer Type

Indicates the type of information that the RNC requests to transfer.
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IE/Group Name Presence Range IE type and Semantics description
reference
Choice Information
Transfer Type
>RNC Trace Session 9.2.1.64
Information
9.2.1.64 RNC Trace Session Information
Indicates the information on a Trace Session activated by Management in the RNC.
IE/Group Name Presence Range IE type and Semantics description
reference
Trace Reference M 9.2.1.8
Trace Activation Indicator M ENUMERAT
ED (
Activated,
Deactivated)
Equipments To Be Traced C- 9.2.1.65
IfActivated
Condition Explanation
ifActivated This IE shall be present if the Trace Activation Indicator IE is set to
"Activated".
9.2.1.65 Equipments To Be Traced

Indicates the UEs that the RNC has to trace using alist of Equipment Identities or a mask on an Equipment Identity.
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IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Choice Equipments To Be
Traced

>|IMEI List

>>|MEI List

1to
<MaxUEsToBeTr
aced>

>>>|MEI

OCTET
STRING
(SIZE (8))

- hexadecimal digits O to F,
two hexadecimal digits per
octet,

- each hexadecimal digit
encoded 0000 to 1111,

- 1111 used as filler for bits 8
to 5 of last octet

- bit 4 to 1 of octet n encoding
digit 2n-1

- bit 8 to 5 of octet n encoding
digit 2n

Number of hexadecimal digits
shall be 15.

>IMEISV List

>>|MEISV List

1lto
<MaxUEsToBeTr
aced>

>>>|MEISV

OCTET
STRING
(SIZE (8))

- hexadecimal digits 0 to F,
two hexadecimal digits per
octet,

- each hexadecimal digit
encoded 0000 to 1111,

- bit 4 to 1 of octet n encoding
digit 2n-1

- bit 8 to 5 of octet n encoding
digit 2n

Number of hexadecimal digits
shall be 16.

>|MEI Group

>>|MEI

OCTET
STRING
(SIZE (8))

- hexadecimal digits O to F,
two hexadecimal digits per
octet,

- each hexadecimal digit
encoded 0000 to 1111,

- 1111 used as filler for bits 8
to 5 of last octet

- bit 4 to 1 of octet n encoding
digit 2n-1

- bit 8 to 5 of octet n encoding
digit 2n

Number of hexadecimal digits
shall be 15.

>>|MEI Mask

BIT STRING
(SIZE (7))

>IMEISV Group

>>|MEISV

OCTET
STRING
(SIZE (8))

- hexadecimal digits O to F,
two hexadecimal digits per
octet,

- each hexadecimal digit
encoded 0000 to 1111,

- bit 4 to 1 of octet n encoding
digit 2n-1

- bit 8 to 5 of octet n encoding
digit 2n

Number of hexadecimal digits
shall be 16.
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>>IMEISV Mask BIT STRING
(SIZE (8))
Range Bound Explanation
MaxUEsToBeTraced Maximum number of UEs To Be Traced by the
RNC in a Trace Session. Value is 64.

The IMEI Group isidentified by all the IMEI values whose digits 1 to 8 are equal to the corresponding digits of the
IMEI |E and whose digits n+9 are equal to the corresponding digits of the IMEI |E if the bit bn of the IMEI Mask IE is
equal to 1.

The IMEISV Group isidentified by all the IMEISV values whose digits 1 to 8 are equa to the corresponding digits of
the IMEISV |E and whose digits n+9 are equal to the corresponding digits of the IMEI |E if the bit bn of the IMEISV
Mask IE isequal to 1.

9.2.1.66 Trace Recording Session Information

Provides the information on a Trace Record being generated in the Source RNC at the time of.

IE/Group Name Presence Range IE type and Semantics description
reference
Trace Reference M 9.2.1.8
Trace Recording Session M 9.2.1.67
Reference
9.2.1.67 Trace Recording Session Reference

Identifier of a Trace Record.

IE/Group Name Presence Range IE type and Semantics description
reference
Trace Recording Session M INTEGER
Reference (0..65535)
9.2.1.68 Trace Propagation Parameters

Indicates the trace parameters to activate a trace session by a trace parameter propagation.

IE/Group Name Presence Range IE type and Semantics description
reference
Trace Propagation M
Parameters
>Trace Recording Session | M 9.2.1.67
Reference
>Trace Depth M 9.2.1.69
>List Of Interfaces To o 9.2.1.70
Trace

9.2.1.69 Trace Depth

Indicates how detailed information should be recorded for this trace session in the RNC.
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IE/Group Name Presence Range IE type and Semantics description
reference
Trace Depth M ENUMERAT | See [38].
ED(
Minimum,
Medium,
Maximum,
.2
9.2.1.70 List Of Interfaces To Trace
Indicates the interface(s) to be traced by RNC.
IE/Group Name Presence Range IE type and Semantics description
reference
List Of Interfaces To Trace
>Interfaces To Trace 1to
<maxInterfaces>
>>|nterface M ENUMERAT
ED(Iu-CS,
lu-PS,
lur,
lub,
Uy, ...)
Range bound Explanation
maxinterfaces Maximum no. of different UTRAN interfaces to trace. The value for
maxinterfaces is 16.

9.2.2  Transport Network Layer Related IEs

9.221 Transport Layer Address

For the PS domain, or for the CS domain in order to allow transport bearer estalishment without ALCAP, this
information element is an IP address to be used for the user plane transport. For the CS domain, in case of transport
bearer establishment with ALCAP, this addressisto be used for Transport Network Control Plane signalling to set up
the transport bearer.

IE/Group Name Presence Range IE type and Semantics description
reference
Transport Layer Address M BIT STRING | The Radio Network Layer is
(1..160, ...) not supposed to interpret the

address information. It should
pass it to the transport layer
for interpretation.

For details on the Transport
Layer Address, see ref. [9].

9.2.2.2 lu Transport Association

This element is used to associate the RAB and the corresponding transport bearer. For the CS domain thisinformation
element is either the Binding ID to be used in Transport Network Control Plane signalling during set up of the transport
bearer or it contains the UDP port in order to alow transport bearer establishment without ALCAP. In PS domain this
information element isthe GTP Tunnel Endpoint Identifier.

ETSI



3GPP TS 25.413 version 6.2.0 Release 6 144 ETSI TS 125 413 V6.2.0 (2004-06)
IE/Group Name Presence Range IE type and Semantics description
reference
Choice lu Transport
Association
>GTP TEID OCTET
STRING (4)
>Binding ID OCTET If the Binding ID includes an
STRING (4) UDP port, the UDP port is
included in octet 1 and 2. The
first octet of the UDP port field
shall be included in the first
octet of the Binding ID.
9.2.2.3 DL GTP-PDU Sequence Number

This | E indicates the sequence number of the GTP-PDU which is the next to be sent to the UE.

Number

..65535)

IE/Group Name Presence Range IE type and Semantics description
reference
DL GTP-PDU Sequence M INTEGER (0 | This IE indicates the sequence

number of the GTP-PDU
which is next to be sent to the
UE.

9.224

UL GTP-PDU Sequence Number

This | E indicates the sequence number of the GTP-PDU which is the next to be sent to the SGSN.

Number

..65535)

IE/Group Name Presence Range IE type and Semantics description
reference
UL GTP-PDU Sequence M INTEGER (0 | This IE indicates the sequence

number of the GTP-PDU
which is next to be sent to the
SGSN.

9.2.3

9.23.1

NAS Related IEs

Permanent NAS UE Identity

This element is used to identify the UE commonly in the UTRAN and in the CN. The RNC usesit to find other existing

signalling connections of the same UE (e.g. RRC or lu signalling connections). It isan IMSI.

NOTE:

IMSI is specified in[19].
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IE/Group Name Presence Range IE type and Semantics description
reference
Choice Permanent NAS UE
Identity
>|MSI M OCTET - digits 0 to 9, encoded 0000 to
STRING 1001,
(SIZE (3..8)) | - 1111 used as filler digit,
two digits per octet,
- bit 4 to 1 of octet n encoding
digit 2n-1
- bit 8 to 5 of octet n encoding
digit 2n
-Number of decimal digits shall
be from 6 to 15 starting with
the digits from the PLMN
identity.
When the IMSI is made of an
odd number of digits, the filler
digit shall be added at the end
to make an even number of
digits of length 2N. The filler
digit shall then be
consequently encoded as bit 8
to 5 of octet N.
9.2.3.2 Temporary UE ID
Temporary Mobile Subscriber Identity, used for security reasons to hide the identity of a subscriber.
IE/Group Name Presence Range IE type and Semantics description
reference
Choice Temporary UE ID
>TMSI OCTET
STRING (4)
>P-TMSI OCTET
STRING (4)
9.2.3.3 Paging Cause

This element indicates the cause for paging a UE.
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IE/Group Name Presence

Range

IE type and
reference

Semantics description

Paging Cause M

ENUMERAT
ED(
Terminating
Conversatio
nal Call,
Terminating
Streaming
Call,
Terminating
Interactive
Call,
Terminating
Background
Call,
Terminating
Low Priority
Signalling,

:I.'Iérminating
High Priority
Signalling)

9.234 NAS Broadcast Information

Void

9.23.5 NAS PDU

Thisinformation element containsa CN — UE or UE — CN message that is transferred without interpretation in the
RNC. Typically it contains call control, session management, supplementary services, short message service and

mobility management messages.

IE/Group Name Presence Range IE type and Semantics description
reference
NAS PDU M OCTET
STRING
9.2.3.6 LAl

This element is used to uniquely identify a L ocation Area.
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IE/Group Name Presence Range IE type and Semantics description
reference
LAI
>PLMN identity M OCTET - digits 0 to 9, encoded 0000 to
STRING 1001,
(SIZE (3)) - 1111 used as filler digit,
two digits per octet,
- bits 4 to 1 of octet n encoding
digit 2n-1
- bits 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler digit plus 2 digits from
MNC (in case of 2 digit MNC)
or
-3 digits from MNC (in case of
a 3 digit MNC).
>LAC M OCTET 0000 and FFFE not allowed.
STRING (2)
9.2.3.7 RAC
This element is used to identify a Routing Areawithin a Location Area. It is used for PS services.
IE/Group Name Presence Range IE type and Semantics description
reference
RAC M OCTET
STRING (1)
9.2.3.8 SAPI

The SAPI |E is used to indicate the specific service to provide for the included NAS message.

IE/Group Name Presence Range IE type and Semantics description
reference
SAPI M ENUMERATED
(SAPI 0, SAPI 3,
)
9.2.3.9 SAl

The SAl |E (Service Arealdentifier) (seeref. [3]) is used to identify an area consisting of one or more cells belonging to
the same Location Area. Such an areais called a Service Area and can be used for indicating the location of a UE to the
CN. For this protocol, only a Service Areathat is defined to be applicable to both the PS and the CS domains shall be

used.
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IE/Group Name Presence Range IE type and Semantics description
reference
SAI
>PLMN identity M OCTET - digits 0 to 9, encoded 0000 to
STRING 1001,
(SIZE (3)) - 1111 used as filler digit,
two digits per octet,
- bits 4 to 1 of octet n encoding
digit 2n-1
- bits 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler digit plus 2 digits from
MNC (in case of 2 digit MNC)
or
-3 digits from MNC (in case of
a 3 digit MNC).
>LAC M OCTET 0000 and FFFE not allowed.
STRING (2)
>SAC M OCTET
STRING (2)
9.2.3.10 Area Identity

Thisinformation element is used for indicating the location of a UE and is either a Service Area or a Geographical

Area.
IE/Group Name Presence Range IE type and Semantics description
reference
Choice Area Identity
>SAI 9.2.3.9
>Geographical Area 9.2.3.11

9.23.11

Geographical Area

The Geographical Area |E is used to identify an area using geographical coordinates. The reference system is the same

asthe one used in [20].

IE/Group Name Presence Range IE type and Semantics description
reference

Choice Geographical Area

>Point See below Ellipsoid point

>Point With See below Ellipsoid point with
Uncertainty uncertainty circle

>Polygon See below List of Ellipsoid points

>Ellipsoid point with See below Ellipsoid point with
uncertainty Ellipse uncertainty Ellipse

>Ellipsoid point with See below Ellipsoid point with
altitude altitude

>Ellipsoid point with See below Ellipsoid point with
altitude and uncertainty altitude and uncertainty
Ellipsoid Ellipsoid

>Ellipsoid Arc See below Ellipsoid Arc

IE/Group Name Presence Range IE type and Semantics description
reference

Point

>Geographical M See below

Coordinates
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IE/Group Name Presence Range IE type and Semantics description
reference
Point With Uncertainty
>Geographical M See below
Coordinates
>Uncertainty Code M INTEGER( The uncertainty "r" is
0..127) derived from the
"uncertainti/ code" k by
r = 10x(1.1%1)
IE/Group Name Presence Range IE type and Semantics description
reference
Polygon
>Geographical M 1to See below
Coordinates <maxnoofPoints>
Range bound Explanation
maxnoofPoints Maximum no. of points in polygon. Value is 15.
IE/Group Name Presence Range IE type and Semantics description
reference
Ellipsoid point with
uncertainty Ellipse
>Geographical M See below
Coordinates
>Uncertainty Ellipse M See below
>Confidence M INTEGER(
0..127)
IE/Group Name Presence Range IE type and Semantics description
reference
Ellipsoid point with
altitude
>Geographical M See below
Coordinates
>Altitude and direction M See below
IE/Group Name Presence Range IE type and Semantics description
reference
Ellipsoid point with
altitude and uncertainty
Ellipsoid
>Geographical M See below
Coordinates
>Altitude and direction M See below
>Uncertainty Ellipse M See below
>Uncertainty Altitude M INTEGER(
0..127)
>Confidence M INTEGER(
0..127)
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IE/Group Name Presence Range IE type and Semantics description
reference
Ellipsoid Arc
>Geographical M See below
Coordinates
>Inner radius M INTEGER ( The relation between the
0..2'%-1) value (N) and the radius
(r) in meters it describes
is 5N<r <5(N+1), except
for N=2"°-1 for which the
range is extended to
include all grater values
of ().
>Uncertainty radius M INTEGER( The uncertainty "r" is
0..127) derived from the
"uncertainti/ code" k by
r=10x(1.1%1)
>Offset angle M INTEGER( The relation between the
0..179) value (N) and the angle
(a) in degrees it
describes is
2N< a <2(N+1)
>Included angle M INTEGER( The relation between the
0..179) value (N) and the angle
(a) in degrees it
describes is
2N< a <2(N+1)
>Confidence M INTEGER(
0..127)
IE/Group Name Presence Range IE type and Semantics description
reference
Geographical Coordinates
> atitude Sign M ENUMERATED
(North, South)
>Degrees Of Latitude M INTEGER ( The IE value (N) is
0..2%%1) derived by this formula:
N<2?® X /90 < N+1
X being the latitude in
degree (0°.. 90°)
>Degrees Of Longitude M INTEGER ( The IE value (N) is
-2%.2%.1) derived by this formula:

N<2%* X /360 < N+1
X being the longitude in
degree (-180°..+180°)
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IE/Group Name Presence Range IE type and Semantics description
reference
Uncertainty Ellipse
>Uncertainty semi-major | M INTEGER( The uncertainty "r" is
0..127) derived from the
"uncertaintx code" k by
r=10x(1.1"-1)
>Uncertainty semi-minor | M INTEGER( The uncertainty "r" is
0..127) derived from the
"uncertainti/ code" k by
r=10x(1.1"-1)
>QOrientation of major M INTEGER( The relation between the
axis 0..179) IE value (N) and the
angle (a) in degrees it
describes is
2N< a <2(N+1). The
values 90..179 shall not
be used.
IE/Group Name Presence Range IE type and Semantics description
reference
Altitude and direction
>Direction of Altitude M ENUMERATED
(Height, Depth)
>Altitude M INTEGER ( The relation between the
0..2"°-1) value (N) and the altitude
(a) in meters it describes
is N< a <N+1, except for
N=2"°-1 for which the
range is extended to
include all grater values
of (a).

9.2.3.12

Thisinformation element indicates the data volume (octets) that is unsuccessfully transmitted over the radio interface in

the DL direction for agiven RAB.

Unsuccessfully Transmitted Data Volume

IE/Group Name Presence Range IE type and | Semantics description
reference

Unsuccessfully Transmitted M INTEGER Unit is octet.

Data Volume (0..2°%1)

9.2.3.13

Thisinformation element indicates the time when the data volume is counted. It is an operator/vendor specific matter to

Data Volume Reference

assign meanings for the different integer values.

IE/Group Name Presence Range IE type and | Semantics description
reference

Data Volume Reference M INTEGER
(0..255)

9.23.14

Void

Information ldentity

ETSI




3GPP TS 25.413 version 6.2.0 Release 6

9.2.3.15 Information Priority

Void

9.2.3.16 Information Control

Void

9.2.3.17 CN Broadcast Area

Void
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Thisinformation element contains transparent NAS information that is transferred without interpretation in the RNC.

Indicator

IE/Group Name Presence Range IE type and Semantics description
reference
NAS Synchronisation M BIT STRING | The coding of this IE,

4) transparent for RNC, is

[8].

described in the subclause
'Speech Codec Selection' of

9.2.3.19 Location Related Data Request Type

This element indicates the type of the requested location related data for the indicated positioning method, and provides

the assistance data for the Assisted GPS positioning method.

IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Location Related Data
Request Type

>Requested Location
Related Data Type

ENUMERATED(
Deciphering
Keys for UE
Based OTDOA,

Deciphering
Keys for
Assisted GPS,

Dedicated
Assistance Data
for UE Based
OTDOA,

Dedicated
Assistance Data
for_Assisted
GPS, ..)

>Requested GPS
Assistance Data

C —
ifDedAssG
PS

9.23.21

Condition

Explanation

ifDedAssGPS

This IE shall be present if the Requested Location Related Data
Type IE is set to "Dedicated Assistance Data for Assisted GPS".
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9.2.3.20 Broadcast Assistance Data Deciphering keys
Thisinformation element is used for indicating the deciphering keys that will be used by the UE for deciphering of
broadcast assistance data.
IE/Group Name Presence Range IE type and Semantics description
reference
Broadcast Assistance Data
Deciphering keys
> Ciphering Key Flag M BIT STRING | Indicates the current Ciphering
(SIZE(1)) Key Flag that is used for the
broadcast assistance data
messages in the location area.
>Current Deciphering M BIT STRING | Current deciphering key that is
key (SIZE(56)) used for deciphering broadcast
assistance data.
>Next Deciphering key M BIT STRING | Next deciphering key that will
(SIZE(56)) be used for deciphering

broadcast assistance data.

9.23.21

Requested GPS Assistance Data

Thisinformation element is used for indicating the requested GPS assistance data.

This|E istransparent to CN.

(SIZE(1..38))

IE/Group Name Presence Range IE type and Semantics description
reference
Requested GPS Assistance OCTET For the corresponding
Data STRING Information Element Definition

see 'gpsAssistanceData’ [22].

9.2.3.22

Last Known Service Area

Thisinformation element is used for indicating the last known Service Area and the elapsed time since the UE was

known to be in this Service Area. The last known Service Areais reported when the current Service Areais unknown to

the RNC.
IE/Group Name Presence Range IE type and Semantics description
reference
Last Known Service Area
>SAl M 9.2.3.9
>Age of SAI M INTEGER The value represents the
(0..32767) elapsed time in minutes since
the reported last known SAl
was stored by the RNC.
Value '0' shall not be used.
Value '32767' indicates that
the age of SAl is at least
32767 minutes old.
9.2.3.23 Shared Network Information

For each LA contained in this |E, it provides the SNA(s) the LA belongs to.
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IE/Group Name Presence Range IE type and Semantics description
reference
Shared Network
Information
>PLMNSs In Shared 1lto
Network <maxPLMNsSN>
>>PLMN identity M OCTET - digits 0 to 9, two digits per
STRING octet,
(SIZE (3)) - each digit encoded 0000 to
1001,
- 1111 used as filler
- bit 4 to 1 of octet n encoding
digit 2n-1
- bit 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler plus 2 digits from MNC
(in case of 2 digit MNC) or
-3 digits from MNC (in case of
a 3 digit MNC).
>>LA List 1 to <maxLAs>
>>>LAC M OCTET 0000 and FFFE not allowed.
STRING (2)
>>>List Of SNAs 1 to <maxSNAs>
Containing LA
>>>>SNAC M 9.2.3.25
Range bound Explanation
maxPLMNsSN Maximum no. of PLMNs involved in a Shared Network agreement.
The value for maxPLMNsSN is 32.
maxLAs Maximum no. of LAs in a PLMN. The value for maxLAs is 65536.
maxSNAs Maximum no. of SNAs in a PLMN. The value for maxSNAs is
65536.
9.2.3.24 SNA Access Information

Provides information on the area(s) in the PLMN(s) the UE is authorised to access.
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IE/Group Name Presence Range IE type and Semantics description
reference
SNA Access Information
>Authorised PLMNs 1to
<maxPLMNsSN>
>>PLMN ldentity M OCTET - digits 0 to 9, two digits per
STRING octet,
(SIZE (3)) - each digit encoded 0000 to
1001,
- 1111 used as filler
- bit 4 to 1 of octet n encoding
digit 2n-1
- bit 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler plus 2 digits from MNC
(in case of 2 digit MNC) or
-3 digits from MNC (in case of
a 3 digit MNC).
>>Authorised SNAs (0]
List
>>>Authorised SNAs 1 to <maxSNAs>
>>>>SNAC M 9.2.3.25
Range bound Explanation
maxPLMNsSN Maximum no. of PLMNSs involved in a Shared Network agreement.
The value for maxPLMNsSN is 32.
maxSNAs Maximum no. of SNAs in a PLMN. The value for maxSNAs is
65536.
9.2.3.25 SNAC
Indicates the Identity of an SNA according to [19].
IE/Group Name Presence Range IE type and Semantics description
reference
SNAC M INTEGER
(0..65535)

9.2.3.26 Location Related Data Request Type Specific To GERAN Iu Mode

This element indicates the type of the requested location related data for the indicated specific positioning method
supported only within GERAN |u mode.
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IE/Group Name Presence Range IE type and Semantics description
reference
Location Related Data ENUMERATED(
Request Type Specific To Deciphering
GERAN lu mode Keys for E-OTD,

Dedicated
Mobile-Assisted
E-OTD
Assistance
Data,

Dedicated
Mobile-Based
E-OTD
Assistance
Data, ...)

9.2.3.27 Position Data

This |E provides data related to the positioning methods in relation with the Location Report procedure.

IE/Group Name Presence Range IE type and Semantics description
reference
Position Data
>Positioning Data M BIT STRING (4) | The positioning data
Discriminator discriminator defines the

type of data provided for
each positioning method:
0000 indicate usage of
each positioning
method that was
successfully used to
obtain the location
estimate; 1 octet of
data is provided for
each positioning
method included.
all other values are
reserved.

>Positioning Data Set C-
ifDiscrimina
tor=0
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>>Positioning Method 1 to <maxSet> OCTET STRING | Coding of positioning

and Usage Q) method (bits 8-4):

00000 Reserved (NOTE)

00001 Reserved (NOTE)

00010 Reserved (NOTE)

00011 Reserved (NOTE)

00100 Reserved (NOTE)

00101 Mobile Assisted
GPS

00110 Mobile Based GPS

00111 Conventional GPS

01000 Reserved (NOTE)

01001 OTDOA

01010 IPDL

01011 RTT

01100 Cell ID

01101 to 01111 reserved
for other location
technologies

10000 to 11111 reserved
for network specific
positioning methods

Coding of usage (bits 3-1):

000 Attempted
unsuccessfully due to
failure or interruption -
not used.

001 Attempted
successfully: results not
used to generate
location - not used.

010 Attempted
successfully: results
used to verify but not
generate location - not
used.

011 Attempted
successfully: results
used to generate
location

100 Attempted
successfully: case
where MS supports
multiple mobile based
positioning methods
and the actual method
or methods used by the
MS cannot be
determined.

NOTE: Reserved because
of GERAN use only.

Condition Explanation
C-ifDiscriminator=0 This IE is present if the Positioning Data Discriminator IE is set to
"0000"
Range bound Explanation
maxSet Maximum size of the data set. Value is 9.
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Position Data Specific To GERAN Iu Mode

This|E provides data related to the positioning methods which are supported only within GERAN [u mode in relation
with the Location Report procedure. The coding of this element is described in [34].

GERAN lu Mode

IE/Group Name Presence Range IE type and Semantics description
reference
Position Data Specific To M OCTET STRING | Coded as the value part of

the Positioning Data IE
defined in [34].

9.2.3.29

Accuracy Fulfilment Indicator

This |E indicates whether the returned position estimate satisfies the requested accuracy or not.

IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Accuracy Fulfilment Indicator

M

ENUMERATED
(requested
accuracy
fulfilled,
requested
accuracy not
fulfilled,

)

9.2.3.30

RIM Transfer

This |E contains the RIM Information (e.g. NACC information) and additionally in uplink transfer the RIM routing

address of the destination of this RIM information.

IE/Group Name Presence Range IE type and Semantics description
reference
RIM Transfer
>RIM Information M 9.2.3.31
>RIM Routing Address (0] 9.2.3.32

9.23.31

RIM Information

This |E contains the RIM Information (e.g. NACC information) i.e. the BSSGP RIM PDU from the RIM application
part contained in the RNC, or the BSSGP RIM PDU to be forwarded to the RIM application part in the RNC.

IE/Group Name Presence Range IE type and Semantics description
reference
RIM Information
>RIM Information M OCTET STRING | Contains the BSSGP RIM

PDU as defined in ref [36].

9.2.3.32

RIM Routing Address

This |E identifies the destination node where the RIM Information needs to be routed by the CN.
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IE/Group Name Presence Range IE type and Semantics description
reference
Choice RIM Routing
Address
>Global RNC-ID 9.2.1.39 Applicable to GERAN Iu mode,
not applicable to UTRAN
>GERAN-Cell-1D
>> Al M 9.2.3.6
>>RAC M 9.2.3.7
>>Cl| M OCTET
STRING (2)
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9.3 Message and Information Element Abstract Syntax (with ASN.1)

9.3.0 General
RANAP ASN.1 definition conforms with [14] and [15].

The ASN.1 definition specifies the structure and content of RANAP messages. RANAP messages can contain any | Es specified in the object set definitions for that message
without the order or number of occurrence being restricted by ASN.1. However, for this version of the standard, a sending entity shall construct a RANAP message according to
the PDU definitions module and with the following additional rules (Note that in the following |E means an |E in the object set with an explicit id. If one |E needed to appear
more than once in one object set, then the different occurrences have different |E ids):

e |Esshall beordered (in an |E container) in the order they appear in object set definitions..

*  Object set definitions specify how many times |Es may appear. An |E shall appear exactly once if the presence field in an object has value "mandatory”. An |E may appear
at most once if the presence field in an object has value "optional” or "conditional". If in atabular format there is multiplicity specified for an |E (i.e. an IE list) then in the
corresponding ASN.1 definition the list definition is separated into two parts. The first part defines an |E container list where the list elements reside. The second part
defineslist elements. The |E container list appears as an | E of its own. For this version of the standard an | E container list may contain only one kind of list elements.

If aRANAP message that is not constructed as defined above is received, this shall be considered as Abstract Syntax Error, and the message shall be handled as defined for
Abstract Syntax Error in subclause 10.3.6.

Subclause 9.3 presents the Abstract Syntax of RANAP protocol with ASN.1. In case there is contradiction between the ASN. 1 definition in this subclause and the tabular format
in subclause 9.1 and 9.2, the ASN. 1 shall take precedence, except for the definition of conditions for the presence of conditional elements, where the tabular format shall take
precedence.

9.3.1 Usage of private message mechanism for non-standard use

The private message mechanism for non-standard use may be used:

- for special operator- (and/or vendor) specific features considered not to be part of the basic functionality, i.e. the functionality required for a complete and high-quality
specification in order to guarantee multivendor interoperability;

- by vendors for research purposes, e.g. to implement and evaluate new algorithms/features before such features are proposed for standardisation.

The private message mechanism shall not be used for basic functionality. Such functionality shall be standardised.

9.3.2 Elementary Procedure Definitions

. kkkkkhkkhkhkhkhkAkhk A A A A A A A A A A A A A A A A A A A A XA A A A A A A A A A A A A A A A A A A A A A XAk k%%

- Elementary Procedure definitions
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EE R Sk SR Sk Sk Sk S S Sk S S S Sk S R S Sk S Sk Sk Sk S Sk S S S Sk Sk Sk Sk S Sk Sk Sk S S S Sk Sk kS Sk Sk Sk kS S S S S S

RANAP- PDU- Descri ptions {

itu-t (0) identified-organization (4) etsi
unt s- Access (20) nodul es (3)

ranap (0) versionl (1)

DEFI NI TI ONS AUTOVATI C TAGS :: =

BEG N

(0) nobil eDomai n (0)

ranap- PDU- Descri ptions (0)}

EE R Sk SR Sk SR Sk Sk S S S S S Sk R R S Sk S Sk Sk Sk S Sk Sk S Sk Sk R Sk S Sk Sk Sk Sk kS S kS kS Sk kS S S S S S

-- | E paraneter types from other npdul es.

R Sk SR Sk SR Sk S Sk S Sk S S S S Sk S kS Sk S S S Sk Sk Sk Sk Sk S Sk kS Sk Sk Sk kS Sk Sk Sk Sk Sk Sk S Sk kS S S S S

| MPORTS
Criticality,
Pr ocedur eCode

FROM RANAP- ConmonDat aTypes

| u- Rel easeCommand,
| u- Rel easeConpl et e,
Rel ocat i onComrmand,

Rel ocat i onPr epar at i onFai | ure,

Rel ocat i onRequi r ed,
Rel ocat i onRequest,

Rel ocat i onRequest Acknow edge,

Rel ocat i onFai |l ure,
Rel ocat i onCancel ,

Rel ocat i onCancel Acknow edge,

SRNS- Cont ext Request ,
SRNS- Cont ext Response,
Securi t yModeConmand,
SecurityModeConpl et e,
SecurityMdeRej ect,

Dat aVol uneRepor t Request ,

Dat aVol uneReport
Reset ,

Reset Acknow edge,
RAB- Rel easeRequest ,
| u- Rel easeRequest ,
Rel ocat i onDet ect,
Rel ocat i onConpl et e,
Pagi ng,

Commonl D,

CN- | nvokeTr ace,

CN- Deact i vat eTr ace,

Locat i onReporti ngControl,

Locat i onReport,

I nitial UE- Message,
Di rect Transfer,
Overl oad,
Errorlndi cation,
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SRNS- Dat aFor war dConmand,

For war dSRNS- Cont ext ,

RAB- Assi gnment Request ,

RAB- Assi gnnent Response,

RAB- Modi f yRequest ,

Pri vat eMessage,

Reset Resour ce,

Reset Resour ceAcknow edge,

RANAP- Rel ocat i onl nf or mat i on,

Locat i onRel at edDat aRequest ,

Locat i onRel at edDat aResponse,

Locat i onRel at edDat aFai | ure,

I nf or mat i onTr ansf er | ndi cat i on,

I nfornati onTransferConfirnation,

I nfornmati onTransferFailure,

UESpeci fi cl nf or mat i onl ndi cat i on,

Di rect | nformati onTr ansfer,

Upl i nkl nf or mat i onTr ansf er | ndi cati on,

Upl i nkl nf or mat i onTr ansf er Confirnati on,

Upl i nkl nf or mat i onTr ansf er Fai | ure
FROM RANAP- PDU- Cont ent s

i d- Locati onRel at edDat a,

i d- CN- Deact i vat eTr ace,

i d- CN- I nvokeTr ace,

i d- Conmonl D,

i d- Dat aVol uneReport,
id-DirectTransfer,
id-Errorlndication,

i d- For war dSRNS- Cont ext ,
id-1nformationTransfer,
id-Initial UE- Message,

i d- | u- Rel ease,

i d- 1 u- Rel easeRequest,

i d-Locati onReport,

i d- Locati onReportingControl,
i d-Overl oadControl,

i d- Pagi ng,

i d- privat eMessage,

i d- RAB- Assi gnnent ,

i d- RAB- Rel easeRequest ,

i d- RAB- Modi f yRequest ,

i d- RANAP- Rel ocati on,

i d- Rel ocati onCancel ,

d- Rel ocat i onConpl et e,

d- Rel ocat i onDet ect

d- Rel ocati onPreparati on,
d- Rel ocati onResour ceAl | ocati on,
i d- Reset,

i d- SRNS- Cont ext Tr ansf er,

i d- SRNS- Dat aFor war d,

i d- SecurityMddeControl,

i d- Reset Resour ce,

i d- UESpeci fi cl nformati on,
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id-DirectlnformationTransfer,
i d- Upl i nkl nformationTransfer
FROM RANAP- Const ant s;

R TR X

-- Interface Elenentary Procedure d ass

R X

RANAP- EL EMENTARY- PROCEDURE : : = CLASS {
& nitiati ngMessage ,
&Successf ul