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Foreword

This Technical Specification (TS) has been produced by ETSI 3rd Generation Partnership Project (3GPP).

The present document may refer to technical specifications or reports using their 3GPP identities, UM TS identities or
GSM identities. These should be interpreted as being references to the corresponding ETSI deliverables.

The cross reference between GSM, UMTS, 3GPP and ETS! identities can be found under
http://webapp.etsi.org/key/queryform.asp.

Modal verbs terminology

In the present document “shall”, "shall not", "should", "should not", "may", "need not", "will", "will not", "can" and
"cannot" are to be interpreted as described in clause 3.2 of the ETSI Drafting Rules (Verbal forms for the expression of
provisions).

"must" and "must not" are NOT allowed in ETSI deliverables except when used in direct citation.
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Foreword
This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

Y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

The present specification adds detailed flows of Policy and Charging Control (PCC) over the Rx , Gx, Gxx, Sd, Sy and
S9 reference points and their relationship with the bearer level signalling flows over the Gn/Gp, $4, S5/S8, S2a and S2¢
interfaces.

The calls flows depicted in this Technical Specification represent usual cases, i.e. not al situations are covered. Detailed
information provided in 3GPP TS 29.212 [9], 3GPP TS 29.214 [10], 3GPP TS 29.215 [22], and 3GPP TS 29.219 [28]
shall be taken into consideration.

The present specification also describes the binding and the mapping of QoS parameters among SDP, UMTS QoS
parameters, and QoS authorization parameters.

The present specification also describes the PCRF addressing using DRA.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

o References are either specific (identified by date of publication and/or edition number or version number) or
non-specific.

o For aspecific reference, subsequent revisions do not apply.

e For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: 'Vocabulary for 3GPP Specifications.

[2] 3GPP TS 23.203: 'Policy Control and charging architecture'.

[3] 3GPP TS 23.060: 'General Packet Radio Service (GPRS); Service description; Stage 2'.

[4] 3GPP TS 23.107: 'Quality of Service (QoS) concept and architecture'.

[5] 3GPP TS 24.229: 'IP Multimedia Call Control Protocol based on SIP and SDP; Stage 3'.

[6] 3GPP TS 26.234: 'End-to-end transparent streaming service; Protocols and codecs.

[7] 3GPP TS 26.236: 'Packet switched conversational multimedia applications; Transport protocols.

(8] Void

[9] 3GPP TS 29.212: 'Policy and Charging Control (PCC); Reference points.

[10] 3GPP TS 29.214: 'Policy and Charging Control over Rx reference point'.

[11] IETF RFC 2327: 'SDP: Session Description Protocol'.

[12] IETF RFC 3264 'An Offer/Answer model with the Session Description Protocol (SDP)'.

[13] IETF RFC 3556: 'Session Description Protocol (SDP) Bandwidth Modifiers for RTP Control
Protocol (RTCP) Bandwidth'.

[14] IETF RFC 3588: 'Diameter Base Protocol'.

[15] IETF RFC 5245: 'Interactive Connectivity Establishment (ICE): A Protocol for Network Address

Trandator (NAT) Traversal for Offer/Answer Protocols.

[16] IETF RFC 4145: 'TCP-Based Media Transport in the Session Description Protocol (SDP)'.
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[17] IETF RFC 4975: The Message Session Relay Protocol (MSRP)'.

[18] 3GPP2 C.S0046-0 v1.0: '3G Multimedia Streaming Services.

[19] 3GPP2 C.S0055-A v1.0: 'Packet Switched Video Telephony Services (PSVT/MCS)'.

[20] Void

[21] 3GPP TS 23.402: 'Architecture Enhancements for non-3GPP accesses.

[22] 3GPP TS 29.215: 'Policy and Charging Control over S9 reference point'.

[23] IETF RFC 3890: 'A Transport Independent Bandwidth Modifier for the Session Description
Protocol (SDP) ".

[24] 3GPP TS 24.292: 'IP Multimedia (IM) Core Network (CN) subsystem Centralized Services (ICS);
Stage 3.

[25] 3GPP TS 23.335: 'User Data Convergence (UDC); Technical realization and information flows;
Stage 2'.

[26] 3GPP TS 29.335: 'User Data Convergence (UDC); User Data Repository Access Protocol over the
Ud interface; Stage 3'.

[27] 3GPP TS 23.216: 'Single Radio Voice Call Continuity (SRVCC); Stage 2'.

[28] 3GPP TS 29.219: 'Policy and Charging Control over Sy reference point'.

[29] 3GPP TS 26.114: 'IP Multimedia Subsystem (IMS); Multimedia Telephony; Media handling and
interaction’

[30] 3GPP TS 26.247: 'Transparent end-to-end Packet-switched Streaming Service (PSS) Progressive

Download and Dynamic Adaptive Streaming over HTTP (3GP-DASH) .

3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following
apply:

DRA binding: The PCRF routing information stored per UE or per PDN in the DRA, which include the user identity
(UE NAI), the UE Ipv4 address and/or 1pv6 prefix, the APN (if available) and the selected PCRF identity for a certain
IP-CAN Session.

Gateway Control Session: An association between a BBERF and a PCRF (when GTP isnot used in the EPC), used for
transferring access specific parameters, BBERF events and QoS rules between the PCRF and BBERF. In the context of
this specification thisisimplemented by use of the Gxx procedures.

Policy counter: A mechanism within the OCS to track spending applicable for a subscriber.

Policy counter status: A label whose values are not standardized and that is associated with a policy counter”s value
relative to the spending limit(s) (the number of possible policy counter status values for a policy counter is one greater
than the number of thresholds associated with that policy counter, i.e policy counter status val ues describe the status
around the thresholds). Thisis used to convey information relating to subscriber spending from OCS to PCRF. Specific
labels are configured jointly in OCS and PCRF.

Spending limit: A spending limit is the usage limit of a policy counter (e.g. monetary, volume, duration) that a
subscriber is allowed to consume.

Spending limit report: anotification, containing the current policy counter status generated from the OCS to the PCRF
viathe Sy reference point.
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TDF session: An association between an IP-CAN session and the assigned TDF for the purpose of application detection
and control by the PCRF . The association isidentified by one UE Ipv4 address and/or 1pv6 prefix together with
optionally aPDN represented by a PDN 1D and a set of ADC rulesto be applied by the TDF.

3.2

Abbreviations

For the purpose of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply:

ADC Application Detection and Control

AF Application Function

ARP Allocation and Retention Priority

AVP Attribute-Value Pair

CsG Closed Subscriber Group

CSGID Closed Subscriber Group Identity

BBERF Bearer Binding and Event Reporting Function

CoA Care of AddressDRA Diameter Routing Agent

GBR Guaranteed Bitrate

H-AF Home AF

H-DRA Home DRA

H-PCRF Home PCRF

HPLMN Home PLMN

MBR Maximum Bitrate

MPS Multimedia Priority Service

PA Proxy Agent

PCC Policy and Charging Control

PCEF Policy and Charging Enforcement Function

PCRF Policy and Charging Rule Function

PGW PDN-Gateway

QCl QoS Class Identifier

SDF Service Data Flow

SLA Spending Limit Answer

SLR Spending Limit Request

SNA Spending-Status Natification Answer

SNR Spending-Status Notification Request

STA Session Termination Answer

STR Session Termination Request

TDF Traffic Detection Function

ubC User Data Convergence

UDR User Data Repository

V-AF Visited AF

V-DRA Visited DRA

V-PCRF Visited PCRF

VPLMN Visited PLMN
4 Signalling Flows over Gx, Gxx, Rx, Sd, Sy and S9
4.0 General

There are three distinct network scenarios for an |P-CAN Session:

Case 1. No Gateway Control Session is required, no Gateway Control Establishment occurs at al (e.g. 3GPP Access
where GTP-based S5/S8 are employed, and Non-3GPP access where GTP-based S2a or GTP-based S2b is
employed).

Case 2. A Gateway Control Session isrequired. There are two subcases:

2a) The BBERF assigns a Care of Address (CoA) to the UE and establishes a Gateway Control Session prior

to any IP-CAN session establishment that will apply for all IP-CAN sessions using that CoA.
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2b) At IP-CAN session establishment a Gateway Control Session is required before the PCEF announces the
IP-CAN Session to the PCRF. At BBERF change and pre-registration the Gateway Control Session shall
match an IP-CAN session that the PCEF has already announced. Each IP-CAN sessionishandled in a
separate Gateway Control Session.

- The PCRF shall select whether case 2a or case 2b applies based on the information received in the Gateway
Control Session Establishment. For a user identified with a Subscription-ld AVP, when the PDN identifier
included as part of the Called-Station-Ild AV P isreceived, case 2b applies. If not received, case 2a applies.

The following considerations shall be taken into account when interpreting the signalling flows:

V-PCRF isincluded to also cover the roaming scenarios.
H-PCRF will act as a PCRF for non-roaming Ues.

The steps numbered as 'number+letter' (e.g. '3a) will be executed, for the roaming case, instead of steps
numbered as 'number’ (e.g. '3), asindicated in the explanatory text below the signalling flows.

Emergency services are handled locally in the serving network, therefore the S9 reference point does not apply.

NOTE: For the Visited Access case, the operator can by roaming agreement decide not to use S9 reference point.

The procedure to detect that the Gx session or a Gateway Control Session is restricted to Emergency Servicesis
described in 3GPP TS 29.212 [9].

Subscription-related information is not relevant for Emergency Sessions; therefore Sp reference point does not
apply.

With the UDC-based architecture as defined in 3GPP TS 23.203 [2] and 3GPP TS 23.335 [25], SPR, whenever
mentioned in the present specification, refersto UDR. The Ud interface as defined in 3GPP TS 29.335 [26] is
the interface between the PCRF and the UDR.

If the PCEF/BBERF/TDF needsto send an IP-CAN session/ Gateway Control Session/ TDF session
modification request towards a PCRF which is known to have restarted since the IP-CAN session/ Gateway
Control Session/ TDF session establishment, the PCEF/BBERF/TDF shall follow the PCRF Failure and
Restoration procedure as defined in 3GPP TS 29.212 [9].

NOTE: Only theinteraction with OCS for spending limits 12vailabil over Sy interface isintroduced in this

4.1

document.

IP-CAN Session Establishment

This clause is applicableif anew IP-CAN Session is being established.
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BBREF PCEF TDF V- PCRF H-PCRF SPR ocs
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P
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Figure 4.1.1: IP-CAN Session Establishment

1. The BBERF may initiate a Gateway Control Session Establishment procedure as defined in 4.4.1 (applicable for
cases 2aduring initial attach and 2b, as defined in clause 4.0), if appropriate. In this step, the PCRF determines
whether the cases 2a or 2b applies, as defined in clause 4.0.

2. The PCEF receives an Establish IP-CAN Session Request. The form of the Establish IP-CAN Session Request
depends upon the type of the IP-CAN.

3. For the non-roaming case, and for the case when the UE isroaming in a Home Routed scenario, the PCEF
informs the H-PCRF of the IP-CAN Session establishment. The PCEF starts a new Gx session by sending a
CCR to the H-PCRF using the CC-Request-Type AVP set to the value INITIAL_REQUEST. The PCEF
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provides UE identity information, PDN identifier, the UE Ipv4 address and/or UE Ipv6 prefix and, if available,
the PDN connection identifier, IP-CAN type, RAT type and/or the default charging method. The PCEF provides,
when available, the Default-EPS-Bearer-QoS and the APN-AMBR to the PCRF. The PCEF may provide the
applicable TDF routing information in TDF-Information AVP. If the UE has declared support for the extended
TFT filter format and the PCEF does not prevent the use thereof, the PCE F shall indicate th at the support for
extended TFT filtersis available in the IP-CAN session. For types of IP-CAN, where the H-PCRF can be in
control of IP-CAN Bearers, e.g. GPRS, the PCEF also provides a new bearer identifier and information about the
reguested bearer, such as QoS. If applicable for the IP-CAN type, it will also provide information to indicate
whether NW-initiated bearer control procedures are supported, if available. The PCRF links the Gx session for
the new |P-CAN session with the corresponding Gateway Control Session as defined in clause 4.0. The PCRF
maintains aligned set of PCC and QoS rulesin the PCEF and BBERF(S) as applicable for the case. For case 2a
and if | P flow mobility is supported, the PCEF provides, when available, the IP flow mobility routing rules.

For the case when the UE isroaming in a Visited Access scenario, steps 3a~3c are executed instead of step 3.

3a. The PCEF informs the V-PCREF of the establishment of the IP-CAN session. The PCEF starts a new Gx
session by sending a CCR to the V-PCRF with the CC-Request-Type AVP set to the value
INITIAL_REQUEST. The parameters for CCR as listed in step 3 are applicable here.

3b. The V-PCRF determines that the request is for a roaming user and concludes the IP-CAN session uses visited
access. V-PCREF stores the received information.

3c. If thereis not an already established SO session for this roaming user, the V-PCRF sends a CCR to the H-
PCRF with the CC-Request-Type AVP set to the value INITIAL_REQUEST. The V-PCRF includes the
Subsession-Enforcement-Info AV P within the CCR with anew S9 subsession identifier assigned by the V-
PCRF to this IP-CAN session within the Subsession-Id AV P, and the Subsession-Operation AV P set to the
value ESTABLISHMENT.

If thereis an already established S9 session for this roaming user, the V-PCRF sends a CCR to the H-PCRF
with the CC-Request-Type AVP set to the value UPDATE_REQUEST. The V-PCRF includes the
Subsession-Enforcement-Info AV P within the CCR with a new S9 subsession identifier assigned by the V-
PCRF to this IP-CAN session within the Subsession-Id AV P, and the Subsession-Operation AV P set to the
value ESTABLISHMENT.

4. The H-PCRF stores the information received in the CCR. For cases 2a and 2b, the H-PCRF links the Gx session
with the Gateway Control Session(s).

NOTE 1: Inthe case 2a, when an additional PDN connection is established, the Gx session islinked with the
already established Gateway Control Session.

5. If the H-PCRF requires subscription-related information and does not have it, the H-PCRF sends a request to the
SPR in order to receive the information.

6. The SPR replies with the subscription related information containing the information about the allowed
service(s), QoS information, PCC Rules information and may include MPS EPS Priority, MPS Priority Level
and IMS Signalling Priority for establishing a PS session with priority.

NOTE 2: For steps 5 and 6: The details associated with the Sp reference point are not specified in this Release. The
SPR"srelation to existing subscriber databases is not specified in this Release.

7. |If the PCRF determines that the policy decision depends on the status of the policy counters available at the OCS
and no Sy session yet has been established for this subscriber, the PCRF sends an Initial Spending Limit Report
Request as defined in clause 4.7.1. If the Sy sesson is aready established for this subscriber, the PCRF may
send, if required, an Intermediate Spending Limit Report Request as defined in clause 4.7.2.

8. The H-PCRF selects or generates PCC Rule(s) to be installed. The H- PCRF may also make a policy decision by
deriving an authorized QoS and by deciding whether service flows described in the PCC Rules are to be enabled
or disabled. If MPS EPS Priority, MPS Priority Level, and IMS Signalling Priority are present for the user, the
PCRF takes the information into account.

9. The H-PCREF stores the selected PCC Rules. The H-PCRF selects the Bearer Control Mode that will apply
during the IP-CAN session if applicable for the particular IP-CAN. If the H-PCRF controls the binding of 1P-
CAN Bearers, the H-PCRF stores information about the IP-CAN Bearer to which the PCC Rules have been
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assigned. If the BBERF/PCEF controls the binding of IP-CAN bearers, the H-PCRF may derive the QoS
information per QCI applicable to that IP-CAN session for non-GBR bearers.

10. When user profile configuration indicates that Application Detection and Control function is enabled, the H-
PCRF makes the policy decision for the application detection and control. For the non-roaming case, or for the
case when the UE is roaming in a Home Routed scenario, the H-PCRF selects the applicable PCC Rulesto be
provided for application detection and control for the PCEF supporting ADC feature, or the applicable ADC
rules for the solicited application reporting with a TDF. For the case when the UE isroaming in aVisited Access
scenario, the H-PCRF selects the applicable PCC Rules to be provided for application detection and control. For
solicited application reporting with a TDF, the H-PCRF finds the TDF by using the TDF-Information AVP
received from the PCEF in step 3, or, if not received, using a pre-configured TDF address.

11. Only applicable for non-roaming case, and for the case when the UE isroaming in a home routed case, In case of
solicited application reporting with a TDF, the PCRF initiates a TDF Session Establishment procedure,
according to clause 4.6.1, with the selected TDF.

12. For the non-roaming case, and for the case when the UE is roaming in a Home Routed scenario, the H-PCRF
provisions the PCC Rules to the PCEF using CCA. The H-PCRF also provides the selected Bearer Control Mode
if applicable for the particular IP-CAN and if available, the QoS information per QCI. If the PCEF has indicated
that the support for extended TFT filtersis availablein the IP-CAN session, then the PCRF may, by indicating
the PCRF support for extended TFT filters, enable the use of the extended TFT filter format in the IP-CAN
session. The PCRF may also provide event triggers listing events for which the PCRF desires PCC Rule
Requests. Furthermore, the PCRF may provide authorized QoS including the APN-AMBR and the Default-EPS-
Bearer-QoS, User Location Information, user CSG information (if received from the BBERF). If usage
monitoring is enabled, the H-PCRF may provide the applicable thresholds for usage monitoring control at PCEF
within the Usage-Monitoring-Information AV P.

For types of IP-CAN, where the PCRF controls IP-CAN Bearers, e.g. GPRS, the PCRF indicates the IP-CAN
Bearer where the PCC Rules are to be installed and that the authorized QoS refers to. Otherwise, the PCRF
operates without any further reference to any specific bearer.

If the PCEF supports Application Detection and Control feature, the PCRF provisions the applicable PCC Rules
to the PCEF for the corresponding |P-CAN session.

If online charging is applicable then the PCEF requests credit information from the OCS over the Gy interface. If
the PCEF receives credit re-authorisation triggers from the OCS then, for case 2b, it requests the PCRF viaa
CCR message to provision the triggers at the BBERF. The triggers to be provisioned are specified in the Event-
Report-Indication AVP in the CCR message.

For the case when the UE isroaming in a Visited Access scenario, steps 12a-12e are executed:

12a. The PCC Rules, if they were selected in step 9, are provisioned by the H-PCRF to the V-PCRF by
using a CCA. The H-PCRF includes PCC Rules in the Subsession-Decision-Info AVP of the CCA, along
with the SO subsession identifier as received in step 3c within the Subsession-Id AV P. Other parameters
listed in step 9 are also applicable here.

12b. The V-PCRF enforces visited operator policies regarding QoS authorization requested by the H-PCRF
asindicated by the roaming agreements.

12c. In case of TDF, if Application Detection and Control function is enabled for the IP-CAN session, the V-
PCRF extracts ADC rules from the received PCC rules from the H-PCRF and stores the ADC rules.

12d. The V-PCRF informs the H-PCRF when a request has been denied and may provide the acceptable
QoS Information for the service.

12e. The H-PCRF acknowledges the CCR and may additionally include new or modified PCC rulesto the
V-PCRF. When user profile configuration indicates that Application Detection and Control functionis
enabled, some of those PCC Rules may be dedicated for application detection and control.

12f, In case of solicited application reporting with a TDF, the V-PCRF initiates a TDF Session
Establishment procedure, according to clause 4.6.1, with the selected TDF and provides ADC Rules extracted
from the corresponding PCC Rules.
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12g. The V-PCRF provisions PCC rules received from the H-PCRF to the PCEF by using CCA. The
parameters listed in step 11a are applicable here, User Location Information and user CSG information (if
received from the BBERF).

NOTE 3: From this point and onward, the PCRF is responsible for keeping the active PCC, ADC and QoS rules
aligned.

13.If case 2a or 2b applies, the PCRF aligns the set of QoS rules at the BBERF with the set of active rules at the
PCEF.

14. The PCEF installs the received PCC Rules. The PCEF also enforces the authorized QoS and enables or disables
service flows according to the flow status of the corresponding PCC Rules. If QoS information is received per
QCI, PCEF sets the upper limit accordingly for the MBR that the PCEF assigns to the non-GBR bearer(s) for
that QCI. In case of PCEF supporting Application Detection and Control feature, the PCEF enforces the
application detection and control.

15. The PCEF sends a response to the Establish IP-CAN Session Request.
For GPRS, the GGSN accepts the PDP Context Request based on the results of the authorisation policy decision
enforcement. If the requested QoS parameters do not correspond to the authorized QoS, the GGSN adjusts
(downgrades /upgrades) the requested UMTS QoS parameters to the authorized values.

NOTE 4: The PCRF can regject the IP-CAN session establishment, e.g. the PCRF cannot obtain the subscription-
related information from the SPR and the PCRF cannot make the PCC rule decisions, as described in
3GPPTS29.212[9].

The PCEF can also reject the IP-CAN session establishment, e.g. there is no activated/installed PCC rule
for the IP-CAN session as specified in 3GPP TS 23.203 [2].

4.2 IP-CAN Session Termination

421 UE-Initiated

4211 AF located in the HPLMN

This clause is applicableif an IP-CAN Session is being released by the UE and the AF islocated in the HPLMN.
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Figure 4.2.1.1.1: UE-Initiated IP-CAN Session Termination — AF located in the HPLMN

In the following procedures, the V-PCRF isincluded to depict the roaming scenarios. H-PCRF acts as the PCRF for

non-roaming Ues.

1. If case 2b applies (as defined in clause 4.0), the BBERF receives arequest to remove the IP-CAN session. In
case 23, the request goes transparently through the BBERF. In al cases, the PCEF receives a request to remove
the IP-CAN Session. The form of the Remove IP-CAN Session Request depends upon the type of the IP-CAN.

2. If case 2b applies (as defined in clause 4.0), the BBERF-initiated Gateway Control Session Termination

procedure as defined in clause 4.4.4 (BBERF-Initiated Gateway Control Session Termination) is initiated.

3. For the non-roaming case, and for the case when the UE is roaming in a Home Routed scenario, the PCEF sends
a CCR to the H-PCRF, indicating the IP-CAN Session termination. The PCEF requests the termination of the Gx
session using the CC-Request-Type AVP set to the value TERMINATION_REQUEST. If the usage monitoring
is enabled, the PCEF informs the H-PCRF about the resources that have been consumed by the user since the last
report. If the Required-Access-Info AVP isincluded in any PCC Rule, the PCEF informs the H-PCRF about the
access network information.
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For the case when the UE isroaming in a Visited Access scenario, steps 3a~3b are executed instead of step 3:

3a. The PCEF sends a CCR to the V-PCREF, indicating the IP-CAN Session termination. The PCEF requests the
termination of the Gx session using the CC-Request-Type AV P set to the value
TERMINATION_REQUEST. If the usage monitoring is enabled, the PCEF informs the V-PCRF about the
resources that have been consumed by the user since the last report. If the Required-Access-Info AVPis
included in any PCC Rule, the PCEF informs the V-PCRF about access network information.

3b.If there is an active TDF session between the TDF and the V-PCRF, for roaming UE with visited access, the
TDF Session termination isinitiated as defined in Section 4.6.2. For this case, the PCRF described in Section
4.6.2 actsas a V-PCRF.

3c. The V-PCRF sends the CCR to the H-PCREF. If case 2b or case 1 applies and thisisthe last subsession
associated with the S9 session, the V-PCRF sends a CCR to the H-PCRF to request the termination of the S9
session using the CC-Request-Type AVP set to the value TERMINATION_REQUEST. Otherwise, the V-
PCRF sends a CCR to the H-PCRF with a CC-Request-Type AV P set to the value UPDATE_REQUEST and
a Subsession-Enforcement-Info within which the Subsession-Operation AV P set to value TERMINATION to
request the termination of the conresponding S9 subsession.

NOTE 1: If the usage monitoring is enabled on PCEF and/or TDF, the V-PCRF gathers the reports and provides
them all to H-PCRF in the single CCR message.

4. The H-PCRF identifiesthe AF sessionsthat are bound to | P flows of the removed |P-CAN Session.

5. For the non-roaming case, and for the case when the UE is roaming in a Home Routed scenario, the H-PCRF
acknowledges the Gx session termination by sending a CCA to the PCEF.

For the case when the UE isroaming in a Visited Access scenario, steps 5a~5c are executed instead of step 5:
5a. The H-PCRF acknowledges the S9 session or subsession termination by sending a CCA to the V-PCRF.
5b. The V-PCRF removes the information related to the terminated |P-CAN Session.

5¢. The V-PCRF acknowledges the Gx session termination by sending a CCA to the PCEF.

6. The PCEF sends a response to the Remove IP-CAN Session Request. The form of the Remove IP-CAN Session
Response depends upon the type of the IP-CAN. Step 6 may be executed in parallel with step 3 or 3a (as
applicable).

7. If there is an activeT DF session between the TDF and the H-PCRF, for non-roaming UE/roaming UE with home
routed access, the TDF Session termination isinitiated as defined in Section 4.6.2.

NOTE 2: Step 7 can occur anytime after step 3.

For each AF session identified in step 4 as bound to the IP-CAN Session being removed, steps 7-10 are
executed:

8. The H-PCRF indicates the session abort to the H-AF by sending an ASR to the H-AF.
9. The H-AF responds by sending an ASA to the H-PCRF.
10. The H-AF sends an STR to the H-PCRF to indicate that the session has been terminated.

11. The H-PCRF responds by sending an STA to the H-AF. If the provided PCC rules are related to an AF session
associated with a sponsor, usage thresholds were provided by the H-AF earlier, and the H-PCRF has usage data
that has not yet been reported to the H-AF, the H-PCRF informs the H-AF about the resources that have been
consumed by the user since the last report. If the BBERF in step 2 or the PCEF in step 3 reports the access
network information and the AF requested the H-PCRF to report access network information previously, the H-
PCRF informs the H-AF about the access network information.

12. If thisisthelast IP-CAN session for this subscriber the Final Spending Limit Report Request as defined in
clause 4.7.3 is sent.

13. If case 2a applies (as defined in clause 4.0), the Gateway Control and QoS Rules Provision procedure as defined
in clause 4.4.3 (Gateway Control and QoS Rules Provision) may be initiated to remove the QoS rules associated
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with the IP-CAN session being terminated. This applies e.g. in case the Gateway Control Session remains to
serve other IP-CAN sessions.

Alternatively, if UE acquires a care of address (CoA) that is used for the S2c reference point and the H-PCRF
determines that all QoS rules are to be removed and the Gateway Control Session to be terminated, the PCRF-
initiated Gateway Control Session Termination procedure as defined in clause 4.4.4 (PCRF-Initiated Gateway

Control Session Termination) isinitiated. This applies e.g. in case the UE is detached and the CoA acquired by
the UE is not used for any other IP-CAN session.

14. The H-PCRF sends a cancellation notification request to the SPRif it has subscribed such notification. The H-
PCREF stores the remaining usage allowance in the SPR if all IP-CAN sessions of the user to the same APN are
terminated. Step 14 may be initiated any time after step 5 or 5a (as applicable).

15. The SPR sends a response to the H-PCRF.

NOTE 3: For steps 14 and 15: The details associated with the Sp reference point are not specified in this Release.
The SPR"s relation to existing subscriber databases is not specified in this Release.

421.2 AF located in the VPLMN

This clause is applicable only for the Visited Access scenario for the case when an IP-CAN Session is being released by
the UE and the AF islocated in the VPLMN.
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BBERF PCEF V-PCRF H-PCRF V-AF SPR
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Legend:
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Figure 4.2.1.2.1: UE-Initiated IP-CAN Session Termination — AF located in the VPLMN

If the AF residesin the VPLMN, the V-PCRF proxies AF session signalling over S9 between the V-AF and the
H-PCRF.

04. In order to perform UE initiated IP-CAN Session Termination Procedures, step 1 through step 7: as specified in
Figure 4.2.1.1.1: UE Initiated IP-CAN Session Termination — AF Located in the HPLMN are executed.

For each AF session identified in step 4 (Figure 4.2.1.1.1) as bound to the IP-CAN Session being removed
steps 2-9 are executed:

The H-PCRF indicates the session abort to the V-AF in VPLMN by sending an ASR to the V-PCRF.
The V-PCRF proxies the ASR to the V-AF.

The V-AF responds by sending an ASA to the V-PCRF.

The V-PCRF proxies the ASA to the H-PCRF.

The V-AF sends an STR to the V-PCRF to indicate that the session has been terminated.

The V-PCRF proxies the STR to the H-PCRF.

©® N @ oA WD

The H-PCRF responds by sending an STA to the V-PCRF.
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9. TheV-PCRF proxiesthe STA to the V-AF.

10. Step 12 through step 15: as specified in Figure 4.2.1.1.1: UE Initiated IP-CAN Session Termination — AF
Located in the HPLMN are executed, as needed.

NOTE: For steps 14 and 15: the detail s associated with the Sp reference point are not specified in this Release.
The SPR"s relation to existing subscriber databases is not specified in this Release.

4.2.2 PCEF-Initiated

4221 AF located in the HPLMN

This clause is applicableif an IP-CAN Session is being released by the PCEF and the AF islocated in the HPLMN.
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Figure 4.2.2.1.1 : PCEF-initiated IP-CAN Session Termination — AF located in the HPLMN

In the following procedures, the V-PCREF is included to depict the roaming scenarios. H-PCRF acts as the PCRF for
non-roaming Ues.

1. The PCEF detectsthat theterminat  ion of an IP-CAN Session or bearer isrequired.

2. If case 2b applies (as defined in clause 4.0), PCEF sends the Remove IP-CAN Session Request to the
BBERF. If case 2a applies (as defined in clause 4.0), the request goes transparently through the BBERF. In al |
cases, thePCEF sends a Remove IP-CAN Session Request to remove the IP-CAN Session. The form of the
Remove IP-CAN Session Request depends upon the type of the IP-CAN. It can consist of separate requests for
each IP-CAN Bearer within an IP-CAN Session.
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3. If case 2b applies (as defined in clause 4.0), the BBERF-initiated Gateway Control Session Termination
procedure as defined in clause 4.4.4 (BBERF-Initiated Gateway Control Session Termination) isinitiated.
4.  The PCEF receives aresponse to the Remove IP-CAN Session Reguest.
5-7. Same as Steps 3~5infigure4.2.1.1.1.
8 — 16.Same as Steps 7~15in figure 4.2.1.1.1.
NOTE 1. Steps 2 and 5 may be executed in parallel.

42272 AF located in the VPLMN

This clause is applicable only for the Visited Access scenario for the case when an IP-CAN Session is being released by
the PCEF and the AF islocated in the VPLMN

BBERF PCEF V-PCRF H-PCRF V-AF SPR

1. Perform Step 1 through Step 8: as specified in Figure 4.2.2.1.1 :
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Figure 4.2.2.2.1: PCEF-Initiated IP-CAN Session Termination — AF located in the VPLMN

If the AF residesin the VPLMN, the V-PCRF proxies AF session signalling over S9 between the V-AF and the
H-PCRF.

04. Inorder to perform PCEF initiated |P-CAN Session Termination Procedures, step 1 through step 8: as specified
inFigure 4.2.2.1.1: PCEF Initiated IP-CAN Session Termination — AF Located in the HPLMN are executed.
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For each AF session identified in step 6 (Figure 4.2.2.1.1) as bound to the IP-CAN Session being removed, steps
2-9 are executed:
. The H-PCRF indicates the session abort to the V-AF in VPLMN by sending an ASR to the V-PCRF.
. The V-PCRF proxiesthe ASR to the V-AF.
. The V-AF responds by sending an ASA to the V-PCRF.

2
3
4
5. The V-PCRF proxiesthe ASA to the H-PCRF.
6. TheV-AF sends an STR to the V-PCRF to indicate that the session has been terminated.
7. TheV-PCRF proxiesthe STR to the H-PCRF.

8. The H-PCRF responds by sending an STA to the V-PCRF.

9. The V-PCRF proxiesthe STA to the V-AF.

10. Step 13 through step 16: as specified in Figure 4.2.2.1.1: PCEF Initiated IP-CAN Session Termination — AF
Located in the HPLMN are executed, as needed.

NOTE: For steps 15 and 16: the details associated with the Sp reference point are not specified in this Release.
The SPR"srelation to existing subscriber databases is not specified in this Release.

4.2.3 PCRF-Initiated

4231 AF located in the HPLMN

This clause is applicableif an IP-CAN Session is being released by the PCRF and the AF islocated in the HPLMN.
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Figure 4.2.3.1.1: PCRF-initiated IP-CAN Session Termination — AF located in HPLMN

In the following procedures, the V-PCRF isincluded to depict the roaming scenarios. H-PCRF acts as the PCRF for
non-roaming Ues.

1. The H-PCRF detects that the termination of an IP-CAN Session is required.

2. For the non-roaming case, and for the case when the UE is roaming in a Home Routed scenario, the H-PCRF
sends a RAR including the Session-Rel ease-Cause AV P to request that the PCEF terminates the IP CAN session.

For the case when the UE isroaming in a Visited Access scenario, steps 2a~2b are executed instead of step 2:

2a. If case 2b or case 1 applies and the subsession being terminated is the last subsession over S9, the H-PCRF
sendsa RAR including the Session-Release-Cause AV P to the V-PCRF to indicate the termination of the S9
session. Otherwise, the H-PCRF sends a RAR to the V-PCRF including the Subsession-Decision-Info AVP
with the Session-Release-Cause AV P to indicate the request for terminating the S9 subsession corresponding
to the IP-CAN session.

2b. The V-PCRF sends a RAR including the Session-Release-Cause AV P to the PCEF.
3. The PCEF removes al the PCC Rules which are applied to the IP-CAN session.

4. For the non-roaming case, and for the case when the UE isroaming in a Home Routed scenario, the PCEF sends
aRAA to acknowledge the RAR.

For the case when the UE isroaming in a Visited Access scenario, steps 4a~4b are executed instead of step 4:
4a. The PCEF sends a RAA to the V-PCRF.

4b. The V-PCRF sends a RAA to the H-PCRF and acknowledges the request for terminating the S9 session or
the S9 subsession corresponding to the IP-CAN session.

5. The PCEF applies IP CAN specific procedures to terminate the IP CAN session.
6. —18. Same as Steps 3-16 in figure 4.2.2.1.1.

423.2 AF located in the VPLMN

This clause is applicable only for the Visited Access scenario for the case when an IP-CAN Session is being released by
the PCRF and the AF islocated in the VPLMN
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Figure 4.2.3.2.1: PCRF-Initiated IP-CAN Session Termination — AF located in the VPLMN

If the AF residesin the VPLMN, the V-PCRF proxies AF session signalling over S9 between the V-AF and the
H-PCRF.

04. In order to perform PCRF initiated IP-CAN Session Termination Procedures, step 1 through step 11:
asspecified in Figure 4.2.3.1.1: PCRF Initiated IP-CAN Session Termination — AF Located in the HPLMN are
executed.

For each AF session identified in step 6 (Figure 4.2.3.1.1) as bound to the IP-CAN Session being removed, steps
2-9 are executed:

The H-PCRF indicates the session abort to the V-AF in VPLMN by sending an ASR to the V-PCRF.
The V-PCRF proxiesthe ASR to the V-AF.

The V-AF responds by sending an ASA to the V-PCRF.

The V-PCRF proxiesthe ASA to the H-PCRF.

The V-AF sends an STR to the V-PCRF to indicate that the session has been terminated.

N o g o~ w b

The V-PCRF proxiesthe STR to the H-PCRF.
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8. The H-PCRF responds by sending an STA to the V-PCRF.
9. TheV-PCRF proxiesthe STA to the V-AF.

10. Step 16 through step 19: as specified in Figure 4.2.3.1.1: PCRF Initiated IP-CAN Session Termination — AF
Located in the HPLMN are executed, as needed.

NOTE: For steps 18 and 19: the details associated with the Sp reference point are not specified in this Release.
The SPR"srelation to existing subscriber databases is not specified in this Release.

4.3 IP-CAN Session Modification

43.1 Network-Initiated IP-CAN Session Modification

4311 Interactions between BBERF, PCEF, TDF, OCS and PCRF(PCC/QoS/ADC
Rule Provisioning in PUSH mode)

This flow shows the provisioning of PCC/QoS/ADC Rules and/or authorized QoS triggered by an event in the PCRF.
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Figure 4.3.1.1.1: Interactions between BBERF, PCEF and PCRF, TDF for PCRF-Initiated IP-CAN

Session Modification
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1

The H-PCRF receives an internal or external trigger to re-evaluate PCC Rules and policy decision for an IP-
CAN Session. Possible external trigger events are described in clause 4.3.1.2. In addition, this procedureis
triggered by

- PCEF subscribed event

- SPR subscription data modification (e.g. change in MPS EPS Priority, MPS Priority Level and/or IMS
Signalling Priority, or change in user profile configuration indicating whether supporting application
detection and control).

- OCS status of apolicy counter identifier(s) has changed and the PCRF requested notification for spending
limits apply.

- Application detection information report from TDF.

The H-PCRF selects the PCC Rule(s) to be installed, modified or removed for the IP-CAN Session. In case of
PCEF supporting Application Detection and Control feature, some of those PCC rules may be used for
application detection and control. The H-PCRF may a so update the policy decision by defining an authorized
QoS and enable or disable the service flow(s) of PCC Rules. If the PCEF controls the binding of IP-CAN
bearers, the H-PCRF may add or change QoS information per QCI applicable to that IP-CAN session. In case
of TDF, the H-PCRF selects the applicable ADC rules for the solicited application reporting with a TDF.

The H-PCRF stores the updated PCC Rules, and ADC rulesif available.

Step 4 isonly applicable if the Bearer Control Mode (BCM) selected is UE-only or, for UE/NW the H-PCRF
determines that UE mode applies for the affected PCC Rules, and the PCRF receives an external trigger from the
AF.

The PCRF may start atimer to wait for a UE requested bearer resource initiation, modification or removal
procedure initiated by the UE, as depicted in figure 4.3.2.1.1.

If a UE requested bearer resource initiation, modification or termination procedure initiated by the terminal is
received for the affected PCC rules while the timer is running, all subsequent steps in the present figure shall not
be executed and, for case 1, the stepsin figure 4.3.2.1.1 (on provisioning based on PULL procedure at PCEF —
initiated IP-CAN session modification when the AF is located in the HPLMN), 4.3.2.2.1 (on provisioning based
on PULL procedure at PCEF-initiated IP-CAN session modification when the AF islocated in the VPLMN) and
for cases 2a and 2b, the stepsin figure 4.4.2.1.1 (Home Routed case) or 4.4.2.2.1 (Visited Access case) shall be
executed instead.

Otherwise, if the BCM selected is UE/NW, the PCRF shall proceed with the subsequent steps (provisioning
based on PUSH procedure) in the present figure after timer expiry.

NOTE 1: For IMS Emergency session step 4 is not applicable.

5.

For case 2aand 2b, if Gxx applies for the IP-CAN session and the user is not roaming, or the user isroaming in a
Home Routed scenario or a Visited Access scenario for case 2a when the available QoS rule are not related to
any IP-CAN session, the H-PCRF may initiate Gateway Control and QoS rules provisioning procedures
described in clause 4.4.3.

NOTE 2: Thisstep isnot executed if this procedure istriggered by PCEF subscribed events and/or credit re-

6.

authorisation triggers reported by the BBERF-.

The H-PCRF sends a Diameter RAR to request that the PCEF installs, modifies or removes PCC Rules and
updates the policy decision, or to report PCEF subscribed events reported by the BBERF. The report includes the
User Location Information and the User CSG Information (If received from the BBERF). If the provided PCC
rules are related to an AF session associated with a sponsor, the H-PCRF includes, in the Charging-Rule-
Definition AV P, the Sponsor-Identity AVP and the Application-Service-Provider-ldentity AVP that it received
from the AF if the Reporting-Level AVP is set to the value SPONSORED_CONNECTIVITY _LEVEL and, if
AF provided the application usage thresholds, the Usage-M onitoring-Information AVP. If the AF requests the
access network information, the H-PCRF includes Required-Access-Info AV P in the Charging-Rule-Definition
AVP and/or Charging-Rule-Remove AVP. In addition, the H-PCRF includes the Event-Trigger set to the value
"ACCESS_NETWORK_INFO_REPORT" if not provided yet.

When the UE isroaming in a Visited Access scenario, steps 6a ~ 6e are executed instead of step 6:
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6a. The H-PCRF sends a Diameter RAR to the V-PCRF to request that the PCEF installs, modifies or removes
PCC Rules and updates the policy decision. In the case of VPLMN supporting Application Detection and
Control feature for solicited application reporting, some of those PCC Rules may be used for application
detection and control. If the provided PCC rules are related to an AF session associated with a sponsor, the
H-PCRFincludes, in the Charging-Rule-Definition AVP, the Sponsor-Identity AV P and the Application-
Service-Provider-Identity AV P that it received from the AF if the Reporting-Level AVP is set to the value
SPONSORED_CONNECTIVITY_LEVEL and, if AF provided the application usage thresholds, the Usage-
Monitoring-Information AVP. If the AF requests the access network information, the H-PCRF includes
Required-Access-Info AVP in the Charging-Rule-Definition AVP and/or Charging-Rule-Remove AVP. In
addition, the H-PCRF includes the Event-Trigger set to the value "ACCESS NETWORK_INFO_REPORT"
if not provided yet.

6b. The V-PCRF enforces visited operator policies regarding PCC rules requested by the H-PCRF based on
roaming agreements or locally configured policy. In case of TDF, V-PCRF extracts the ADC rules from the
PCC Rules received from the H-PCRF and stores them.

NOTE 3: If the V-PCRF rgjects provisioned PCC rules received from the H-PCRF, the remaining stepsin this call
flow are not followed. Instead, the V-PCRF shall notify the H-PCRF by sending a Diameter RAA,
including the Experimental -Result-Code AV P set to the value PCC_RULE_EVENT, identify the failed
PCC rules as specified in TS 29.212 [9], and additionally may provide the acceptable QoS Information
for the service.

6c¢. In case of TDF, solicited application reporting, for roaming UE with visited access, the V-PCRF initiates the
TDF session establishment, modification, or termination. If the last ADC rule is deactivated, the V-PCRF
reguests the TDF to terminate the TDF session toward the V-PCRF as defined in clause 4.6.2. If thereisno
active TDF session between the TDF and the V-PCRF, the V-PCRF requests the TDF to establish the TDF
session towards V-PCRF and provides ADC Rulesto the TDF as defined in clause 4.6.1. If there is already
an active TDF session between the TDF and the V-PCREF, the V-PCRF provides the ADC rulesto the TDF as
defined in clause 4.6.3.2.

6d. For case 2a and 2b, V-PCRF will derive the QoS rules from the PCC rules. The V-PCRF will initiate a
Gateway Control and QoS Rule procedure as described in clause 4.4.3 to install, modify or remove QoS rules
and optionally subscribe to new eventsin the BBERF.

6e. The BBERF installs, modifies or removes the identified QoS Rules. The BBERF also enforces the authorized
QoS of the corresponding QoS Rules.

6f. The V-PCRF sends a Diameter RAR to request that the PCEF installs, modifies or removes PCC Rules.

7. The PCEF ingtalls, modifies or removes the identified PCC Rules. The PCEF also enforces the authorized QoS
and enables or disables service flow according to the flow status of the corresponding PCC Rules. If QoS
information is received per QCI, PCEF shall set/update the upper limit for the MBR that the PCEF assignsto the
non-GBR bearer for that QCI. In the case of PCEF supporting Application Detection and Control feature, the
PCEF may also enforce application detection and control.

The following applies for emergency sessions only:

When the PCEF receives an IP-CAN Session Modification Request from the PCRF requesting the removal of
the PCC rules of an emergency session, the PCEF starts an inactivity timer to enable the PSAP to request a
callback session with the UE.

When the timer expires, the PCEF initiates an IP-CAN Session Termination Request (per section 4.2.2.1) to
terminate the emergency session.

If, before the timer expires, the PCEF receives an IP-CAN Session Modification Request from the PCRF
with PCC rules for an emergency session the PCEF cancel s the timer.

8. The PCEF sends a Diameter RAA to acknowledge the RAR. The PCEF informs the H-PCRF about the outcome
of the PCC rule operation

When the UE isroaming in a Visited Access scenario, steps 8a~ 8d are executed instead of step 8:

8a. The BBERF informs the V-PCRF about the outcome of the operation by sending a Diameter RAA command.
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8b. The PCEF informs the V-PCRF about the outcome of the PCC rule operation by sending a Diameter RAA
command.

8c. The V-PCRF stores the received information.

8d. The V-PCRF informs the H-PCRF about the outcome of the operation by sending a Diameter RAA
command.

9. Incase of TDF, solicited application reporting, for non-roaming UE/roaming UE with home routed access, H-
PCRF initiates the TDF session establishment, modification, or termination. If the last ADC rule is deactivated,
the H-PCRF requests the TDF to terminate the TDF session toward the H-PCRF as defined in clause 4.6.2. If
there is no active TDF session between the TDF and the H-PCRF, the H-PCRF requests the TDF to establish the
TDF session towards H-PCRF and provides ADC Rules to the TDF as defined in clause 4.6.1. If there is already
an active TDF session between the TDF and the H-PCRF, H-PCRF provides the ADC rulesto the TDF as
defined in clause 4.6.3.2.

NOTE 4: Step 9 can occur anytime after step 6.

10. In case of spending limits, for non-roaming/roaming UE with both home routed and visited access, H-
PCRFinitiates Initial/ Intermediate/ Final Spending Limit Report Request. The H-PCRF sends an Initial
Spending Limit Report Request if thisisthe first time a status notification of policy counter is requested for the
user as defined in clause 4.7.1. If the H-PCRF decides to modify the list of subscribed policy counters the H-
PCRF sends an Intermediate Spending Limit Report Request as defined in clause 4.7.2. If the H-PCRF decides
to unsubscribe any future status notification of policy counters, it sends a Final Spending Limit Report Request
to cancels the reguest for reporting the change of the status of the policy counters available at the OCS as defined
inclause 4.7.3.

NOTE 5: Step 10 can occur anytime after step 2.

11.1f usage monitoring is enabled and the H-PCRF either removed the last PCC rule applicable for certain
monitoring key, or disabled usage monitoring or requested usage report, the PCEF shall initiate an IP-CAN
session modification procedure.

12.When Gxx does not apply for the IP-CAN session, IP-CAN bearer signalling is executed separately for each | P-
CAN bearer under the following conditions:

If all PCC rules bound to a bearer have been removed or deactivated (bearer deactivation is applicable)

If one or more bearers have to be modified

If the PCEF needs to establish a new bearer (bearer establishment is applicable).

If the PCEF needs to request access network information.

13. If the AF, in step 1, has requested notifications from the PCRF, e.g. in the case of access network information
the PCEF initiates an IP-CAN session modification procedure to provide the requested information as
described in subclause 4.3.2.

NOTE 6: If the conditions of both step 13 and step 11 apply the PCEF can make use of only one IP-CAN session
modification procedure in step 13.
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43.1.2 Interactions between PCRF, AF and SPR
43.1.2.1 AF Session Establishment
43.1.21.1 AF located in HPLMN

BBERF PCEF | V-PCRF | H-PCRF | | AF | SPR

1. Trigger

2. Diameter AAR

3. Store Service
Information

4. Profile Request

Ifthe PCRF

-------------------------- . needs

1 subscription

1 -related
e S=information

5. Profile Response i and does

I nothave it

5 -

6. Identify affected IP CAN
session(s)

7.Diameter AAA

Interactions in Figure 4.3.1.1.1 JI Legend:

Mandatory

Conditional

Figure 4.3.1.2.1.1.1: AF session establishment triggers PCRF-Initiated IP-CAN Session Modification

(AF in HPLMN)

The AF receives an internal or external trigger to set-up anew AF session and provides Service Information.
The AF identifies the Service Information needed (e.g. | P address of the IP flow (s), port numbersto be used,
information on media types, etc).

The AF provides the Service Information to the H-PCRF by sending a Diameter AAR for anew Rx Diameter
session. If this AF session is associated with a sponsor, Sponsor-1dentity AV P and the Application-Service-
Provider-ldentity AVP areincluded in Sponsored-Connectivity-Data AV P. If usage thresholds are to be
associated with this sponsored AF session, then Granted-Service-Unit AVP isincluded in Sponsored-
Connectivity-Data AVP. The AF can request access network information within the AAR by adding Required-
Access-Info AVP(s) and Specific-Action AVP set to the value "ACCESS NETWORK_INFO_REPORT".

The H-PCRF stores the received Service Information.

If the H-PCRF requires subscription related information and does not have it, the PCRF sends arequest to the
SPR in order to receive the information.

The SPR replies with the subscription related information contai ning the information about the allowed
service(s), QoS information and PCC Rules information.

NOTE: For steps4 and 5: The details associated with the Sp reference point are not specified in this Release. The

6.

SPR"s relation to existing subscriber databases is not specified in this Release.
If the AF session is associated with a sponsor,

- if the UE isin the non-roaming case or UE is roaming with the home routed case and operator policies allow
accessing the sponsored data connectivity with this roaming case, the H-PCRF authorizes the request based
on sponsored data connectivity profile obtained from the SPR;
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- if the UE is roaming with the home routed case and operator policies do not allow accessing the sponsored
data connectivity with this roaming case or the UE is roaming with the visited access case, the H-PCRF
rejects the request.

The H-PCRF identifies the affected established IP-CAN Session(s) using the information previously received
from the PCEF/V-PCRF and the Service Information received from the AF.

. The H-PCRF sends a Diameter AAA to the AF. The PCRF indicates whether the support for UE IP

address/mask in the TFT filter is available in the IP-CAN session.

. The H-PCRF interacts with the PCEF/BBERF/V-PCRF according to figure 4.3.1.1.1 (Interactions between

BBERF/PCEF and PCRF for PCRF-Initiated |P-CAN Session Modification).

431212 AF located in VPLMN

ROAMING CASE

BBERF PCEF V-PCRF H-PCRF AF SPR
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2. Diameter AAR

<
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Decision
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__________________________ » | subscriptior
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Legend:

—

Mandatory
11. Interactions in Figure 4.3.1.1.1

Conditional

Figure 4.3.1.2.1.2.1: AF session establishment triggers PCRF-Initiated IP-CAN Session Modification

(AF in VPLMN)

1. The AF receivesan internal or externa trigger to set-up anew AF session and provides Service Information.

The AF identifies the Service Information needed (e.g. | P address of the IP flow (s), port numbersto be used,
information on media types, etc).

. The AF provides the Service Information to the V-PCRF by sending a Diameter AAR for a new Rx Diameter

session. If the AF session is associated with a sponsor, Sponsor-ldentity AV P and Application-Service-Provider-
Identity are included in Sponsored-Connectivity-Data AVP. If usage thresholds are to be associated with this
sponsored AF session, then Granted-Service-Unit AVP isincluded in Sponsored-Connectivity-Data AVP. The
AF can regquest access network information within the AAR by adding Required-Access-Info AVP(s) and
Specific-Action AVP set to the value "ACCESS NETWORK_INFO_REPORT".

3. The V-PCRF stores the Service Information.
NOTE: The V-PCRF may employ operator policies and reject the AAR from the AF if the provided Service

Information is not acceptable. If this happens, the V-PCRF repliesimmediately to the AF, includes an
unsuccessful Result-Code or Experimental-Result-Code in the AAA, and the remaining steps of this call
flow are not carried out.

4. TheV-PCRF forwards the Diameter AAR to the H-PCRF.
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5. The H-PCRF stores the received Service Information.

6. If the H-PCRF requires subscription-related information and does not have it, the H-PCRF sends a reguest to the
SPR in order to receive the information.

7. The SPR replies with the subscription related information contai ning the information about the allowed
service(s), QoS information and PCC Rules information.

NOTE: For steps 6 and 7: The details associated with the Sp reference point are not specified in this Release. The
SPR"s relation to existing subscriber databases is not specified in this Release.

8. If the AF session is associated with a sponsor, the H-PCRFrejects the request. Otherwise, the H-PCRF stores the
Service Information and identifies the affected established IP-CAN Session (s) using the information previously
received from the PCEF viathe V-PCRF and the Service Information received from the AF.

9. The H-PCRF responds to the V-PCRF with a Diameter AAA. The H- PCRF indicates whether the support for
UE IP address/mask in the TFT filter isavailable in the IP-CAN session.

10. The V-PCRF forwards the Diameter AAA to the AF.

11. The H-PCRF interacts with the PCEF/BBERF via the V-PCRF according to figure 4.3.1.1.1 (Interactions
between BBERF/PCEF and PCRF for PCRF-Initiated |P-CAN Session Modification).

43.1.2.2 AF session modification

43.1.2.21 AF located in the HPLMN
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BBERF PCEF V-PCRF H-PCRF AF
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‘ 7. Interactions in Figure 4.3.1.1.1

Figure 4.3.1.2.2.1.1: AF session modification triggers PCRF-Initiated IP-CAN Session Modification (AF
in HPLMN)

1. The AF receivesaninternal or external trigger to modify an existing AF session and provide related Service
Information.

2. The AF identifies the Service Information needed (e.g. IP address of the IP flow(s), port numbers to be used,
information on media types, etc.).

3. The AF provides the Service Information to the H-PCRF by sending a Diameter AAR for the existing Rx
Diameter session corresponding to the modified AF session. If this AF session is associated with a sponsor,
Sponsor-ldentity AV P and Application-Service-Provider-ldentity are included in Sponsored-Connectivity-Data
AVP. If application usage thresholds are to be associated with this sponsored AF session, then Granted-Service-
Unit AVP isincluded in Sponsored-Connectivity-Data AVP. The AF can request access network information
within the AAR by adding Required-Access-Info AV P(s) and Specific-Action AVP set to the value
"ACCESS NETWORK_INFO_REPORT".

4. The H-PCREF stores the received Service Information.

5. The H-PCRF identifies the affected established IP-CAN Session(s) using the information previously received
from the PCEF/V-PCRF and the Service Information received from the AF.

6. The H-PCRF sends a Diameter AAA to the AF.

7. The H-PCRF interacts with the BBERF/PCEF/V-PCRF according to figure 4.3.1.1.1.
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4.3.1.2.2.2 AF located in the VPLMN
BBERF PCEF V-PCRF H- PCRF AF
I
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10. Interactions in Figure 4.3.1.1.1

Figure 4.3.1.2.2.2.1 AF session modification triggers PCRF-Initiated IP-CAN Session Modification (AF

4.

in VPLMN)

The AF receives an internal or external trigger to modify an existing AF session and provide related Service
Information.

The AF identifies the Service Information needed (e.g. | P address of the IP flow(s), port numbers to be used,
information on mediatypes, €tc.).

The AF provides the Service Information to the V-PCRF by sending a Diameter AAR for the existing Rx
Diameter session corresponding to the modified AF session. If this AF session is associated with a sponsor,
Sponsor-Identity AVP and Application-Service-Provider-ldentity AVP are included in Sponsored-Connectivity-
Data AVP. If usage thresholds are to be associated with this sponsored AF session, then Granted-Service-Unit
AVP isincluded in Sponsored-Connectivity-Data AV P. The AF can request access network information within
the AAR by adding Required-Access-Info AVP(s) and Specific-Action AVP set to the value
"ACCESS_NETWORK_INFO_REPORT".

The V-PCRF stores the received Service Information.

NOTE: The V-PCRF may employ operator policies and reject the AAR from the AF if the provided Service

Information is not acceptable. If this happens, the V-PCRF repliesimmediately to the AF, includes an
unsuccessful Result-Code or Experimental-Result-Code in the AAA, and the remaining steps of this call
flow are not carried out.
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8.
9.

The V-PCRF forwards the Diameter AAR to the H-PCRF.
The H-PCRF stores the received Service |nformation.

The H-PCRF identifies the affected established IP-CAN Session(s) using the information previously received
from the PCEF/V-PCRF and the Service Information received from the AF.

The H-PCRF responds with a Diameter AAA.

The V-PCRF forwards the Diameter AAA to the AF.

10. The H-PCRF interacts with the BBERF/PCEF via the V-PCRF according to figure 4.3.1.1.1.

4.3.1.2.3 AF session termination
4.3.1.2.3.1 AF located in the HPLMN
BBERF PCEF V-PCRF H-PCRF AF
[ 1. Trigger ]
2. Diameter STR
3. Ide ntify affected IP CAN
session where PCC /QoS
rules need to be
removed.
4a. Diameter STA
5. Interactions in Figure 4.3.1.1.1
4b. Diameter STA
| >

Figure 4.3.1.2.3.1.1: Removal of PCC/QoS Rules at AF session release (AF in HPLMN)

The AF receives an internal or external trigger for a session release.

The AF sends a session termination request, Diameter STR, to the H-PCRF to request the removal of the session.
The AF can request access network information within the STR by adding a Required-Access-Info AVP.

The H-PCRF identifies the affected IP-CAN Session where PCC Rules and, if available, QoS Rules for the IP
flow(s) of this AF session are installed. These PCC/QoS Rules need to be removed.

If the AF did not request access network information,and if no usage thresholds due to an AF session associated with a
sponsor were provided that relate to the installed PCC rules, step 4a applies. Otherwise step 4b applies.
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4a. The H-PCRF sends Diameter STA, session termination answer, to the AF.

4b. The H-PCRF sends Diameter STA, session termination answer, to the AF and includes access network
information and/or information about the resources that have been consumed by the user since the last report
obtained in step 5.

5. The H-PCRF interacts with the BBERF/PCEF/V-PCRF according to figure 4.3.1.1.1.

4.3.1.2.3.2

AF located in the VPLMN

BBERF

PCEF

V- PCRF

ROAMING CASE

H- PCRF AF

2 . Diameter STR|

[ 1. Trigger

3. Diameter STR

g

4. Identify affected IP
CAN session where
PCC/ QoS rules need
to be removed

5a .Diameter STA

6a .Diameter STA

Interactions in Figure 4.3.1.1.1

5b Diameter STA

Figure 4.3.1.2.3.2.1: Removal of PCC/Qo0S Rules at AF session release (AF in VPLMN)

1. The AF receivesaninternal or external trigger for a session release.

2. The AF sends a session termination request, Diameter STR, to the V-PCRF to request the removal of the session.
The AF can request access network information within the STR by adding a Required-Access-Info AVP.

3. TheV-PCRF forwards the Diameter STR to the H-PCRF.

4. The H-PCRF identifies the affected IP-CAN Session where PCC Rules and, if available, QoS Rules for the IP
flow(s) of this AF session are installed. These PCC/QoS Rules need to be removed.

Steps 5a and 6a apply if the AF did not request access network information
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5a. The H-PCRF sends Diameter STA, session termination answer, to the V-PCRF.

6a. The V-PCRF forwards the Diameter STA to the AF.

7. The H-PCRF interacts with the BBERF/PCEF via the V-PCRF according to figure 4.3.1.1.1.
Steps 5b and 6b apply if the AF requested access network information

5b. The H-PCRF sends Diameter STA, session termination answer, to the V-PCRF and includes access network
information obtained in step 7.

6b. The V-PCRF forwards the Diameter STA to the AF.

4.3.2 PCEF —Initiated IP-CAN Session Modification (PCC Rule
Provisioning in PULL Mode)

4321 PCEF-initiated IP-CAN Session Modification. AF located in HPLMN.
This flow shows the provisioning of PCC Rules and/or authorized QoS triggered by the PCEF.
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Figure 4.3.2.1.1: PCEF-initiated IP-CAN Session Modification. AF in HPLMN.

1. For case 2aand 2b, the BBERF may initiate Gateway Control and QoS rules request procedure described in
clause 4.4.2.

2. The PCEF may receive arequest for IP-CAN Session modification. The IP-CAN session modification can be
initiated upon receiving UE-initiated resource modification request (case 1), a new |P-CAN bearer establishment

signalling (case 1), due to a specific event (e.g. UE requested PDN connectivity in all cases) or aninternal
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trigger(e.g. if the PCEF supports Application Detection and Control feature, the start/stop of application traffic
event that matches with one or more activated PCC rules for application detection and control that do not contain
the Mute-Natification AV P has been detected by the PCEF).

3. The PCEF informs the H-PCRF about the IP-CAN session modification for non-roaming case and Home Routed
roaming scenario. The PCEF sends a CCR command to the H-PCRF including the CC-Request-Type AVP set to
the value 'UPDATE_REQUEST'. For an IP-CAN Session modification where an existing |P-CAN bearer is
modified, the PCEF supplies the specific event that caused the IP-CAN Session modification within the Event-
Trigger AVP and the PCC rule name(s) and their status within the Charging-Rule-Report AVP. In the case
where the UE initiates a resource modification request procedure, the PCEF includes the Packet-Filter-
Information AV P, Packet-Filter-Operation AV P and QoS-Information AVP, if applicable. In the case of PCEF
supporting Application Detection and Control feature, when the start or stop of the application”s traffic,
identified by TDF-Application-ldentifier, is detected, if PCRF has previoudy subscribed to the
APPLICATION_START/APPLICATION_STOP Event-Triggers, the PCEF shall report the information
regarding the detected application”s traffic in the Application-Detection-Information AV P in the CCR command.

When the UE isroaming in a Visited Access case, steps 3a ~ 3c are executed instead of step 3:

3a The PCEF sends a Diameter CCR to the V-PCRF to request PCC/ADD Rules for the roaming user. The
parameters listed in step 3 are applicable here.

3b. The V-PCRF stores the information received in the Diameter CCR from the PCEF.

3c. The V-PCRF sends a CCR command with the CC-Request-Type AVP set to 'UPDATE_REQUEST' to the
H-PCRF. The V-PCRF includes the Subsession-Enforcement-Info AV P and the assigned S9 subsession
identifier within Subsession-1d AVP. The Subsession-Operation AVP is set to the value 'MODIFICATION'.

4. If the H-PCRF requires subscription-related information and does not have it, the PCRF sends a request to the
SPR in order to receive the information.

5. The SPR replies with the subscription related information containing the information about the allowed
service(s) and PCC Rules information.

NOTE 1: For steps4 and 5: The details associated with the Sp reference point are not specified in this Release. The
SPR"srelation to existing subscriber databases is not specified in this Release.

6. If the AF requested a notification of the corresponding event, the H-PCRF sends a Diameter RAR with the
Specific-Action AVP set to indicate the event that caused the request. If the session modification affected a
sponsored data flow and the H-PCRF detects that the usage threshold provided by the AF has been reached, this
message includes the accumulated usage in the Used-Service-Unit AV P within the Sponsored-Connectivity-Data
AVP and the Specific-Action AVP set to the value USAGE_REPORT.

7. |If step 6 takes place, the AF may take the application specific procedure (e.g. for IMSrefer to 3GPP TS
23.228[x], replies with a Diameter RAA and may provide updated service information within. Additionally, the
AF may terminate the Rx session as per clause 4.3.1.2.3.

8-11.If al service data flows for an AF session are deleted, the AF session is terminated. If the session modification
affected a sponsored data flow and the H-PCRF detects the UE is roaming with home routed case, the H-PCRF
initiates the AF session termination.

If the IP-CAN session is associated with a sponsor, usage thresholds were provided by the AF earlier, and the H-
PCRF has usage data that has not yet been reported to the AF, the H-PCRF informs the AF, in step 11, about the
resources that have been consumed by the user since the last report.

NOTE 2: Initial/intermediate/Final Spending Limit Report Request can be triggered at any time after thisif PCRF,
based on policy decisions, find the need to initialize, modify, or deactivate spending limit reporting for
the subscriber according to clause 4.7.1/2/3 respectively.

12. The H-PCRF selects or generates PCC Rule(s) to be installed. The H-PCRF may also identify existing PCC rules
that need to be modified or removed. In the case of VPLMN supporting Application Detection and Control
feature for solicited application reporting, some of those PCC Rules may be used for application detection and
control. The PCC Rules may relate to any of the matching AF sessions or may exist in the PCRF without
matching to any AF session. The H-PCRF may also make a policy decision by deriving an authorized QoS and
by deciding whether service data flows described in the PCC Rules are to be enabled or disabled. The H-PCRF
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may also update the ADC decisions and select the ADC rulesto be installed, modified or removed for the | P-
CAN session in the non-roaming case.

13. For the non-roaming case, and for the case when the UE is roaming in a Home Routed scenario, the H-PCRF
provisions the PCC Rules to the PCEF using CCA command. The H-PCRF also provides the selected Bearer
Control Mode, if changed and applicable for the IP-CAN type. The PCRF may also provide anew list of event
triggers for which the PCRF requires to be notified. The PCRF may provide QoS information within the APN-
AMBR AVP and the Default-EPS-Bearer-QoS AVP. In the case of PCEF supporting Application Detection and
Control feature, the H-PCRF may provision the PCC rules for application detection and control to the PCEF.

When the UE isroaming in a Visited Access, steps 13a~13c are executed instead of step 13:

13a. The H-PCRF sends a Diameter CCA to the V-PCRF including the PCC Rules to be provisioned within the
Subsession-Decision AV P, along with the S9 subsession identifier as received in step 3b within the
Subsession-ld AVP. Other parameters listed in step 9 are also applicable here.

13b. The V-PCRF validates the QoS parameters requested within the PCC Rules and enforces visited operator
policies regarding QoS authorization requested by the H-PCRF as indicated by the roaming agreements. In
case of TDF, the V-PCRF extracts and validates the ADC rules from the PCC rules received from the H-
PCRF according to the local policy and roaming agreements if provided by the H-PCRF.

NOTE: If the V-PCRF rejects provisioned PCC rules received from the H-PCRF, the remaining stepsin this call
flow are not followed. Instead, the V-PCRF shall notify the H-PCRF by sending a Diameter CCR,
including the Experimental-Result-Code AV P set to the value PCC_RULE_EVENT, identify the failed
PCC rules as specified in 3GPP TS 29.215 [22], and additionally may provide the acceptable QoS
Information for the service.

13c. The V-PCRF provisions PCC rules to the PCEF by using CCA command. The parameterslisted in step 13a
are applicable here.

13d. In case of TDF, solicited application reporting, the V-PCRF provisions the ADC rulesto the TDF as
defined in clause 4.6.3.2. In case of TDF, unsolicited application reporting, the V-PCRF initiates the TDF
session termination as defined in subclause 4.6.2 if the PCEF reported the UE_IP_ADDRESS RELEASE to
the V-PCRF and there is an active |pv4 address related TDF session for that IP-CAN session.

14. In case of TDF, solicited application reporting, the H-PCRF provisions the ADC rulesto the TDF as defined in
clause 4.6.3.2. In case of TDF, unsolicited application reporting, the H-PCRF initiates the TDF session
termination as defined in subclause 4.6.2 if the PCEF reported the UE_IP_ADDRESS RELEASE to the H-
PCRF and there is an active I pv4 address related TDF session for that IP-CAN session.

15. The PCEF installs, modifies or removes the provided PCC Rules. The PCEF also enforces the authorized QoS
and enables or disables service flows according to the flow status of the corresponding PCC Rules. In the case of
PCEF supporting Application Detection and Control feature, the PCEF enforces application detection and
control.

16. The PCEF may initiate IP-CAN session signalling or acknowledges any IP-CAN Session signalling for IP-CAN
Session modification received in step 2.

17. 1f the PCRF requested to confirm that the resources associated to a PCC Rule have been successfully allocated,
the PCEF-initiated IP-CAN session modification procedure is performed again starting from step 3.

18. For case 2a and 2b, the PCRF may initiate Gateway Control and QoS rules Provision procedure described in
clause 4.4.3.
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4.3.2.2 PCEF-initiated IP-CAN Session Modification, AF located in the VPLMN
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Figure 4.3.2.2.1: PCEF-initiated IP-CAN Session Modification, AF in VPLMN. If the AF resides in the
VPLMN, the V-PCRF proxies the AF sessi